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	Req Number
	Category
	Text

	1

(Final number to be assigned )
	M2M Service Layer Management - Subscription
	The M2M System shall be capable of storing information to identify subscriptions to M2M services. 

	4

(Final number to be assigned )
	M2M Service Layer Management – Communication Network Administration
	The M2M System shall be capable of administering services provided to the M2M System by the underlying Communication Network.

	5

(Final number to be assigned )
	Device Management - Provisioning
	The M2M System shall be capable of maintaining configuration information of M2M Gateways/M2M Devices associated with a M2M service subscription.

	6

(Final number to be assigned )
	Device Management - Diagnostics
	The M2M System shall be capable of executing the following types of diagnostics initiated by a M2M Device:

· One-time, on demand, synchronous

· One-time, on demand, asynchronous

· Scheduled, synchronous

· Scheduled, asynchronous

	7

(Final number to be assigned )
	Device Management - Diagnostics
	The M2M System shall be capable of executing diagnostics initiated by a M2M Device to assess connectivity within the Communication Network
.

	8

(Final number to be assigned )
	Device Management - Diagnostics
	The M2M System shall be capable of executing diagnostics initiated by a M2M Device to assess connectivity between components of the M2M System
.

	9

(Final number to be assigned )
	Device Management – Firmware Update
	The M2M System shall be capable of updating the firmware of a M2M Gateway or Device
.

	10
(Final number to be assigned )
	Device Management – Firmware Update
	The M2M System shall be capable of scheduling an update for the firmware of a M2M Gateway or Device
.

	11
(Final number to be assigned )
	Device Management – Software Update
	The M2M System shall be capable of updating software modules that execute within the M2M Gateway or Device.

	12
(Final number to be assigned )
	Device Management - Software Update
	The M2M System shall be capable of scheduling an update of software modules within the M2M Gateway or Device.

	13

(Final number to be assigned )
	Device Management – Information Retrieval
	The M2M System shall be capable of retrieving information related to the environment (e.g., battery, memory, current time) of a M2M Gateway or Device.

	14

(Final number to be assigned )
	Device Management – Information Retrieval
	The M2M System shall be capable of retrieving events and information logged by a M2M Gateway or Device.

	15

(Final number to be assigned )
	Device Management - Reset
	The M2M System shall be capable of rebooting a M2M Gateway or Device.

	16

(Final number to be assigned )
	Device Management - Reset
	The M2M System shall be capable of resetting a M2M Gateway or Device to a factory default configuration.

	20

(Final number to be assigned )
	Application Management – Software Update
	The M2M System shall be capable of updating M2M Applications that execute within a Server
.

	21

(Final number to be assigned )
	Application Management - Software Update
	The M2M System shall be capable of scheduling an update for M2M Applications that execute within a Server.

	22

(Final number to be assigned )
	Application Management – Software Administration
	The M2M System shall be capable of administrating an M2M Application (start, stop, install, uninstall, restart) that executes within a Server.

	23
(Final number to be assigned )
	Application Management – Log Retrieval
	The M2M System shall be capable of retrieving events and information logged by a M2M Application
.

	24
(Final number to be assigned )
	M2M Service Layer Management -SIM
	When a 3GPP communications is used, then the M2M System shall be capable of utilizing UICC as one possible mechanism to identify a M2M service subscription within the M2M System.

	27
(Final number to be assigned )
	Security - SIM
	When a 3GPP communications network is used, then the M2M System shall be capable of utilizing UICC as a mechanism of establishing trust for M2M services within the M2M System.


�Phil Jacobs: This seems broad, is it meant to indicate that it can test connectivity between the device and other entities, or also between two other entities?


�Phil Jacobs: Can we make more of a distinction between 7 and 8?


�Phil Jacobs: Can we combine 9 and 11?


�Phil Jacobs: Can we combine 10 and 12?


�Phil Jacobs: I could use a use case to help explain 20 21 and 22


�Phil Jacobs: Logged by the device, gateway or network application?
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