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1.0 Title
Use Case on Devices, Virtual devices and Things
1.1 Description
The municipality of a Smart City operates an Application Service that monitors traffic flow and switches traffic lights depending on traffic. This “traffic application” controls the traffic lights and a couple of surveillance cameras to observe traffic flow. 
The traffic application makes several of the surveillance cameras discoverable in the M2M System and potentially allows access to the data (the video streams) of these cameras. The surveillance cameras can be searched and discovered in the M2M System based on search criteria such as type (e.g. video camera for traffic) and other meta-data (e.g. location or activation state)
In addition to (physical) devices the traffic application publishes “virtual devices” that act similar to sensors and provide derived data such as: number of vehicles that passed during the last minute/hour, average speed of vehicles …
Also these “virtual devices” can be searched and discovered in the M2M System based on type and other meta-data. 
However, in contrast to the previous case (real devices) virtual devices only implemented as software and do not require a Connectivity Layer. They are data structures published by the traffic application.
The traffic application charges other applications to receive data from these virtual devices.
Finally, the traffic application also publishes “things” in the M2M System like roads and intersections. Other “things” the traffic application might publish are phased traffic lights (green wave).
“Things” are similar to “virtual devices” but have relations to other “things” (e.g. a section of a road lies between two intersections).
A “street”, published by the traffic application, provides information on the average speed of traffic, congestion level, etc. A “series of phased traffic lights” provides information about which traffic lights are in phase, the current minimal/maximal/optimal speed, etc.
The “traffic application” of the Smart City charges other applications to access data from its published “things”.

A second Application Service, a “logistics application” is operated by a company that manages a fleet of trucks to deliver goods all over the country. This “logistics application” provides an optimal route for each truck at any time.
One of the trucks is currently driving in the Smart City. The logistics application has a service level agreement with the traffic application of the Smart City. 
The logistics application discovers all things (streets, intersections…) that are relevant to calculate an optimal route for the truck, based on type and location. It uses the published data and is charged for the access to these data.

1.2 Source (as applicable)
NEC
1.3  Actors

· The municipality of a Smart City (Application Service Provider) 
· 
· The fleet management company (Application Service Provider)
· 
· The M2M Service provider (M2M Service provider)
· 
1.4 Pre-conditions
· The municipality of a Smart City operates a “traffic application” that monitors traffic flow and switches traffic lights.
· The fleet management company operates a “logistics application” that manages a fleet of trucks.
· Both Applications are using the same MSCN operated by the M2M Service provider
· The traffic application allows the logistics application to access some of its Devices, Virtual devices and Things
1.5 Triggers (if any)
none
1.6 Normal Flow (as applicable)
· The traffic application creates Virtual devices (e.g. traffic sensors) and Things (e.g. streets, series of phased traffic lights…) for use by other M2M applications in the MSCN of the M2M Service operator.
· The traffic application publishes the semantic description (types, relations, meta-data) of its Devices (e.g. cameras), Virtual devices and Things in the MSCN of the M2M Service operator. The traffic application restricts discoverability of its Virtual devices and Things to applications provided by business partners of the municipality of a Smart City
· The traffic application enables access to the data of some of its traffic cameras to all M2M applications but access to the data of virtual devices and things is restricted to applications of business partners (e.g. the logistics application).
· The logistics application searches the MSCN of the M2M Service operator for things and virtual devices in the vicinity of the truck. Based on the semantic search criteria (described by reference to a taxonomy or ontology) only the things and virtual devices that are useful for calculating the route of the truck are discovered.
· The logistics application reads the data from relevant things and virtual devices and calculates the optimal route for the truck
· The logistics application is charged by the MSCN of the M2M Service operator for reading the data from things and virtual devices of the traffic application.
· The traffic application is reimbursed for usage of its things and virtual devices.
1.6.1  Alternative flow (if any)
none
1.7 Post-conditions (if any)
none
1.8 High Level Illustration (as applicable)
       <Relevant diagram or picture>
1.9 Potential requirements (as applicable)
· The M2M System shall provide a capability to an Application to create Virtual Devices and Things in the M2M Service Capability Network.
· The M2M System shall provide a capability to an Application to publish semantic descriptions and meta-data (e.g. location) of its Devices, Virtual Devices and Things in the M2M Service Capability Network.

· The M2M System shall provide a capability to an Application to search for and discover Devices, Virtual Devices and Things in the M2M Service Capability Network based on their semantic descriptions and meta-data. The supported formats of semantic descriptions shall be described in the oneM2M standard.

· The M2M System shall provide a capability to an Application  to control, via the M2M Service Capability Network, access to semantic descriptions and meta-data of its Devices, Virtual Devices and Things.

· The M2M System shall provide a capability to an Application shall to allow, via the M2M Service Capability Network , access to its Devices, Virtual Devices and Things to individual other applications.
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