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1.0 Title
Use Case : Information Delivery service in the devastated area
1.1 Description
Background
· When a disaster occurs in the metro area, many victims will need various kinds of information on traffic, safety and so on. However, it may be difficult for the most of them to collect them properly.
Description
· We propose the service that the pre-installed and backup information should be quickly pushed from the database (DB) in the safe area to the user devices (UD) of victims automatically.
· At first, a sensor would detect a serious disaster. Next, the DB will multicast the latest information which the victims will need. The UD will receive and update them automatically.
· For example, the backup DB properly provides the UD with the information about medicine and safety which the patients or the rescue teams will need in the devastated area.
1.2 Source (as applicable)
Advanced Telecommunications Research Institute International (ARIB),

Sumitomo Electric Industries Ltd. (TTC).
1.3 FFSActors (as applicable)
· Sensor
It would detect a disaster such as tsunami and earthquake and send messages to the DBs.

· Database (DB)
It collects public information from the various equipments through the network, which will be used in the peace time to manage public system and utility like electric, gas, water, traffic, railway and so on. Once it would receive the message about disaster from a sensor, it will properly select and update the information elements needed by many victims in the devastated area. and multicast them to the UDs in the proper location at the proper security level.

· Wireless Gateway (WG)
It provides the UDs in the devastated area with wireless connectivity to the network and DBs. It may also collect information from DBs to supply the temporarily stored information to the UDs when the network might shut down.
· User Devices (UD)
It will receive the information from DB and collect the updated information in the devastated area automatically.
1.4 Pre-conditions (if any)
The connectivity among DBs, WGs, Sensors and UDs.

1.5 Triggers (if any)
The detection of a disaster 

1.6 Normal Flow (as applicable)
Normal flow for collecting information 
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1. WGs request the updated information about disaster to DBs in peace time repeatedly and store them to their local DB.
2. Sensors will send the message to trigger the flow to WGs and DBs if they would detect the disaster.
3. WGs will make their access open. DBs will send the latest information automatically. However, UDs may not receive them if the network would be down. In this case, UDs will receive the temporarily stored information from the local DB automatically. 
4. UDs can request their dedicated information to WGs. If network would be good condition, WGs can request to DBs the emergency information about the family safety, refuge location and medicine by using ID and GPS in the UDs and WGs.
1.6.1 Alternative flow (if any)
1.7 Post-conditions (if any)
· The condition for the authentication will be changed during the disaster to keep the security.

1.8 High Level Illustration (as applicable)
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1.9 Potential requirements (as applicable)
1. Connectivity (among sensors, WGs, DBs and UDs)

2. WG Coverage

3. Security and Authentication

4. How to get the location of sensors, WGs, DBs and UDs
5. Management for the battery of communication equipment 





















UD





WG





DB





Sensor





Information Request








いちじょうの共有





Stored information


(Unicast)








いちじょうの共有




















In Emergency


Access : Open


Purpose : general use


























In Peace Time


Access : Close


Purpose : professional use


























Updated information


いちじょうの共有





Disaster


Detection





いちじょうの共有





Information Request








いちじょうの共有





Stored information


(Multicast)








いちじょうの共有








Updated information


(Unicast)








いちじょうの共有





Updated information


(Unicast)








いちじょうの共有





Information Request








いちじょうの共有





Updated information


(Multicast)








いちじょうの共有





Updated information


(Multicast)








いちじょうの共有





Disaster Trigger








いちじょうの共有





Disaster Trigger








いちじょうの共有








© 2012 oneM2M Partners

Page 6 (of 6)



[image: image3.png]