	oneM2M-REQ-2012-0003-

Proposed Template for Use case collection
	[image: image3.png]






	INPUT CONTRIBUTION
Proposed “Computation and Analytics” Use case

	Group Name:*
	WG1

	Source:*
	Cisco Systems

	Format:*
	

	Date:*
	2013-1-2

	Contact:*
	Philip Jacobs

	Abstract:*
	This use case introduces analytics for M2M, it describes how an application may request and receive compute/analytics benefits from oneM2M, and how oneM2M may be used to deliver the benefits of compute/analytics to applications.

	Agenda Item:*
	TBD

	Work item(s):
	Use Cases

	Document(s) 

Impacted*
	oneM2M-TR-0001-UseCase

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 FORMCHECKBOX 
 Information

 FORMCHECKBOX 
 Other <specify>

	Decision requested or recommendation:*
	Approval


oneM2M IPR STATEMENT

“Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of an agreement to be bound by all provisions of IPR policy of the admitting Partner Type 1 and permission that all communications and statements, oral or written, or other information disclosed or presented, and any translation or derivative thereof, may without compensation, and to the extent such participant or attendee may legally and freely grant such copyright rights, be distributed, published, and posted on oneM2M’s web site, in whole or in part, on a non-exclusive basis by oneM2M or oneM2M Partners Type 1 or their licensees or assignees, or as oneM2M SC directs.
1.0  Analytics for M2M
1.1 Description
The term “analytics” is often used to describe complex algorithms applied to data which provide actionable insights. Simpler algorithms may also provide actionable insights – here we use the term “compute” for them. Both “analytics” and “compute” may be used similarly by an M2M System to provide benefits to M2M applications. This use case uses a simple “compute” example to introduce the topic.     
M2M application service providers may wish to use analytics for several purposes. There are many analytics providers who may offer their libraries directly to application service providers. However there are situations where application service providers may wish to apply analytics to their M2M data from devices before it is delivered to the “back-end” of the application “in the cloud”. 

To satisfy M2M application service provider needs, a oneM2M system may offer compute/analytics capabilities which may be internally or externally developed. Benefits to M2M application service providers might include:

· Convenience - due to integration 

· Simplicity - due to a cross-vertical standardized analytics interface

· Cost savings – due to resource minimization  (of compute, storage, and/or network)
· Improved performance – due to offloading/edge computing

The use case described below assumes: 
· millions of devices continuously report M2M data from devices at geographically diverse locations

· the M2M application is interested in receiving only certain sets of data based upon changes in particular data elements. 
Use of oneM2M computation and analytics for anomaly detection and filtering avoids the use of bandwidth needed to transport unnecessary device data to the back-end of the M2M application. To enable the oneM2M system to do this, the M2M application specifies:

1. Which device data (the baseline set) is needed to create a baseline (which is indicative of “normal” operation).
2. The duration of the training period used to set a baseline

3. The method to create/update the baseline

4. Which device data (the trigger set) is to be compared to the baseline

5. The method of comparison between the baseline set and the trigger set.

6. The variation of M2M data in comparison to the baseline used to trigger action

7. Which data (the storage set) is to be stored in addition to the data used in the baseline.

8. Which data (the report set, which may include data from the baseline set, trigger set and the storage set) which is to be reported to the M2M application upon trigger.
9. “Location directives” which expresses where the device data collection point, storage and compute/analytics program and libraries should be located. (Distributed, possibly hierarchical locations may be specified, and may be defined by max response time to devices, geographic location, density of convergent device data flows, available compute/storage capacity, etc.).
10. “Lifecycle management directives” for compute/analytics program and libraries instances e.g. on virtual machines

The action by the oneM2M system in response to a trigger in this use case is to send the filtered report set to the M2M application; however, other alternative actions are summarized below (which would require different information from the M2M application).
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Example of distributed, non-hierarchical location of analytics use case – normal flow
A hierarchical version of this use case would locate different compute/analytics at different levels of a hierarchy. 
1.2 Source
Cisco Systems
1.3  Actors

Devices – aim is to report what they sense
Analytics library provider – aim is to provide analytics libraries to customers
M2M application service provider – aim is to provide an M2M application to users 
1.4 Pre-conditions
Before an M2M system’s compute/analytics may be used, the following steps are to be taken:
1. The M2M application service provider requests compute/analytics services from the oneM2M system. A request may include parameters required by analytics to perform computation and reporting, plus parameters required by the oneM2M system to locate and manage the lifecycle of the analytics computation instance (see 1.1).
2. The oneM2M system selects a source Analytics library provider for, and obtains the appropriate analytics library. 
3. The oneM2M system provisions the appropriate analytics library at a location that meets the M2M application service provider’s location directives.
4. The oneM2M system generates a program based upon the M2M application service provider’s request.
5. The oneM2M system provisions the appropriate program based upon the M2M application service provider’s request at the location(s) of step 3.
6. The oneM2M system starts collecting M2M data from devices and inputs them into the provisioned compute/analytics program for the duration of the baseline-training period. A baseline is established, which may include bounds for M2M data ranges, bounds for frequency of M2M data received, bounds for relative M2M data values to other M2M data values, etc.
1.5 Triggers (if any)
Triggering is described within 1.6
1.6 Normal Flow
7. The devices provide M2M data to the oneM2M system.

8. The oneM2M system stores a set of M2M data (the storage set) from the devices
9. The oneM2M system uses analytics to compare M2M data (the trigger set) from devices with the baseline.

10. The oneM2M system determines whether the variation between the M2M data set and the baseline exceeds the specified bounds of the trigger condition, if it does then the following action occurs:
11. The oneM2M system sends the requested M2M data (the report set, to the M2M application service provider.
1.6.1  Alternative flows
The action to be taken by the oneM2M system following a trigger may be different than step 10 above. 
For example, the action may be to initiate conditional collection where for some duration or until some other trigger occurs.

A. A current collection scheme of device data is modified e.g. more frequent updates, or 
B. A new collection scheme is initiated
Other alternative actions may include, but are not limited to:

· Initiating device/gateway diagnostics e.g. following a drop in the number of responding devices

· Sending control commands to devices
· Sending alerts to other oneM2M system services e.g. fraud detection 
1.7 Post-conditions (if any)
None
1.8 High Level Illustration
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1.9 Potential requirements (as applicable)
1. The oneM2M system should be able to accept standardised inputs from M2M application providers which request compute/analytics services. 

2. The oneM2M system should be able to select analytics libraries from Analytics library providers.
3. The oneM2M system should be able to locate and run instances of compute/analytics programs and libraries at locations requested by M2M applications service providers.
4. The oneM2M system should be able to manage the lifecycle of instances of compute/analytics programs and libraries.

5. The oneM2M system should be able to steer device data to inputs of instances of compute/analytics programs
6. The oneM2M system should be able to act upon triggers resulting from running instances of compute/analytics programs.

7. The oneM2M system should specify supported compute/analytics triggers and actions. 
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