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1.0 Title
Use Case on Wellness services
1.1 Description
This use case introduces several services based on wellness data collected by wellness sensor devices via mobile device such as smartphones and tablets which is regarded as M2M gateway.

Some wellness sensor devices are equipped with M2M area network module and measure individual wellness data. The mobile device connects to the wellness sensor devices by using the M2M area network technology, collecting and sending the wellness data to application server.
It is important to consider that mobile device as M2M gateway has mobility. For instance, there are possibility for a mobile device to connect simultaneously to many wearable wellness sensor devices, and to connect newly to wellness sensor devices which have never connected previously at the location of outside. 
This use case illustrates potential requirements from the use case of wellness services utilizing mobile device.

1.2 Source (as applicable)
KDDI(TTC)
1.3  FFSActors (as applicable)
· User: user of the wellness services. 
· M2M Device: wellness sensor device is blood pressure sensor, heart rate sensor and weight scale, for example. It can measure wellness data of users, may be multi-vendored, and equipped with several kind of communication protocol.
· M2M Area Network: network which connects between M2M device and M2M gateway.
· M2M Gateway: mobile device (e.g. a smart phone) which can receive wellness data from wellness sensor devices and communicate with application servers.
· Mobile Network: network which has functions to communicate wellness data and control message between M2M gateway and M2M service platform.

· M2M Service Platform: platform where management server is located and which is used by the Application Server to communicate with the M2M Gateway. 
· Management Server: server which manages the gateway such as mobile device, and controls its configuration such as installing/uninstalling applications.

· Application Server: server which serves the wellness services such as indicating the graph of wellness data trend.
1.4 Pre-conditions (if any)
· Wellness sensor devices are able to establish a connection to the mobile device in order to send wellness data to M2M Service Platform or Application Server.
· It is first time to associate the mobile device with the wellness sensor devices.
1.5 Triggers (if any)
· New wellness sensor devices such as weight scale are detected by mobile device. User tries to associate the detected devices. Examples are below.

· User buys several kind of wearable wellness sensor devices such as blood pressure sensor, heart rate sensor. In order to start monitoring vital data using these sensors, User tries setting of these devices simultaneously. Note that please refer to ETSI TR 102 732 “Use cases of M2M applications for eHealth”. (Normal Flow)
· User buys wellness sensor devices such as weight scale, and newly deploys them at User’s house to check the wellness status daily. (Normal Flow)
· User goes to a fitness center to do exercise and checks the effect by utilizing equipment which is owned by fitness center and has never connected to User’s mobile device. (Alternative Flow 1)
1.6 Normal Flow (as applicable)
1. Usually wellness sensor devices are bought by Users. These devices are deployed in User’s house, or are worn with User.

2. The mobile device detects new wellness sensor devices and tries to connect to it under User’s permission to connect (pairing between sensor device and mobile device).

3. The mobile device has established a connection to the wellness sensor device, and then the mobile device receives additional information of the wellness sensor device (e.g. type of device, service certificates of the device, required application software …). 

4. The mobile device is provided with the appropriate application software from the Management Server and is appropriately configured by the Management Server.
5. When the User measures the data by using wellness sensor device, the mobile device collects the data and sends it to the Application Server.

1.6.1 Alternative flow 1
1. As indicated in the Normal Flow, usually the wellness service collects the data from wellness sensor devices which the User owns.
2. When the mobile device is brought outside, there is an opportunity to connect new wellness sensor devices (e.g. blood pressure which is set in fitness center).

3. The mobile device detects new wellness sensor devices and tries to connect to them under User’s permission to connect.

4. The mobile device has established a connection to the wellness sensor device and then the mobile device receives additional information of the wellness sensor device (e.g. type of device, service certificates of the device, required application software …).
5. The mobile device is provided with the appropriate application software and is appropriately configured by the Management Server.

6. When the User measures the data by using wellness sensor device, the mobile device collects the data and sends it to the Application Server.
1.6.2 Alternative flow 2
1. The wellness service may be an optional subscriber service to be charged. The User subscribes it and creates an account on the Application Server.

2. When the User utilizes the wellness service, at first the User needs to activate the service on the Application Server.
3. When the mobile device detects wellness sensor devices, it requests the Management Server to provide appropriate application software with configuration to the mobile device.

4. The Management Server checks with the Application Server if the User has subscribed to the service and activated it or not.
5. And then, if the User is not subscribed to the service or has not activated it, the Management Server does not provide any application software.
1.6.3 Alternative flow 3
1. After the User has collected the data, the User is able to disconnect the mobile device from the wellness sensor device and to de-activate the service.

2. If the User brings the mobile device out of the range of M2M Area Network, the mobile device disconnects the wellness sensor device automatically.
3. The User is also able to disconnect these devices by operating settings of the mobile device or by waiting for a while until the wellness sensor device disconnect by itself.
4. The User is also able to cancel the optional service. The User applies the cancellation to the Application Server. After the Application Server accepts the cancellation, the Management Server checks with the Application Server. The Management Server confirms the cancellation, it makes application software de-activate and/or remove from the mobile device.
1.7 Post-conditions (if any)
· Measured wellness data are stored in the M2M Service Platform or the Application Server.

· User is able to access to the Application Server and explore the graph of the wellness data trend.
1.8 High Level Illustration (as applicable)

[image: image1]
1.9 Potential requirements (as applicable)
· M2M Gateway SHALL be able to detect device that can be newly installed (paired with the M2M Gateway).
· Upon detection of a new device the M2M Gateway SHALL be able to be provisioned by the M2M Service Platform with an appropriate configuration which is required to handle the detected device.
· The M2M Service Platform SHALL be able to provide an authenticated and authorized application in the M2M Gateway with appropriate configuration data.
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