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	INPUT CONTRIBUTION
Requirement

	Group Name:*
	REQ

	Title:*
	Security Requirements Update

	Source:*
	François Ennesser, Gemalto (ETSI), francois.ennesser@gemalto.com


	Contact:
	François Ennesser, Gemalto (ETSI), francois.ennesser@gemalto.com

	Date:*
	2013-02-15

	Abstract:*
	Extract of Security requirements from the matrix (groups 23 to 34) agreed during REQ/SEC joint session in San Francisco.

	Agenda Item:*
	REQ/SEC joint session

	Work item(s):
	Requirements

	Document(s) 

Impacted*
	Requirements TS

	Intended purpose of

document:*
	 FORMCHECKBOX 
Decision

 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Agree on proposed requirements
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	Requirement ID 
	Classification 
	Requirement Text 

	HLR 177


	Group 27
	The M2M System shall incorporate protection against threats to its availability such as Denial of Service attacks.

	HLR 215
(reworded in REQ/SEC 1)
	Group 31
HLR 189
	The M2M System shall be able to ensure the confidentiality of data.

	HLR 213 (Reworded in REQ/SEC 1)

	Group 34
	The M2M System shall be able to ensure the integrity of data.
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