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The following potential requirements are changed in oneM2M-REQ-2012-074.
HLR-088 and 092 are divided into two parts.
	Requirement ID 
	Classification 
	Requirement Text 

	HLR-088-a
	Data reporting
	The M2M System shall provide capabilities to Applications to update/synchronize Application specific databases between the Network Application and Gateway Application 
Fulfilled by HLR-041.

	HLR-087
	Data reporting
	The M2M System shall support transmission of Application specific data (e.g. tsunami and earthquake detection sensor data) from Devices and oneM2M external sources (e.g. ETWS data) to Applications in the Network.
Fulfilled by HLR-046.

	HLR-088-b
	Data storage
	A (wireless) Gateway shall be able to autonomously provide Devices that are attached via the LAN of the Gateway with trusted data that is locally stored in the Gateway even when the communication over the WAN connection of the Gateway to the Service Provider is not possible (e.g., network congestion, connectivity issues, Service Provider application is not operational).
Trusted data and retrieval fulfilled by HLR-041 ACLs.

	HLR-089
	Data reporting
	A (wireless) Gateway shall be able to securely broadcast data (e.g. disaster warnings) to any M2M Device in its vicinity
Fulfilled by HLR-010

	HLR-088-c
	Data reporting
	When the connection between the Gateway and M2M Service infrastructure is not available, authorized Devices  shall be able to continue to access data that is locally stored by the M2M Service Layer in the Gateway.

	HLR-092-a
	Security
	A M2M Device that receives broadcast data from a (wireless) Gateway shall be able to verify that the (wireless) Gateway is authorized to broadcast the data (e.g. disaster warnings) and that the data is authentic.
Fulfilled by HLR-185 and HLR-213.

	HLR-092-b
	Security
	The M2M System shall provide capabilities to the Service Provider to enable/disable open access of M2M Devices to the Gateway.
· If access of M2M Devices to the Gateway is open any M2M Device shall be allowed to receive data from the Gateway. 

· If access of M2M Devices to the Gateway is not open only authorized M2M Devices shall be allowed to receive data from the Gateway.
Fulfilled by HLR-180, HLR-201


This work is supported by the Ministry of Internal Affairs and Communications of Japan under a grant entitled "Research and development of Dynamic Reconfigurable M2M Wireless Network Technology."
© 2013 oneM2M Partners

Page 2 (of 4)

[image: image1.png]