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oneM2M IPR STATEMENT
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Background
The following table shows the changes made to original requirements based on comments received in the requirement evaluation matrix.  
	Temporary Req ID
	Description
	Comments Received

	HLR-136
	The M2M System shall provide the capability to discover the capillary network including the device information and network topology.
	Telecom Italia
Why the topology? Seems application specific
InterDigital
Redundant HLR51,HLR52
Fujitsu
Needs confirmation of the necessity of having the "network topology" info.
NTT
Items related to "discovery" should be merged as a unique "high level requirements".
LGE
Terms are too technical and specific
Cisco
Disagree
ALU
Duplicate of HLR 13, 14, 15
Motorola
Superseded by HLR-138

	HLR-138
	The M2M System shall provide the capability to maintain and describe the information model of devices and topology of a capillary network.
	Telecom Italia
Why the topology? Seems application specific
KDDI
Needs clarification for topology. 
InterDigital
Could it be re-worded so it is not as application/vertical specific?
Fujitsu
Shall -> may
LGE
Superseded by row 83; overlap row 105, 155
Cisco
Out of scope topology of a capillary network
Overlap
Superseded by HLR-136
ALU
Overlap with HLR-56
Motorola
why you need info on the whole topology? Model for device and the parameters of capillary network are enough


	HLR-143
	The M2M System shall be capable of administering services provided to the M2M System by the underlying Communication Network.
	Telecom Italia
As exposed byt the underlying network and authorized by the underlaying network operator.
InterDigital
Needs clarification. Is the point that it needs to provide the communication Network the capability to administer its services? If not see text proposal 
Overlap with HLR-32, HLR-33
Gemalto
May need to clarify "administering services"
Fujitsu

Shall -> may
LGE

What is administering services? And why the services are provided by underlying comms network? 
ALU

Redundant HLR 56
Sprint

what do you mean by "administering services"?  I need to understand this before being able to decide that I agree.

	HLR-137
	The M2M System shall provide the capability to notify the changes of the capillary network including the device information and network topology.
	Telecom Italia
Why the topology? Seems application specific
Fujitsu

shall -> may
LGE

Capillary network can be reworded. Change notification can be included in maintainence (124).
Superseded by HLR-138

Cisco

Disagree Overlap with HLR-136

Motorola

To whom the notification could be provided to needs to be clarified and there are undefined terms such as capillary network
Sprint

Specify an object of the notification in order to make this requirement more clear.

	HLR-144
	The M2M System shall be capable of maintaining configuration information of M2M Gateways/M2M Devices associated with a M2M service subscription.
	NTT DoCoMo
Needs definition on "M2M Service Subscription".
LGE

Too specific as a function, not a REQ.
Cisco
The M2M System shall be capable of maintaining configuration information of M2M Devices associated with a M2M service subscription.
ALU

The M2M System shall be capable of maintaining configuration information of M2M Applications associated with a M2M service subscription.


	HLR-133
	The M2M System shall be capable of executing the following types of diagnostics initiated by a M2M Device:
·         One-time, on demand, synchronous
·         One-time, on demand, asynchronous
·         Scheduled, synchronous
·         Scheduled, asynchronous
	KDDI
"shall" should be changed to "should" or "may".
NTT_DoCoMo

Patterns listed here seems not cover all cases. Need clarification or note.
Fujitsu

shall -> may
NTT
Items related to "diagnostic" should be merged as a unique "high level requirements".
LGE

Device initiation only? Can be initiated by M2M System/Gateways, too.
Cisco
The M2M System shall be capable of executing diagnostics as requested by a M2M Device:
ALU

The M2M System shall be capable of executing the following types of diagnostics initiated by a M2M Application:
Motorola

Compared to 168, this is more specific about the type of diagnostic expected, but why initiated by the device?

	HLR-155
	The M2M System shall be capable of executing diagnostics initiated by a M2M Device to assess connectivity within the Connectivity Layer.
	KDDI

"shall" should be changed to "should" or "may".
InterDigital
Redundant with HLR-156

Fujitsu

shall -> may
NTT

Items related to "diagnostic" should be merged as a unique "high level requirements".
LGE
Not understandable. What does assessment of connectivity within the Connectivity Layer mean?
ALU

The M2M System shall be capable of executing the following types of diagnostics initiated by a M2M Application:
Motorola

Compared to 168, this is more specific about the type of diagnostic expected, but why initiated by the device?

	HLR-156
	The M2M System shall be capable of executing diagnostics initiated by a M2M Device to assess connectivity within the M2M Service Capability Layer.
	LGE
Not understandable. What does assessment of connectivity within the M2M Service Capability Layer mean?
ALU

The M2M System shall be capable of executing diagnostics initiated by a M2M Application to assess connectivity within the M2M Service Capability Layer.
Motorola

Compared to 168, this is more specific about the type of diagnostic expected, but why initiated by the device?


	HLR-019
	The M2M System shall be capable of retrieving events and information logged by a M2M Gateway or Device.
	Gemalto
"M2M system" = which stakeholders? Some applications may not want anyone to access their "information"
ALU

Overlap HLR-016

Motorola

The requirement is written in a manner internalised manner, therefore suggest that the M2M system provides the capability (i.e. to an entity using the M2M system) of retriving logged events and information
Sprint

Disagree – Overlap HLR-018

	HLR-167
	The M2M System shall be capable of retrieving events and information logged by a M2M Application .
	Gemalto
"M2M system" = which stakeholders? Some applications may not want anyone to access their "information"
LGE

M2M Application in Device Domain?
Motorola

Would it not be the M2M system that logged application events, or is the intention that the M2M system provides specific event logging capabilities to applications?
The requirement is written in a manner internalised manner, therefore suggest that the M2M system provides the capability (i.e. to an entity using the M2M system) of retriving logged events and information.
Sprint

Disagree – Overlap HLR-018

	HLR-161
	The M2M System shall be capable of retrieving information related to the environment (e.g., battery, memory, current time) of a M2M Gateway or Device.
	InterDigital
The M2M System shall be capable of providing the context aware service related to the environment (e.g., battery, memory, current time)
Gemalto
Not all applications want a third party provider, as implied by "M2M System", to access such information
"M2M system shall enable applications to…"
Cisco

Superseded by HLR-033
ALU

The M2M System shall be capable of retrieving information related to the environment (e.g., battery, memory, current time) of a device that hosts the M2M Application.
Sprint

The M2M System shall be capable of retrieving information related to the operating condition (e.g. battery level, memory usage, current time, etc.) of a M2M Gateway or M2M Device.

	HLR-169
	The M2M System shall provide the capability to manage devices enabled by different management technologies in a unified manner.
	InterDigital
example for our clarification?
Motorola

Concern that it's too open ended, since there are no bounds on the number of management technologies. What would appear useful is a generic means to add support for additional management technologies.

	HLR-170
	The M2M System shall provide the capability to manage multiple devices in a grouped manner.
	

	HLR-171
	The M2M System shall provide the capability to manage the devices in a capillary network when supported by the device, including:
·         Provisioning & configuration
·         Diagnostics
·         Software  Management
·         Device Reset
	Motorola
Missing definition of capillary network. Such services would seem to be supported via the gateway, which is not mentioned. "supported by the device" - which device?
LGE

define "capillary network" or delete "in a capillary network"
Cisco

List is not complete
The M2M System shall provide the capability to manage devices when supported by the device, including:

·         Provisioning & configuration

·         Diagnostics

·         Software  Management

·         Device Reset
ALU

The M2M System shall provide the capability to manage the devices in a M2M Area Networkk when supported by the device, including:

·         Provisioning & configuration

·         Diagnostics

·         Software  Management

·         Device Reset
Sprint
Split this into separate requirements:                                                                                                                                                                                                                                                                                      1) The M2M System shall provide the capability to manage management-enabled devices in a capillary network.                                                                                                                                         2) The M2M System shall provide the capability to provision and configure management-enabled devices in a capillary network.                                                                                                         3) ...

	HLR-172
	The M2M System shall provide the capability to manage the network topology of a capillary network when supported by the capillary network technology, including:
·         Adding/removing devices to/from the capillary network
·         Modifying the interconnection relationship between devices
	Motorola
It's not clear that network topology is within the scope of oneM2M, however it would seem reacting and managing changes to the capillary network triggered by the capillary technology would be.
LGE

Disagree – Out of Scope

Cisco

Disagree

ALU

The M2M System shall provide the capability to manage the network topology of a M2M Area Network when supported by the M2M Area Network technology, including:
·         Adding/removing devices to/from the M2M Area Network

·         Modifying the interconnection relationship between devices
Sprint

Split this into separate requirements:             

	HLR-157
	The M2M System shall be capable of updating the firmware of a M2M Gateway or Device .
	Orange
The M2M System shall be capable of updating the firmware of a M2M Gateway or Device in the respect of the M2M Gateway / Device operator rules.
ATT

The M2M System shall be capable of updating the firmware of a M2M Gateway or Device  with the coordination of underlying networks .
Gemalto

Is it the M2M System or M2M application that is in charge of devices and their firmware?
"shall enable authorized entities to update the firmware…", use generic wording to combine with 195 and 197: " software or firmware on devices/gateways/servers"
Fujitsu

Shall->may

NTT

Items related to "software/firmware distribution" should be merged as a unique "high level requirements".
Cisco

The M2M System shall be capable of updating the firmware/software of an M2M Device .
ALU

The M2M System shall be capable of updating the firmware of a device or server that hosts the M2M Application.
Motorola

It appears likel y that device management enablers such as OMA-DM & BBF-069 will be reused and therefore it seems that the M2M system would faciliate the use of such enablers, rather than trigger such actions itself.

	HLR-158
	The M2M System shall be capable of scheduling an update for the firmware of a M2M Gateway or Device .
	Orange
The M2M System shall be capable of scheduling an update for the firmware of a M2M Gateway or Device taking due account of M2M Gateway / Device operator needs.
ATT

The M2M System shall be capable of scheduling an update for the firmware of a M2M Gateway or Device with the coordination of underlying networks
Gemalto

"…upon request from authorized entities", use generic wording to combine with 196 and 198
Fujitsu

Shall->may
NTT

Items related to "software/firmware distribution" should be merged as a unique "high level requirements".
Cisco

The M2M System shall be capable of scheduling an update for the firmware/software of an M2M Device .
ALU

The M2M System shall be capable of scheduling an update for the firmware of a a device o rserver that hosts the M2M Application .
Motorola

Dup of HLR-157 Does not appear to be sufficiently distinct

	HLR-159
	The M2M System shall be capable of updating software modules that execute within the M2M Gateway or Device.
	Orange
The M2M System shall be capable of updating software modules that execute within the M2M Gateway or Device, in the respect of the M2M Gateway / Device operator rules.
ATT

The M2M System shall be capable of updating software modules that execute within the M2M Gateway or Device with the support of underlying networks.
Gemalto

"...updating executable software or firmware modules on devices/gateways/servers...": Combine with 193 and 197
Fujitsu

Shall->may
NTT

Items related to "software/firmware distribution" should be merged as a unique "high level requirements".
Cisco

Superseded by HLR-157

ALU

The M2M System shall be capable of updating software modules for M2M Applications.
Motorola

It appears likel y that device management enablers such as OMA-DM & BBF-069 will be reused and therefore it seems that the M2M system would faciliate the use of such enablers, rather than trigger such actions itself.


	HLR-160
	The M2M System shall be capable of scheduling an update of software modules within the M2M Gateway or Device.
	Orange
The M2M System shall be capable of scheduling an update of software modules within the M2M Gateway or Device, taking due account of M2M Gateway / Device operator needs.
ATT

The M2M System shall be capable of scheduling an update for the firmware of a M2M Gateway or Device with the coordination of underlying networks
Gemalto

"…upon request from authorized entities", use generic wording to combine with 194 and 198
Fujitsu

Shall->may

NTT

Items related to "software/firmware distribution" should be merged as a unique "high level requirements".
Cisco

Superseded by HLR-157

ALU

The M2M System shall be capable of scheduling an update of software modules for M2M Applications.
Motorola

Dup HLR-159

	HLR-164
	The M2M System shall be capable of updating M2M Applications that execute within a Server .
	ATT
Definition of a server

Gemalto

"upon request from authorized entities", use generic wording to combine with 193 and 195
Fujitsu

Shall->may

NTT

Items related to "software/firmware distribution" should be merged as a unique "high level requirements".
LGE

O, M2M Application in Network Domain is not in the Server. Network M2M Application just have a link to the Server
Cisco

Disagree updating the application software or forwarding device info?
Motorola

Our expectation is the application would trigger it's own update
Sprint

vague.  What servers?  Where?  Any servers?  Please update/rewrite.

	HLR-165
	The M2M System shall be capable of scheduling an update for M2M Applications that execute within a Server.
	Gemalto
"…upon request from authorized entities", use generic wording to combine with 194 and 196
Fujitsu

Shall->may

NTT

Items related to "software/firmware distribution" should be merged as a unique "high level requirements".
LGE

O, M2M Application in Network Domain is not in the Server. Network M2M Application just have a link to the Server
Cisco

updating the application software or forwarding device info?
Motorola

Dup HLR-164

	HLR-162
	The M2M System shall be capable of rebooting a M2M Gateway or Device.
	Orange
(to reword in order to express the fact that there shall not be intempestive rebooting; to check the authorization before rebooting…)
ATT

is the control initiated from service layer or from applications?
The M2M System shall be capable of rebooting a M2M Gateway or Device.
Gemalto

What is the actual intention, e.g. "system shall support rebooting of..." or "application shall be capable of rebooting..." , why not also applicable to servers?
Fujitsu

Shall->may

NTT

Items related to "remote control" should be merged as a unique "high level requirements".
Cisco

Superseded by HLR-171

ALU

The M2M System shall be capable of rebooting a device that hosts a M2M Application.

	HLR-163
	The M2M System shall be capable of resetting a M2M Gateway or Device to a factory default configuration.
	Orange
(to reword in order to express the fact that there shall not be intempestive rebooting; to check the authorization before rebooting…)
ATT

The M2M System shall be capable of resetting a M2M Gateway or Device to a factory default configuration.
Gemalto

"upon request from authorized entities"
Fujitsu

Shall->may

NTT

Items related to "remote control" should be merged as a unique "high level requirements".
Cisco

Superseded by HLR-171

ALU

The M2M System shall be capable of resetting a device that hosts a M2M Application to a factory default configuration.

	HLR-166
	The M2M System shall be capable of administrating an M2M Application (start, stop, install, uninstall, restart) that executes within a Server.
	Orange
not clear enough
NTT_DoCoMo

Administration of an M2M Application is not limited to server but also applicable to device?
ATT

is the control initiated from service layer or from applications?
Gemalto

M2M application provider, not M2M SP, should be in control of M2M application on server side.
Fujitsu

Shall->may

NTT

Further clarification is required.
Cisco

Disagree

Sprint

Before I agree on this item, I need to understand what the intended function of this "Server" is.  Right now this is too ambiguous for my taste.


Proposed Requirements
The following table lists the proposed requirement text for oneM2M requirement TS.
TBD
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