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1. Title



Sleepy Node Use Case
1.1. Description

Many e-Health applications involve the use of medical devices which may be connected to a monitoring service. The device user or the user’s care providers may periodically need to observe measurements or interact with the device to optimize treatment. 
Communications capabilities with multiple entities may be required. For example, communications may be needed between the device and a service/application that collects and analyzes the monitored information. In another application communications to allow some control over the device. In one such case the communications may be between the device and the user’s care provider(s) and in another case the communication may be with the device manufacturer.  Short range communications capability that operates through other devices such as Smartphone or home gateway is assumed to conserve battery life.
One example of such a device is a diabetes management system that includes an insulin pump and a blood glucose monitor. 

An insulin pump is used to deliver the insulin. Two types of insulin are commonly used one is fast acting the other slow. The fast acting is usually administered in conjunction with a meal, while the slow acting is used throughout the day.

When and how often the blood glucose level monitor needs to take a reading varies with the daily routine as well as the user’s condition. 
The need to report the monitored information could vary from an instantaneous reading ordered by the user’s care provider to a record of readings at varying intervals over different time periods.
Usually, the monitored information is stored on the device for a period of time before being periodically downloaded. In some cases, the data is sent to a monitoring service, which may perform analysis of the information in preparation for reporting to the user’s care providers.

This device can automatically operate the above mentioned functions when needed. Programming of some of these functions can be varied depending on the condition of the user. Sometimes during a daily routine automated operation is preferred (e.g. while traveling or sleeping). Automation is more important for some device users, such as infants, which cannot operate the device manually.

Occasionally, there may be a need to download new firmware to a device to correct a software problem or provide new programming.
The proper functioning of the device is important to maintaining the user’s health. The device needs to be operational when needed (i.e. reliable). Optimizing the devices battery life contributes to its reliable functioning. To maximize the life of the device’s battery requires putting certain of its functions to sleep for different time intervals (i.e. sleep cycles) when not needed. 

To provide such a device we introduce the concept of a sleepy node.
1.2. Source




InterDigital Communications
1.3. Actors
	
	

	Sleepy Node (SN)
	A device that spends a large amount of its lifetime disconnected from the network, mainly to save power, or just because it’s not capable of storing the energy required for its reliable operation. It may use a low-power, low-range communication technology (e.g., Zigbee or Bluetooth) to establish a connection with a relay or gateway capable of longer-range communication (e.g., the user’s home WiFi router or smartphone). However, this device may own and host a set of resources that need to be made available to the other network participants as if it were a typical, always connected device. In this use case the sleepy node is one or more devices used for medical treatment (e.g., insulin pump and blood glucose monitor).

	Medical Device Monitoring & Management Service (MDMMS)
	This service periodically collects medical information from the user’s monitoring device. Such a service usually provides analysis of the device information for use by medical professionals (e.g. user’s care providers). This service can also initiate communication with the device (to send it a command, to re-program it, to update its firmware, etc.)

	Care Provider (CP)
	Care Providers refers to medical professionals responsible for evaluating and directing treatment for an illness or disease. In this use case the Care Providers are M2M Application Service Providers that interact with the user’s medical device.

	Medical Device Manufacturer (MDM)
	The medical device manufacturer will occasionally require to access and control the device to, for example, download a firmware update or to re-program the device.


1.4. Pre-conditions 

In this use case the user (e.g. patient) is assumed to be wearing a medical device that operates as a Sleepy Node.  However, other similar use cases may involve a medical device that has been surgically implanted within the user, which places an even higher degree of emphasis on its power conservation characteristics.  The device has been provisioned for communication using the oneM2M System and is capable of establishing a data connection for communicating with the MDMMS.
1.5. Triggers 
A variety of triggers might be associated with the use case: 
· Scheduled transfer of information from SN to MDMMS
· Command from MDMMS to SN (initiated by CP)

· Alarm condition at SN requiring interaction with MDMMS

· Update of SN firmware (by MDMMS or MDM)
1.6. Normal Flow 

1.6.1
Scheduled transfer of information from SN to MDMMS
1. The device wakes up from a sleep cycle.
2. The device initiates communication with the MDMMS. Because the device has been in a sleep condition that does not support any network connectivity, it is possible that a data connection with the oneM2M System will need to be re-established.
3. Once a data connection is established, the device transfers its accumulated information payload to the MDMMS.
4. The device may receive commands from the MDMMS that are either sent directly during the established communication session or have been sent previously and stored in an intermediate node.
5. The device completes any received commands and communicates status as appropriate.
6. The device returns to a sleep state.
1.6.2
Command from MDMMS to SN
1. CP initiates command to the device (e.g., change in insulin delivery rate).
2. MDMMS may schedule delivery of the command if it knows the target device is a Sleepy Node and the sleep cycle is known, or it may attempt to transmit the command for delivery to the target device during its next period of wakefulness by an intermediate node if the sleep status or cycle is unknown.
3. The device wakes up and receives the command as described in 1.6.1.
1.6.3
Alarm condition at SN requiring interaction with MDMMS
1. The device wakes up outside of its sleep cycle due to an alarm condition (e.g., blood glucose levels below a predetermined threshold).
2. The device initiates communication with the MDMMS. Because the device has been in a sleep condition that does not support any network connectivity, it is possible that a data connection with the oneM2M System will need to be re-established.
3. Once a data connection is established, the device communicates the alarm condition to the MDMMS.
4. The device may receive commands from the MDMMS that are either sent directly during the established communication session or have been sent previously and stored in an intermediate node.
5. The device completes any received commands and communicates status as appropriate, but also maintains the communication session until the alarm condition is cleared or otherwise resolved.
6. The device returns to a sleep state.
1.6.4
Update of SN firmware
1. MDMMS is notified by MDM that the device firmware must be updated.
2. MDMMS schedules the firmware update.
3. The device wakes up and receives a notification that firmware update is requested. This may require additional action by the user (e.g., plugging the device into a power source during the update process) and by the MDMMS to establish a communication channel between the MDM and the device to perform the data transfer and/or execute the update process.
1.7. Post-conditions 
None
1.8. High Level Illustration

N/A
1.9. Potential requirements 

1.9.1
Related agreed requirements
OSR-002
The M2M system shall support communication means that can accommodate devices with constrained computing (e.g. small CPU, memory, battery) or communication capabilities (e.g. 2G wireless modem, certain WLAN node)  as well as rich computing (e.g. large CPU, memory) or communication (e.g. 3/4G wireless modem, wireline) capabilities.
OSR-013
The M2M System shall be aware of the delay tolerance acceptable by the M2M Application and shall schedule the communication accordingly or request the underlying network to do it, based on policies criteria.
OSR-015
The M2M system shall support different communication patterns including infrequent communications, small data transfer, large file transfer, streamed communication.
MGR-001
M2M System shall support management and configuration of resource constrained devices.
1.9.2
Proposed requirements
The M2M System shall support M2M applications accessing the M2M system by means of a non continuous connectivity.
The M2M System shall be able to manage communication towards a device which is not continuously reachable.

The M2M System shall be able to manage the scheduling of network access and of messaging.
The M2M System shall be aware of the scheduling delay tolerance needed by the M2M Application and should schedule the communication accordingly
The M2M System may be aware of the reachability state of the Applications.
The M2M System shall be able to support a variety of different M2M Devices/Gateways types, e.g. active M2M Devices and sleeping M2M Devices, upgradable M2M Devices/Gateways and not upgradable M2M Devices/Gateways.
The M2M System should support time synchronisation. M2M Devices and M2M Gateways may support time synchronization. The level of accuracy and of security for the time synchronization can be system specific.

The M2M System shall support testing the connectivity towards a selected set of Applications at regular intervals provided the Applications support the function.
The M2M System shall be able to support a mechanism for delaying notification of Connected Devices in the case of a congested communication network.
The M2M System shall be able to support a mechanism to manage a remote access of information from other Connected Devices. When supported the M2M system shall be able to aggregate requests to perform the request depending on a given delay and/or category e.g. the M2M application does not have to connect in real time with the devices.

The M2M System may support a mechanism for delaying notifying a Connected Objects.
The M2M System may support a mechanism to manage a remote access of information from Applications and shall be able to aggregate requests and delay to perform the request depending on a given delay and/or category.
The M2M System shall provide the capability to notify the changes of the capillary network including the device information and network topology.
The Applications and their resources operational status shall be monitorable.

The M2M System shall be capable of retrieving information related to the environment (e.g., battery, memory, current time) of a M2M Gateway or Device.
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