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	Abstract:*
	Potential requirements from the smart parking use case.
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	ID
	Classification
	Use Case
	Requirement Text

	R-001
	Charging
	REQ-2013-0169R02
	
The M2M system shall support mechanisms to facilitate correlation of charging information (e.g. of a User) collected for M2M Services, M2M Application Services and services provided by underlying network operators.

Contributor’s Note: This REQ merges R-005 in REQ-2013-0179R02 and CHG-002 in REQ TS draft. If there’s consent among members, this merged REQ will replace CHG-002

	R-002
	Security
	REQ-2013-0169R02
	The M2M System should support mechanisms to report User identification related data to authorized and authenticated stakeholders (e.g., police center).
Note: User’s consent to provide User identification related data is needed in advance.


	R-003
	Overall System 
	REQ-2013-0169R02
	The M2M System shall support triggering M2M Devices to report data associated with regarding collected data from other M2M Devices.


Note (Definitions from REQ TS draft):

· M2M Application Service: an M2M Application Service is realized through the service logic of an M2M Application and is operated by the end user or an M2M Application Service Provider.
· M2M Service: is the set of functionalities that a M2M Service Capability Layer makes available through the standardized interfaces.
· User: The actual user of the products or services of an M2M solution. 
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