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Introduction

During 3 days the authors held a face-to-face meeting to check consistency of existing requirements in the requirements specification oneM2M-TS-0002-Requirements-V0_0_1  (currently available in oneM2M-TP-2012-0091-Draft_Requirement_TS) and seek alignment with definitions.
This activity resulted in proposed changes to the text of the requirements – contained in this document – and definitions and in the creation of missing definitions – contained in oneM2M-REQ-2013-0161R02-Essential_definitions_for_oneM2M.
The following changes to existing requirements proposed to be included into oneM2M-TS-0002-Requirements-V0_0_1.
In addition it is proposed to move all existing definitions of the requirements specification into the newly created oneM2M-TR-0004-Definitions_and_Acronyms-V0_0_1 to avoid duplication and potential inconsistency.
Begin Change
6
Functional Requirements
6.1
Overall System Requirements

	Requirement ID 
	Description
	Release

	OSR-001
	The M2M System shall support communication between M2M Applications and/or M2M Service Capabilities in the Infrastructure Domain, and the M2M Applications and/or M2M Service Capabilities in the Field Domain, by using communication means based on IP Access.
NOTE: M2M Area Networks within the Field Domain need not support IP Access.

	1.0

	OSR-002
	The M2M System shall support communication means that can accommodate devices with constrained computing (e.g. small CPU, memory, battery) or communication capabilities (e.g. 2G wireless modem, certain WLAN node)  as well as rich computing (e.g. large CPU, memory) or communication (e.g. 3/4G wireless modem, wireline) capabilities. 


	1.0

	OSR-003
	

The M2M System shall support the ability for two M2M Applications and/or M2M Service Capabilities to communicate through a session that enables: 
· sequential delivery of data
· required QoS
· use of session handles (open / close) 
· optionally, a persistent security context

	1.0

	OSR-004
	
The M2M System shall support the ability for two M2M Applications and/or M2M Service Capabilities to communicate using requests  and responses without the need for a session described in OSR-003

	1.0

	OSR-005
	The M2M System shall be able to expose the  services offered by Underlying Networks (SMS, USSD, geo-positioning, subscription configuration, authentication (e.g. Generic Bootstrapping Architecture), etc.) to M2M Applications.
 
	1.0

	OSR-006
	The M2M System shall be able to reuse the services offered by Underlying Networks by means of open access models (e.g. OMA, GSMA OneAPI framework). An example of available services is:

· IP Multimedia communications

· Messaging

· Geo-positioning
· Charging and billing services

· Device information and profiles

· Configuration and management of devices

· Triggering, monitoring of devices

· Small data transmission

· Group management
Editor’s note: to be verifiable “open access models” need to be specific (with references). Also “shall be able to reuse” is unclear. Does it mean (a) it shall not be prevented or (b) oneM2M needs to specify a mapping to the open access interface ?
	1.0

	OSR-007
	
Subject to access control, communication among M2M Applications and/or M2M Service Capabilities shall be supported across boundaries of M2M Service Capability Sets (MSCS) of different M2M Service Providers via oneM2M specified reference points.
	1.0

	OSR-008a
	The M2M System shall provide the capability for M2M Applications and/or M2M Service Capabilities hosted on two or more entities out of the following

· M2M Service Infrastructure
· M2M Gateways

· M2M Devices

to communicate with each other without the need for the M2M Applications to be aware of the Underlying Network technology.

	1.0

	OSR-008b
	The M2M System shall support a mechanism that enables M2M Applications and/or M2M Service Capabilities to access information (obtain from / transmit to) of Edge Equipment without the need for the M2M Applications and/or M2M Service Capabilities to be aware of the specific communication protocol of the Edge Equipment.

	1.0

	OSR-009
This should go before OSR-007
	The M2M System shall support the ability for single or multiple M2M Applications and/or M2M Service Capabilities to interact with each other subject to access control.
NOTE: equipment in the Field Domain (M2M Devices, M2M Gateways) and in the Infrastucture Domain host M2M Applications and/or M2M Service Capabilities.



	1.0

	OSR-010
	The M2M System shall support a confirmation mechanism for those M2M Applications requesting either acknowledged delivery of information and/or delivery of information within a given time constraint.
	1.0

	OSR-011
	The M2M System shall be able to request different communication paths from the Underlying Networks based on Network Operator and/or M2M Service Provider policies, routing mechanisms for transmission failures, or based on request from M2M Applications.

	1.0

	OSR-012
	The M2M System shall support communications among M2M Applications and/or M2M Service Capabilities via reference points specified by oneM2M, irrespective of whether they are continuously or non-continuously reachable via these reference points.

	1.0

	OSR-013a
	Based on policies, the M2M System shall determine the delay tolerance for initiating individual information exchanges and shall schedule the communication accordingly or request the underlying network to do it.

	1.0

	OSR-013b
	The M2M System shall enable M2M Applications and/or M2M Service Capabilies to provide preferences for acceptable delay tolerance as a default and/or for initiating individual information exchanges.
NOTE: Such preferences can be overruled by policies as in requirement OSR-013a
	1.0

	OSR-014
	
Using reference points specified by oneM2M, the M2M Gateway shall support communication with M2M Applications and/or Service Capabilities on M2M Devices that are connected to the M2M Gateway via its M2M Area Network. The M2M Gateway shall not require M2M Applications and/or M2M Service Capabilities involved in that communication to be aware of the specific communication protocols used between that M2M Gateway and the connected M2M Devices.

	1.0

	OSR-015
	The M2M System shall support different communication patterns including infrequent communications, small data transfer, large file transfer, streamed communication.
Editor’s Note: This requirement cannot be verified without refinement 
	1.0


	OSR-016a
	The M2M System shall provide the capability to notify M2M Applications and/or M2M Service Capabilities about the availability of, and changes to, data made accessible by M2M Applications and/or M2M Service Capabilities. 
NOTE: Such data could include management data 
	1.0

	OSR-016b

This requirement fits better to management section
	The M2M System shall provide the capability to notify M2M Applications and/or M2M Service Capabilities about changes in the topology of the M2M Area Network.


	1.0

	
	
	


Table 1 Overall System Requirements

6.2
Management Requirements

	Requirement ID
	Description
	Release

	MGR-001
	M2M System shall support management and configuration of resource constrained devices.


	1.0

	MGR-002
	The M2M System shall provide the capability to discover information about its M2M Area Networks including information about euipment on those networks and the parameters (e.g. topology, protocol) of those networks using a common, oneM2M defined, Information Model for M2M Area Networks.

	1.0

	MGR-003
	The M2M System shall provide the capability to maintain and make available management information of equipment and parameters (e.g. topology, protocol) of M2M Area Networks using the Information Model for M2M Area Networks.


	1.0

	MGR-004
	The M2M System shall support common means to manage equipment enabled by different management technologies (e.g. OMA DM, BBF TR069) using a common, oneM2M defined, Information Model.


	1.0

	MGR-005
	The M2M System shall provide the capability to manage equipment in a grouped manner using a common, oneM2M defined, Information Model.


	1.0

	MGR-006
	The M2M System shall provide the capability for provisioning and configuration of equipmenton M2M Area Networks using a common, oneM2M defined, Information Model.


	1.0

	MGR-007
	The M2M System shall provide the capability for monitoring of equipment and performing diagnostics of equipment in M2M Area Networks using a common, oneM2M defined, Information Model.


	1.0

	MGR-008
	The M2M System shall provide the capability for software management of equipment in M2M Area Networks using a common, oneM2M defined, Information Model.


	1.0

	MGR-009
	The M2M System shall provide the capability for resetting equipment in M2M Area Networks using a common, oneM2M defined, Information Model.


	1.0

	MGR-010
	The M2M System shall provide the capability for authorizing equipment to access M2M Area Networks

	1.0

	
	
	


Table 2 Management Requirements

6.3
Data Model & Semantics Requirements

	Requirement ID
	Description
	Release

	DSR-001
	For the purpose of exchanging data among M2M Applications and/or M2M Service Capabilities the M2M System shall provide a generic Information Model for data representation that is independent of any specific M2M Application and/or M2M Service Capabilitiy.

	1.0

	DSR-002
	

The M2M System shall be able to support translation mechanisms between

· data, used by M2M Applications and Edge Equipment, structured according to Information Models not specified in oneM2M
and

· data structured according to Information Models specified in oneM2M
	1.0

	
	
	


Table 3 Data Model & Semantics Requirements

6.4
Security Requirements

	Requirement ID
	Description
	Release

	SER-001
	The M2M System shall incorporate protection against threats to its availability such as ‘denial of service’ attacks.
	1.0

	SER-002
	The M2M System shall be able to ensure the Confidentiality of data.
Editor’s note: Definition missing for Confidentiality
	1.0

	SER-003
	The M2M System shall be able to ensure the Integrity of data.
Editor’s note: Definition missing for Integrity
	1.0

	SER-004
	In cases where the equipment in the Field Domainsupport USIM / UICC and the underlying networks support network layer security, the M2M System shall be able to leverage device’s USIM / UICC credentials and network’s security capability e.g. 3GPP GBA for establishing the M2M Services and M2M Applications level security through interfaces to underlying network.
Editor’s note: Suggest to extend the requirement to Underlying Networks that support secure environments other than UICC / USIM
	1.0

	SER-005
	In cases where the equipment in the Field Domain support USIM/UICC and the Underlying Networks support network layer security, and when the M2M System is aware of Underlying Network’s bootstrapping capability e.g. 3GPP GBA, the M2M System  shall be able to expose this capability to M2M Applications and/or M2M Service Capabilities through a set of oneM2M specified reference points.
Editor’s note: Suggest to extend the requirement to Underlying Networks that support secure environments other than UICC / USIM
	1.0

	SER-006
	In cases where the equipment in the Field Domain support USIM / UICC and the Underlying Networks support network layer security, the M2M System shall be able to leverage those credentials when available to bootstrap m2m security association. 

Editor’s note:

(1) Suggest to extend the requirement to Underlying Networks that support secure environments other than UICC / USIM
(2) This requirement implicitly assumes  that oneM2M specifies a bootstrapping procedure for establishing security associations but a requirement for bootstrapping is missing. 

	1.0

	
	
	


Table 4 Security Requirements

6.5
Charging Requirements

	Requirement ID
	Description
	Release

	CHG-001
	The M2M System shall support collection of charging specific information related to the individual services facilitated by the system (e.g. data management, device management and/or connectivity management), and concurrently with the resource usage. The format of the recorded information shall be fully specified including mandatory and optional elements.
Editor note: this requirement requires further work on the wording.
	1.0

	CHG-002
	The M2M System shall support mechanism to facilitate correlation (e.g. subscriber identity) of charging information collected for different services, including those provided by the underlying network operator.
Editor note: this requirement requires further work on the wording.
	1.0

	
	
	


Table 5 Charging Requirements

End Change
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