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	INPUT CONTRIBUTION
Requirement

	Group Name:*
	REQ

	Title:*
	Privacy Requirements

	Source:*
	Michele Struvay, NXP Semiconductors (ETSI), michele.struvay@nxp.com
François Ennesser, Gemalto (ETSI), francois.ennesser@gemalto.com

	Contact:
	François Ennesser, Gemalto (ETSI), francois.ennesser@gemalto.com

	Date:*
	2013-04-08

	Abstract:*
	Privacy requirements (Revision of REQ-0193 discussed in Conference call)

	Agenda Item:*
	REQ/SEC joint session

	Work item(s):
	Requirements

	Document(s) 

Impacted*
	Requirements TS

	Intended purpose of

document:*
	 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Agree on proposed requirements
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	Requirement ID 
	Classification 
	Requirement Text 

	HLR-181 (RP-01)
	Privacy
	The M2M System shall provide mechanisms to enable data subjects in M2M applications to preserve their privacy.

	RP-02 
	Privacy / Identity
	Use of the identity of a stakeholder within the M2M system shall be protected against discovery and misuse by other stakeholders.

	R-xxxx 
	Privacy (Oberthur/ZTE extract from 0288r1)
	The M2M System shall provide means to protect the identity of the source of sensitive data transferred across underlying networks.

	RP-03
	Privacy / Accountability
	The M2M system shall enable a stakeholder to use a resource or service without disclosing its identity, but still be accountable for that use.

	RP-04
	Unlinkability
	The M2M system shall enable a stakeholder to make multiple uses of resources or services without others being able to link these uses together.

	RP-05
	Unobservability
	The M2M system shall enable a stakeholder to use a resource or service without others, especially third parties, being able to observe that the resource or service is being used.
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