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1. Introduction
Use case behind the requirement below:


When illegal parking is detected, the driver’s identification related data (e.g., car licence plate number) stored in M2M Service Infrastructure can be delivered a police center. Since it’s a privacy matter, M2M system should have driver’s consent in advance. 
2. Proposed Requirement(s)
	ID
	Classification
	Use Case
	Requirement Text

	R-002
	Security
	REQ-2013-0169R03
	The M2M System should support mechanisms to report User identification related data to authorized and authenticated M2M Applications (e.g., police center) when the M2M System has the User’s consent.
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