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Proposal
	Requirement ID
	Classification
	Requirement Text

	SER-xx1
	Generic Security Requirement
	The M2M System shall support Bootstrap Procedures for provisioning various secret keys and credentials to M2M Devices, Gateways and Network Domains.

	SER-xx2
	Generic Security Requirement
	The M2M System shall provide security mechanisms for provisioning and configuration of M2M Devices and Gateways, e.g. initialization and change of subscription.

	SER-xx3
	Generic Security Requirement
	The M2M System shall be able to audit major security related events (e.g. authentication, authorization, change of configuration, software update) in M2M Devices, Gateways and Network Domains.

	SER-xx4
	Generic Security Requirement
	The M2M System shall deploy anti-replay measures based on any perceived replay attack.

	SER-xx5
	Generic Security Requirement
	The M2M System shall provide security mechanisms for data and service sharing or application interactions between different M2M Systems.

	SER-xx5
	Generic Security Requirement
	The M2M system shall support the ability to manage the secrete keys and security credentials used for supporting various M2M security features such as confidentiality, integrity, authenticity, non-repudiation, communication security and so on.
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