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Proposal
Note: These two contributions are split from oneM2M-REQ-2013-0272R03 according to the decision of REQ#31.
	Requirement ID
	Classification
	Requirement Text

	RS-16
	Generic Security Requirement
	The M2M System shall be able to dynamically manage the generation, exchange, storage, use, and replacement of M2M security credentials in M2M Devices and Gateways.

	RS-17
	Generic Security Requirement
	The M2M System shall be able to provide security mechanisms for initialization and configuration of remote M2M Devices and Gateways.
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