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6.1 Overall System Requirements

	Requirement ID 
	Description
	Release

	OSR-001
	The M2M System shall be able to allow communication between M2M Applications in the Network Domain, and the M2M Applications in the Device Domain, by using multiple communication means based on IP Access.
	

	OSR-002
	The M2M system shall support communication means that can accommodate devices with constrained computing (e.g. small CPU, memory, battery) or communication capabilities (e.g. 2G wireless modem, certain WLAN node)  as well as rich computing (e.g. large CPU, memory) or communication (e.g. 3/4G wireless modem, wireline) capabilities. 
	

	OSR-003
	The M2M system shall support the ability to maintain M2M session in coordination with application session for those M2M applications that require it.
Editor’s Note: M2M session need to defined.   
	

	OSR-004
	M2M system shall support the ability to support session-less application communications for those M2M applications that require it. 
	

	OSR-005
	The M2M system shall be able to expose the  services offered by telecommunications networks to Applications (e.g. SMS, USSD, localization, subscription configuration, authentication (e.g. Generic Bootstrapping Architecture), etc), subject of restriction based on network operator’s policy.
	

	OSR-006
	The M2M System shall be able to reuse the services offered by underlying networks to M2M Applications and/or M2M Service Layer, by means of open access models (e.g. OMA, GSMA OneAPI framework). An example of available services is:

· IP Multimedia communications

· Messaging

· Location

· Charging and billing services

· Device information and profiles

· Configuration and management of devices

· Triggering, monitoring of devices

· Small data transmission

· Group management
The set of features or APIs to be supported depends on the M2M Service Capabilities and access to available APIs.
	

	OSR-007
	The M2M system shall provide a mechanism for applications to interact with the applications and data belonging to another M2M system, subject to permission.
	

	OSR-008
	The M2M System shall provide the capability for M2M Applications to communicate with a device (i.e. application in the device) without the need for the M2M Applications to be aware of the network technology and the specific communication protocol of the device.
	

	OSR-009
	The M2M System shall support the ability for single or multiple M2M Applications to interact with a single or multiple M2M Devices/Gateways (application in the device/gateway).

Editor’s Note: The relation M2M Network Application to M2M Device/Gateway can be 1:1, 1:n, n:1 and/or n:m
	

	OSR-010
	The M2M system shall support mechanisms for message delivery notification to those M2M Applications requesting reliable delivery or timely delivery notification.
	

	OSR-011
	The M2M System shall be able to request Underlying Network to use different communication paths, from the Underlying Network based on Underlying Network Operator and/or M2M Service Provider policies, routing mechanisms for transmission failures or request from M2M Applications.
	

	OSR-012
	The M2M System shall support communications between M2M Applications and Devices supporting M2M services by means of continuous or non-continuous connectivity.
	

	OSR-013
	The M2M System shall be aware of the delay tolerance acceptable by the M2M Application and shall schedule the communication accordingly or request the underlying network to do it, based on policies criteria.
	

	OSR-014
	The M2M System shall be able to communicate with M2M Devices, behind an M2M Gateway that supports heterogeneous M2M area networks.
	

	OSR-015
	The M2M system shall support different communication patterns including infrequent communications, small data transfer, large file transfer, streamed communication.
	

	OSR-016
	The M2M System shall provide the capability to notify M2M Applications of the availability of, and changes to, available M2M Application/management data on the M2M Device/Gateway, including changes to the M2M Area Network, subject to restriction from availability of related features on th M2M Area Network.
	

	OSR-017
	The M2M System shall be capable of offering access to different sets of M2M services to M2M Application providers. The minimum set of services are:

· Connectivity management

· Device management (service level management)

· Application Data management

 The M2M System shall facilitate different deployment scenarios by offering access to different sets of services independently, to a group of those or to all of them. 
	

	OSR-018
	The M2M System shall be capable of offering M2M Services to M2M Devices roaming across Underlying cellular Networks, subject of restriction based on operator’s policy.


	

	OSR-019
	The M2M System shall support the capabilities to collect/store and report data from one or more M2M Devices or M2M Gateways, in ways requested by the M2M Application Infrastructure as listed below:

· action initiated either by an M2M Device, M2M Gateway, M2M Services Infrastructure, or M2M Application Infrastructure

· when triggered by schedule or event; 

· for specified data

for delivery to one or more M2M Gateways, M2M Services Infrastructure, or M2M Application Infrastructure

Editor’s Note:  Agreed in principle with the understanding that currently undefined terms will be addressed.
	

	OSR-020
	The M2M System shall be able to support policies and their management regarding the aspects of storage and retrieval of data.
	

	OSR-021
	The M2M system shall provide mechanisms for  storing and enable sharing of  information among multiple M2M Applications, i.e. information provided from M2M Applications (information provider) to be made available to one or more M2M Applications (information consumer), subject to access control.

When sharing information among applications, the M2M system shall provide the capability for an M2M Application to selectively share information (e.g. access control).
	

	OSR-022
	When some of the components of M2M System  are not available (e.g. WAN connection lost), the M2M System shall be able to support the  normal operation of components of the M2M System that are available.
	

	OSR-023
	The M2M System shall be capable of identifying the M2M Services to be used by M2M service subscriptions.
Editor’s Note: The subscriptions are M2M Service subscriptions (e.g., Device Management, Service Transport) not Application subscriptions (e.g., Home Energy Management).
	

	OSR-024
	The M2M System shall be capable of identifying the devices used by M2M service subscriptions.
	

	OSR-025
	The M2M System shall be capable of identifying the M2M Applications used by M2M service subscriptions.
	

	OSR-026
	If provided by the Underlying Network, the M2M System shall be capable of associating the device used by a M2M System with the device identifiers offered by the Underlying Network and the device.
	

	OSR-027
	The M2M System shall provide a generic mechanism to support transparent exchange of information between the M2M Application and the Underlying network, subject of restriction based on M2M Service Provider’s policy and/or Underlying Network operator ‘s policy.

Editor’s Note: Transparent exchange of information implies information that is mainly interpreted by the M2M application and the underlying network provider.
	

	OSR-028
	The M2M system shall be able to trigger a series of commands to actuators on behalf of applications.
	

	OSR-029
	The M2M system shall support sending common command(s) to each actuator or sensor via a group.
	

	OSR-030
	The M2M system shall support the management (i.e. addition, removal, retrieval and update) of the membership of a group.
	

	OSR-031
	The M2M system shall support a group as a member of another group.
	

	OSR-032
	The M2M System shall support event categorization (e.g., normal, urgency) associated with data for M2M applications when collecting, storing and reporting that data.

Note: Based on the event categories and via interworking with underlying networks, the M2M System can support differentiated services (by providing Quality-of-Service) requested by M2M applications.

Editor’s Note: ‘event categorization’ needs to be defined.
	

	OSR-033
	Based on the local context (e.g., low battery) of the M2M Gateway and/or Device and the defined event categorization, the M2M System shall provide the capability to dynamically adjust the scheduling of reporting and notification of the M2M Device/Gateway.

Note: for example, if the battery of Gateway is remained only 10% or below, the Gateway notifies the M2M service platform of the status. The M2M Application in the Infrastructure node will adjust the scheduling of reporting and notification based on the event categorization associated with each message. Consequently, the M2M Gateway operates longer.

Editor’s Note: ‘local context’ needs to be defined.
	

	OSR-034
	The M2M System shall support seamless replacement of M2M Devices as well as M2M Gateways (e.g., redirecting traffic, connection, recovery, etc.).
	

	OSR-035
	The M2M System shall support the exchange of non-Application related relevant information (e.g. Device/Gateway  classes) between M2M Device/Gateway and M2M infrastructure for the purpose of efficient communication facilitation. capability for M2M device to report device class to M2M service infrastructure and for M2M service infrastructure to inform device of the M2M platform capabilities
	


Table 1 Overall System Requirements
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6.2 Management Requirements

	Requirement ID
	Description
	Release

	MGR-001
	M2M System shall support management and configuration of resource constrained devices.
	

	MGR-002
	The M2M System shall provide the capability to discover the M2M Local Area Networks including information about devices on those networks and the parameters (e.g. topology, protocol) of those networks, subject of restriction based on availability of related capabilities in M2M Local Area Network..
	

	MGR-003
	The M2M System shall provide the capability to maintain and describe the management information model of devices and parameters (e.g. topology, protocol) of M2M Local Area Networks, subject of restriction based on availability of management interfaces .
	

	MGR-004
	The M2M System shall support common means to manage devices enabled by different management technologies (e.g. OMA DM, BBF TR069).
	

	MGR-005
	The M2M System shall provide the capability to manage multiple devices in a grouped manner.
	

	MGR-006
	The M2M System shall provide the capability for provisioning and configuration of devices in M2M Local Area Networks .
	

	MGR-007
	The M2M System shall provide the capability for monitoring and diagnostics of devices in M2M Local Area Networks .
	

	MGR-008
	The M2M System shall provide the capability for software management of devices in M2M Local Area Networks.
	

	MGR-009
	The M2M System shall provide the capability for resetting devices in M2M Local Area Networks.
	

	MGR-010
	The M2M System shall provide the capability for authorizing devices to access M2M Local Area Networks
	

	MGR-011
	The M2M System shall provide the capability for modifying the topology of devices in M2M Local Area Networks, subject of restriction based on management policy of M2M Local Area Network .
	

	MGR-012
	Upon detection of a new device the M2M Gateway SHALL be able to be provisioned by the M2M Service Infrastructure with an appropriate configuration which is required to handle the detected device.
	

	
	
	

	
	
	


Table 2 Management Requirements

Editor’s Note: it is FFS to determine if further subdivision is required.
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