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1
Discussion

OneM2M would like to thank 3GPP SA2 for its reply on our LS on “interaction of oneM2M with Underlying Networks”. The reply LS helped our understanding of the scope of MTCe work in 3GPP Rel-12: small data and device triggering enhancements (SDDTE) and UE power consumption optimizations (UEPCOP). 
At the last oneM2M Technical Plenary meeting (TP#5) held in Seoul, S. Korea, 17-21 June 2013, it was considered beneficial to establish an on-going collaborative exchange of information between oneM2M and 3GPP. 
oneM2M is working on the topics, listed below:
1. The Service Layer may request broadcast/multicast in the Underlying Network (e.g. addressing a group of devices within a specified area for broadcast/multicasting of identical M2M data).
2. The Service Layer may request QoS and Prioritization for M2M communications to/from individual devices or groups of devices. 

3. The Service Layer may exchange information related to usage and traffic characteristics of M2M Devices or M2M Gateways, such as indications for small data, transmission scheduling parameters, mobility characteristics, etc..
4. The Service Layer may exchange information related to the congestion and load status in the 3GPP Network in order to allow the scheduling of the traffic by the oneM2M Service Layer (e.g. delay specific M2M traffic when the 3GPP Network experiences high traffic load).
5. Dynamically (e.g. to enable plug and play) correlate the external identifier of M2M clients (Service Enablement Framework clients) with the Identifier used for the MTC device. 
6.  The Service Layer may request to know the latest known reachability status of the devices (e.g. status of last event to MTC device …).
7. The Service Layer may exchange information on charging and subscriptions to support interworking with M2M service providers.

8. The Service Layer needs to operate securely with available 3GPP services and MTCe features and may require support for a dynamic standardized method of security discovery, negotiation and control.  
9. The Service Layer may exchange information related to location information of M2M Devices or M2M Gateways, including parameters for expressing preferred positioning methods.
Note: The type and contents of information exchange for the above would need to be discussed in more detail jointly.
2
Actions
oneM2M would like to receive 3GPP SA’s input on how these M2M-related requirements could be satisfied.

For 3GPP SA1:
oneM2M would like to request feedback on the following:

1. In the existing 3GPP requirements for support of M2M, are there plans to specify interfaces & capabilities for the MTC features?
2. What future plans does 3GPP have to include requirements for the enablement of external interfaces to a service layer in support of the above capabilities?
For 3GPP SA2 and SA3:
oneM2M would like to request feedback on the following:

1. To support the M2M capabilities listed above are the existing interfaces within the 3GPP Network sufficient to be used by oneM2M or do they need to be enhanced?

2. We ask your opinion on the above points and ask if there are some issues that we miss or fail to understand?
3. Could M2M operate securely, if current 3GPP defined security are relied on and service interfaces are used, within a given domain?
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