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Requirements
	Requirement ID 
	Classification 
	Requirement Text 

	R-001
	System, Subscription, Network  
	The M2M system shall be able to support Role-based access control based on service subscriptions. 

	R-002
	Device Management
	The M2M system shall support the capability to map M2M service subscription role(s) to roles used within technology specific Device Management protocols. 
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