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1. Introduction
During oneM2M TP#3 meeting several definitions of security terminology were agreed thanks to contribution “oneM2M-REQ-2013-0139R05-oneM2M_Security_Terminology” and oneM2M-REQ-2013-0277R02. This contribution proposes a further enhancement.
The following section provides rationale for the proposed change.
2. Reasons for change
2.1 Changes to existing definitions
secure [i.e]: A system condition in which the system is in conformance with the applicable security policy.

·  The following change is proposed to provide a more detailed description when security policy is not available. 
secure [ISO/IEC TR 15443-1:2012]: Not vulnerable to most attacks, are able to tolerate many of the attacks that they are vulnerable to, and  that can recover quickly with a minimum of damage from the few attacks that successfully exploit their  vulnerabilities.

2. Proposal
We propose the following changes to definitions of security terminology agreed during oneM2M TP#3 are proposed: 
Start of 1rst change: References
[i.xz] 
ISO/IEC TR 15443-1:2012, Information technology -- Security techniques -- Security assurance framework -- Part 1: Introduction and concepts
End of 1rst change
---------------------------------------------------------------------------------------------

Start of 2nd change
___________________________________________________________________________
[…]
secure [i.xz]: Not vulnerable to most attacks, are able to tolerate many of the attacks that they are vulnerable to, and  that can recover quickly with a minimum of damage from the few attacks that successfully exploit their  vulnerabilities.
security [i.e]: A system condition that results from the establishment and maintenance of measures to protect the system.
End of 2nd change
© 2013 oneM2M Partners
                                                                                                     Page 3 (of 3)



[image: image1.png]