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Rationale:
The terms Privilege and Permission are often used interchangeably. The Security foundation of the Trust Management is to make clear distinction between an entity’s privileges and its permissions. A privilege is a qualification given to an entity that allows a specific operation on a specific resource. For example, an entry in an Access Control List (ACL) specifies a privilege, not a permission. A permission, on the other hand, is a access decision, ie. authorization reached when an entity’s privileges, as well as other of its attributes, are evaluated. Therefore, the fact that an entity has been granted a privilege does not necessarily mean that it is able at a given time to perform the specified operation on the specified resource.
Proposal:

Proposed Change: 
Insert following definitions:

In Definitions section:

Access Decision:  Authorization reached when an entity’s privileges, as well as other of its attributes, are evaluated. 
Privilege: Qualification given to an entity that allows a specific operation on a specific resource (e.g.: an entry in ACL specifies a privilege, not an access decision).
Note: If an entity has been granted a privilege does not necessarily mean that it is able at a given time to perform the associated operation on the associated resource
Access Control Attributes: Set of parameters to control access to resources by evaluating rules against the set of attributes of the entities (originator or/and hosting CSE) for allowed actions.
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