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1.0 Title
Electric bicycle anti-theft 
1.1 Description

Anti-theft modules are integrated in a type of electric bicycles to monitor the location of electric bicycle. If the users cannot find their electric bicycles, they can use their mobile terminal to send a request to M2M platform to get the location of their electric bicycles, or remotely trigger the alarm of anti-theft module. 
A SIM card will be embedded in the anti-theft module by manufacturer to support the mobile communication, which are designed to be unreachable for safety considerations. For reducing cost, the SIM card is generally not activated when the electric bicycle leaves factory, When the electric bicycle is sold, the user can active the SIM card via M2M platform if he wants to use the anti-theft function. On the other hand, the users also have the requirement to trigger the deactivation of the SIM card if they do not need the anti-theft function of their electric bicycles.
1.2 Source (as applicable)
Chinaunicom
1.3 Actors (as applicable)
Mobile network operator
M2M platform
Anti-theft module
User terminal
1.4 Pre-conditions (if any)
· The mobile network operator opens the service interface for remotely changing the state (e.g. card information, association relationship with mobile number) of target SIM cards. This interface can support the activation and deactivation of SIM cards.
· The mobile network operator opens the service interface for device locating.
· The mobile network operator opens the service interface for device triggering.
1.5 Triggers (if any)
The following triggers could initiate exchange of information. 
· The user terminal initiates the activation request (Trigger A). In this case, the electric bicycle is in use, and the user intends to active the SIM card.  
· The user terminal initiates the deactivation request (Trigger B). In this case, the user intends to terminate the anti-theft function of electric bicycle. 
· The user terminal initiates the locating request (Trigger C). In this case, the user intends to get the location of the target electric bicycle.
· The user terminal initiates the alarm request (Trigger D). In this case, the user intends to trigger the alarm of the target electric bicycle.
1.6 Normal Flow (as applicable)
· SIM card activation  (Trigger A)
· The user terminal module initiates the activation request to M2M platform. 
· The M2M platform use the SIM card activation capability provided by the mobile network operator to active the SIM card in corresponding electric bicycle anti-theft module and feedback the activation information to user terminal.
· SIM card deactivation (Trigger B)
· The user terminal initiates the deactivation request to M2M platform.
· The M2M platform use the SIM card deactivation capability provided by the mobile network operator to terminate the usage of the SIM card in target electric bicycle anti-theft module and feedback the deactivation information to user terminal.
· Remote locating (Trigger C)
· The user terminal initiates the locating request to M2M platform.
· The M2M platform use the locating capability provided by the mobile network operator to locate the target electric bicycle anti-theft module and feedback the location information to user terminal.
· Remote alarm (Trigger D)
· The user terminal initiates the alarm request to M2M platform.
· The M2M platform uses the device triggering capability provided by the mobile network operator to trigger the device and forwards the alarm request to the target electric bicycle anti-theft module.
· The target electric bicycle anti-theft module starts the alarm function.
1.7 Post-conditions (if any)
1.8 High Level Illustration (as applicable)
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1.9 Potential requirements (as applicable)
· The M2M systems shall support the capability of  reusing the SIM card activation and deactivation capability in underlay network.
· The M2M systems shall support the capability of  reusing the locating capability in underlay network.
· The M2M systems shall support the capability of  reusing the device triggering capability in underlay network.
· The M2M system shall support device addressing mechanism.
· The M2M system shall support the remote device control mechanism.
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