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oneM2M would like to thank 3GPP SA WG3 for their Reply LS on interactions of oneM2M with Underlying Networks.
Regarding Topic 1, depending on context, different interpretations are relevant:

· In the context of “Charging and subscription  information exchange”, the M2M Service Enablement Framework may need to know which devices are in principle authorized to access a specific 3GPP network
· Then during operation, the M2M Service Enablement Framework may need to know whether a M2M Device is currently connected (after successful authentication) to the Operator Network.
Regarding Topic 2, it was OneM2M’s understanding that 3GPP SA3 was considering  options for securing “small data” when it  cannot be protected by existing 3GPP defined protection and key management procedures, e.g. small data transfer in NAS PDU .  

Since this is user data related to machine type communications and OneM2M are also defining procedures to secure this, it was thought that perhaps some use of functions and credentials, such the end point certificates associated with M2M applications, from the service layer, could be used at the transport layer. However, OneM2M note that security solutions for “small data” were not included in 3GPP release 12 and so the request for collaboration is no longer necessary in the context of the oneM2M initial release. However further oneM2M developments may leverage on further cooperation on such features, should they still be considered in the context of 3GPP Release 13.   

oneM2M thanks 3GPP SA WG3 for their cooperation and looks forward to more fruitful interactions in the future.
Actions:
3GPP SA WG3 is kindly requested to keep oneM2M informed of new Machine Type Communications security features considered for inclusion in future releases.
Dates of next oneM2M TP meetings:
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