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6.x
Use case for automatically switching between remote access and local access
6.x.1 Overview
6.x.1.1 Description

In smart home system, it is very common that the mobile devices such as smart phones play the role of home controller to access and control home appliances operating in the local home network. It is very likely that the home controller moves in and out of the home network as the user moves, e.g., when the user stays at home, the home controller is connected to the same local network as the home appliances, or when the user takes a walk in the park, the home controller disconnects from the local home network. However, it is necessary to guarantee that home appliances can be controlled by the home controller regardless of where the home controller is.
In the gateway-centric smart home system, the smart home gateway can be configured as the smart home centre which manages local access of home appliances through home gateway and also enables remote access of home appliances through the cloud server.

When the home controller is out of the local home network, it communicates with the home appliances through the cloud server. But when the home controller returns to the local home network, normally the smart home user prefers to control home appliances directly through the home gateway. 
The user experience would be bad if this feature is supported based on the user’s manual switch. To meet the user’s requirement of automatically switching between local access and remote access, in this use case, the user preference can be configured as enabling local access when the home controller is connected to the local home network and enabling remote access when the home controller disconnects from the local home network. So when the user is at home, the home controller performs local access mode to control home appliances through the home gateway. When the user goes out, the home controller automatically switches to the remote access mode to control home appliances through the cloud server and when the user get home, the home controller automatically switches to the local access mode again. 

This use case provides an easy way for the user wherever he is to  control home appliances according to the user preference.
6.x.1.2 Source
Haier (CCSA)
6.x.1.3 Actors
Home appliances 
are networked home appliances such as smart air conditioner, smart refrigerator, smart washing machine, smart plug, smart lighting, etc. 

Home gateway
is an oneM2M enabled smart home centre in the home domain, used to manage home appliances registered with the home gateway. 
Home Controller
is an oneM2M device that manipulates home appliances regardless of whether it is in or out of the local home network.
6.x.1.4 Pre-condition
The home gateway registers with the cloud server. The home appliances registers with the home gateway. The local access of home appliance is configured as the user preference when the home controller is in the local home network.
6.x.1.5 Triggers
None

6.x.1.6 Normal Flow 
The smart home user goes out. The user wants to control home appliances remotely. The home controller accesses to the remote cloud server and the home controller remotely controls home appliances through the cloud server.
The user returns home. The home controller detects and joins the local home network.

The oneM2M service layer of the home controller get the information of the underlying network and determines the underlying network is its local home network.

As the user has pre-configured the user preference that enables local access of home appliances when the home controller is in the local home network, the home controller automatically switches from the remote access mode to the local access mode, i.e., the home controller accesses and controls home appliances through the home gateway instead of through the cloud server.
6.x.1.7 Post-conditions
The home controller controls the home appliance directly through the home gateway.

6.x.1.8 High Level Illustration
The following figure illustrates, at the time of t1, the home controller registers with the cloud server as it is out of the local home network. At the time of t2, the home controller deregisters with the cloud server and registers with home gateway as it is in the local home network. 
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6.x.2 High Level Analysis
6.x.2.1 Functional Impacts
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In oneM2M configurations, home appliances such as the refrigerator, the washing machine can be interpreted as the ADN (Application Dedicated Node). The home gateway can be interpreted as the MN (Middle Node) and the home controller can be interpreted as the ASN (Application Service Node). The cloud server can be interpreted as the IN (Infrastructure Node).
To enable this service, the home appliance operating in the local home network needs to register its information to the registration point, i.e., home gateway. Upon successful registration, the home gateway creates the device resources that can be manipulated by other devices such as the home controller. The home gateway provides the security and privacy preservation of the home appliance. The home gateway is not exposed to the home controller directly if the controller is out of the local home network due to security implementation. The home controller needs to register its information to the registration point, i.e., cloud server and the remote access of device resources can be handled by the cloud server.. (Registration)
The home gateway is accessible for the home controller in the case of local access. The home controller can detect the home gateway in the local home network. The home controller connects with the home gateway through which it can access device resources of home appliances locally. (Detection)

The home controller deregisters with the old registration point, i.e., the cloud server and registers with the new registration point, i.e., the home gateway. The device state and data information are transferred from the IN to the MN. The home controller switches its access mode of the home appliance from remote access to local access.
6.x.2.2 High Level Information Flows
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001. ADN1 and ADN2 register its information with the registration point, i.e., the MN. The MN and the ASN register its information with the registration point, i.e., the IN. Upon successful registration, the MN creates the device resources of ADN1 and AND2 that can be manipulated by the ASN.
002. At the time of T1, if the ASN needs to manipulate ADN2, it issues the request to the MN through the IN and then the MN transfers the request to ADN2.
003. The MN is accessible for the ASN in the case the ASN is in the local home network. The ASN detects its local home network and connects to the MN through which it can locally access home appliances.
004. The ASN deregisters with the IN while maintaining device state and data information. The ASN registers its information with the MN. With the device state and data information transferred from the IN to the MN, the ASN automatically switch the access model from remote access to local access.

005. At the time of T2, the ASN issues the request to the MN for manipulating ADN2, and then the MN transfers the request to ADN2.
6.x.3 Potential Requirements

The oneM2M System shall provide the capability to notify M2M devices of the availability of alternative registration points (e.g., via different underlying networks) through which the M2M device can register.

The oneM2M System shall enable a M2M device to de-register at an old registration point and re-register at a new registration point while maintaining device state and data information
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