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Text block for trade names

We strongly advise that no trade names are used within ETSI documents. If the use of trade names cannot be avoided their nature shall be indicated by the symbols ® or ™, whichever is appropriate.

DRAFTING RULES, clause 6.7: Proprietary trade names (e.g. trade marks) for a particular good or service should as far as possible be avoided, even if they are in common use. Instead a correct designation or description of a product should be given. Proprietary trade names (e.g. trade marks) for a particular product should as far as possible be avoided, even if they are in common use. If, in exceptional circumstances, trade names cannot be avoided, their nature shall be indicated, e.g. by the symbols ® or TM for a registered trade mark.
Can you please check if there are any Trade Names in your document and if in doubt check with the Technical Officer (TO) of your Technical Body (TB). Please inform us if there are Trade Names and which symbol (® or ™) has to be used.
Comments:

Missing clause
The clause "Convetions" which is available in all oneM2M deliverables is missing in this document. Should it be added? 

X
Conventions

The keywords "Shall", "Shall not", "May", "Need not", "Should", "Should not" in the present document are to be interpreted as described in the oneM2M Drafting Rules.
Answer:

References
Added reference

As the following references are being used within the document, they have to be listed in the references clause.

· IEEE 802.15.4:2003 (mentioned in the definition M2M Area Network)
DRAFTING RULES, clause 3.1:

bibliography: list of standards, books, articles, or other sources on a particular subject which are not mentioned in the document itself
normative reference clause: clause listing normative references cited in the document which are necessary for its application
informative reference: not essential to the use of the oneM2M deliverable but that assist the user with regard to a particular subject area
Answer:

Unused reference

The following reference(s) is(are) not mentioned in the document and therefore has(have) been moved to the bibliography.

For your information the remaining reference(s)'s bookmark(s) have been renumbered.

[i.1]
oneM2M-TR-0005: "Roles and Focus Areas".

DRAFTING RULES, clause 3.1:

bibliography: list of standards, books, articles, or other sources on a particular subject which are not mentioned in the document itself
normative reference clause: clause listing normative references cited in the document which are necessary for its application
informative reference: not essential to the use of the oneM2M deliverable but that assist the user with regard to a particular subject area
Comment:

Definitions
Rephrase including a note

In order to be compliant with the ETSI Drafting Rules (EDRs), can the following definitions be modified as proposed?:

· In document:

M2M application: applications that run the service logic and use M2M Common Services accessible via a set of oneM2M specified open interfaces. Specification of M2M Applications is not subject of the current oneM2M specifications.
application dedicated node: is a Node that contains at least one Application Entity and does not contain a Common Services Entity. There may be zero or more ADNs in the Field Domain of the oneM2M System.
Example of physical mapping: an Application Dedicated Node could reside in a constrained M2M Device.
M2M Application Infrastructure: equipment (e.g. a set of physical servers of the M2M Application Service Provider) that manages data and executes coordination functions of M2M Application Services. The Application Infrastructure hosts one or more M2M Applications. Specification of Application Infrastructure is not subject of the current oneM2M specifications.
application service node: is a Node that contains one Common Services Entity and contains at least one Application Entity. There may be zero or more ASNs in the Field Domain of the oneM2M System.
Example of physical mapping: an Application Service Node could reside in an M2M Device.
M2M Area Network: is a form of an Underlying Network that minimally provides data transport services among M2M Gateway(s), M2M Device(s), and Sensing&Actuation Equipment. M2M Local Area Networks can use heterogeneous network technologies that may or may not support IP access. An M2M Area Network technology is characterized by its physical properties (e.g. IEEE_802_15_4_2003_2_4GHz), its communication protocol (e.g. ZigBee_1_0) and potentially a profile (e.g. ZigBee_HA).
common services function: is an informative architectural construct which conceptually groups together a number of sub-functions. Those sub-functions are implemented as normative resources and procedures. A set of CSFs is contained in the CSE.
data: in the context of oneM2M the term "Data" signifies digital representations of anything. Data can or cannot be interpreted by the M2M System and/or by M2M Applications. See also Information.
M2M device: physical equipment with communication capabilities, providing computing and/or sensing and/or actuation services. An M2M Device hosts one or more M2M Applications or other applications and can contain implementations of CSE functionalities. Example of physical mapping: A M2M Device contains an Application Service Node or an Application Dedicated Node.
information: in the context of oneM2M "Information"signifies data that can be interpreted by the M2M System. Information has a defined syntax and semantic within the M2M System. See also Data.
infrastructure node: is a Node that contains one Common Services Entity and contains zero or more Application Entities. There is exactly one Infrastructure Node in the Infrastructure Domain per oneM2M Service Provider. Example of physical mapping: an Infrastructure Node could reside in an M2M Service Infrastructure.
middle node: is a Node that contains one Common Services Entity and contains zero or more Application Entities. There may be zero or more Middle Nodes in the Field Domain of the oneM2M System.
The CSE in a Middle Node communicates with one CSE residing in a Middle Node or in an Infrastructure Node and with one or more other CSEs residing in Middle Nodes or in Application Service Nodes. In addition, the CSE in the Middle Node can communicate with AEs residing in the same MN or residing in an ADN.
Example of physical mapping: a Middle Node could reside in an M2M Gateway.
security provisioning: process of configuring a device to enable access to a service provided by a target entity, such as communication services or M2M Services. This involves putting in the device and target entity the security Credential that will be used for Mutual Authentication.
Sensing and Actuation (S&A) equipment: equipment that provides functionality for sensing and/or influencing the physical environment by interacting with one or more M2M Application Services. Sensing and Actuation Equipment can interact with the M2M System, however does not host an M2M Application. The specification of S&A Equipment is not considered in the current oneM2M specifications. S&A Equipment may, but does not need to, be co-located with an M2M Device.
M2M service infrastructure: physical equipment (e.g. a set of physical servers) that provides management of data and coordination capabilities for the M2M Service Provider and communicates with M2M Devices. An M2M Service Infrastructure may communicate with other M2M Service Infrastructures. An M2M Service Infrastructure contains a CSE. It can also contain M2M applications.
M2M service subscription: agreement between a provider and a subscriber for consumption of M2M Services for a period of time. An M2M Service Subscription is typically a commercial agreement.
M2M stakeholder: entities who facilitate and/or participate in the legitimate operation of the M2M system. Examples of stakeholders, in alphabetical order, are: M2M Application Service Provider; Manufacturer of M2M Devices and/or M2M Gateways; Manufacturer of M2M system and its components; M2M Device/Gateway Management entities; M2M Service Provider; Network Operator; User/Consumer of the M2M solution; etc.
user: entity which utilizes the services of the M2M Solution. The User may or may not be a subscriber to an M2M Application Service or an M2M Service. The User may or may not be identifiable in the M2M System.
virtual device: logical device (implemented as software) that acts similar to physical M2M device and provides derived data. E.g. average temperature of a room, number of vehicles that passed during the last minute.
· Proposal:

M2M application: applications that run the service logic and use M2M Common Services accessible via a set of oneM2M specified open interfaces

NOTE
Specification of M2M Applications is not subject of the current oneM2M specifications.
application dedicated node: is a Node that contains at least one Application Entity and does not contain a Common Services Entity

NOTE:
There may be zero or more ADNs in the Field Domain of the oneM2M System.
EXAMPLE:
Physical Mapping: an Application Dedicated Node could reside in a constrained M2M Device.
M2M Application Infrastructure: equipment (e.g. a set of physical servers of the M2M Application Service Provider) that manages data and executes coordination functions of M2M Application Services

NOTE:
The Application Infrastructure hosts one or more M2M Applications. Specification of Application Infrastructure is not subject of the current oneM2M specifications.
application service node: is a Node that contains one Common Services Entity and contains at least one Application Entity
NOTE:
There may be zero or more ASNs in the Field Domain of the oneM2M System.
EXAMPLE:
Physical mapping: an Application Service Node could reside in an M2M Device.
M2M Area Network: is a form of an Underlying Network that minimally provides data transport services among M2M Gateway(s), M2M Device(s), and Sensing&Actuation Equipment. M2M Local Area Networks can use heterogeneous network technologies that may or may not support IP access
NOTE:
An M2M Area Network technology is characterized by its physical properties (e.g. IEEE_802_15_4_2003_2_4GHz), its communication protocol (e.g. ZigBee_1_0) and potentially a profile (e.g. ZigBee_HA).
common services function: is an informative architectural construct which conceptually groups together a number of sub-functions
NOTE:
Those sub-functions are implemented as normative resources and procedures. A set of CSFs is contained in the CSE.
data: in the context of oneM2M the term "Data" signifies digital representations of anything
NOTE:
Data can or cannot be interpreted by the M2M System and/or by M2M Applications. See also Information.
M2M device: physical equipment with communication capabilities, providing computing and/or sensing and/or actuation services
NOTE:
An M2M Device hosts one or more M2M Applications or other applications and can contain implementations of CSE functionalities. Example of physical mapping: A M2M Device contains an Application Service Node or an Application Dedicated Node.
information: in the context of oneM2M "Information"signifies data that can be interpreted by the M2M System
NOTE:
Information has a defined syntax and semantic within the M2M System. See also Data.
infrastructure node: is a Node that contains one Common Services Entity and contains zero or more Application Entities
NOTE:
There is exactly one Infrastructure Node in the Infrastructure Domain per oneM2M Service Provider. Example of physical mapping: an Infrastructure Node could reside in an M2M Service Infrastructure.
middle node: is a Node that contains one Common Services Entity and contains zero or more Application Entities
NOTE 1:
There may be zero or more Middle Nodes in the Field Domain of the oneM2M System.
NOTE 2:
The CSE in a Middle Node communicates with one CSE residing in a Middle Node or in an Infrastructure Node and with one or more other CSEs residing in Middle Nodes or in Application Service Nodes. In addition, the CSE in the Middle Node can communicate with AEs residing in the same MN or residing in an ADN.
EXAMPLE:
Physical mapping: a Middle Node could reside in an M2M Gateway.
security provisioning: process of configuring a device to enable access to a service provided by a target entity, such as communication services or M2M Services
NOTE:
This involves putting in the device and target entity the security Credential that will be used for Mutual Authentication.
Sensing and Actuation (S&A) equipment: equipment that provides functionality for sensing and/or influencing the physical environment by interacting with one or more M2M Application Services

NOTE:
Sensing and Actuation Equipment can interact with the M2M System, however does not host an M2M Application. The specification of S&A Equipment is not considered in the current oneM2M specifications. S&A Equipment may, but does not need to, be co-located with an M2M Device.
M2M service infrastructure: physical equipment (e.g. a set of physical servers) that provides management of data and coordination capabilities for the M2M Service Provider and communicates with M2M Devices
NOTE:
An M2M Service Infrastructure may communicate with other M2M Service Infrastructures. An M2M Service Infrastructure contains a CSE. It can also contain M2M applications.
M2M service subscription: agreement between a provider and a subscriber for consumption of M2M Services for a period of time
NOTE:
An M2M Service Subscription is typically a commercial agreement.
M2M stakeholder: entities who facilitate and/or participate in the legitimate operation of the M2M system
NOTE:
Examples of stakeholders, in alphabetical order, are:
· M2M Application Service Provider;
· Manufacturer of M2M Devices and/or M2M Gateways;
· Manufacturer of M2M system and its components;
· M2M Device/Gateway Management entities;
· M2M Service Provider; Network Operator;
· User/Consumer of the M2M solution;
· etc.
user: entity which utilizes the services of the M2M Solution
NOTE:
The User may or may not be a subscriber to an M2M Application Service or an M2M Service. The User may or may not be identifiable in the M2M System.
virtual device: logical device (implemented as software) that acts similar to physical M2M device and provides derived data
EXAMPLE:
Average temperature of a room, number of vehicles that passed during the last minute.
Drafting Rules, clause 5.3.7
The form of a definition should be such that it can replace the term in context. Any additional information shall be given only in the form of examples or notes. If there are several notes or examples for the same definition, the notes shall be numbered. Otherwise it is not necessary.

Answer:

Requirements

Must in normative documents (EN, TS, GS, ES)

This document contains "must" in the text. As the occurrences of “must” in this document are not in quoted text they shall be replaced as follows:
· with "shall" if a requirement;

· if not a requirement replace appropriately e.g. with “should”.

Can you please state which is appropriate in the following occurrences?

· In clause A:

access control policy: set of privileges which represents access control rules defining allowed entities for certain operations within specified contexts that each entity must comply with to grant access to an object

Drafting Rules, clause 3.2
Do not use "must" except when used in direct citation.

Answer:
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