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1
Scope

This Technical Report examines how the release 1 oneM2M system can be used in the home vertical domain and includes a study of advanced features which the next oneM2M release(s) could support for this domain. 
To this end, a collection of new home domain use cases with potential requirements, including those provided by related PT2s, i.e., smart home related groups such as HGI and BBF, will be analysed to investigate if the release 1 oneM2M system needs to be enhanced in the architecture, security, semantics and management areas. The  missing requirements and the corresponding enhanced features derived though this process are detailed for the next oneM2M release(s) enablement of the  home vertical domain.

2
References

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

The following referenced documents are necessary for the application of the present document.
Not applicable.

2.2
Informative references
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]

oneM2M TS0011, “Definitions and Acronyms” (http://member.onem2m.org/Application/documentapp/downloadLatestRevision/?docId=5309)
3
Definitions, symbols, abbreviations  and acronyms
3.1
Definitions

For the purposes of the present document, the terms and definitions given in oneM2M TS0011, “Definitions and Acronyms” [i.1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in [i.1].
3.2
Symbols

For the purposes of the present document, the [following] symbols [given in ... and the following] apply:

3.3
Abbreviations

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

3.4
Acronyms

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

4
Conventions 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
5
Introduction to Home Domain Enablement
Editor’s Note: This section summarizes the specific characteristics and challenges presented by the Home Domain to M2M service platform specifications and implementation. It also provides a description of home domain and its relevance to M2M, i.e., how M2M is being applied in the home domain.
5.1
Home Domain Overview

Editor’s Note: This section provides details on the Home Domain goals and landscape.
<Text>

5.2
Overview of oneM2M Release 1 Enablement

Editor’s Note: This section contains high-level considerations on the way the basic functions may be enabled by release 1 specifications.

<Text>
6
Home Domain Use Cases
6.1
Use case for Device Pairing in Home Domain
6.1.1
Overview

6.1.1.1
Description

In home domain environments, there exist many kinds of home appliances such as air conditioner, refrigerator, smart plug, washing machine, lighting equipment, audio player, television, etc., that may be capable of M2M communication. 

In this use case it is proposed that under certain circumstances two physically distinct devices in the home domain are correlated to each other.

A refrigerator is a home appliance which is used for storing vegetable, meat, or perishable food such as milk, egg etc. In this use case the refrigerator can provide M2M services (e.g. indicate a shortness of milk) but does not monitor and report its own energy consumption. 

A smart plug is a home appliance used for measuring the consumed energy level of a connected home appliance. That is, if a smart plug is connected to a refrigerator, we can interpret that data generated from a smart plug in relation to the consumed energy level of the refrigerator. Therefore, we can conceptually regard the two physically separate devices as one device.

The physical relationship among the two devices (the smart plug is connected to the refrigerator) can be detected – either manually by the user or automatically by some non-oneM2M technology – through a smart device (e.g. smart phone and tablet device). This relationship is called “pairing” of the two devices. 

The smart device sends the information about the pairing relationship configuration to the home server.

In addition, it is supposed that the smart plug connected to the refrigerator is later disconnected from the refrigerator and then is connected to another home appliance such as a washing machine. In this situation, the data from smart plug are no more related to the refrigerator but are related to the washing machine.

The oneM2M System should support this kind of pairing relationship between physically separate home appliances. As the home appliance connected with the smart plug can dynamically be changed the oneM2M System needs to be able to dynamically change the pairing relationship between home appliances.
6.1.1.2
Source

· KETI
6.1.1.3
Actors

· Home appliances 

(include air conditioner, refrigerator, washing machine, smart plug, lightening equipment, etc.). Every home appliance needs to register its registration information with a home server.

· Home server 

is an oneM2M platform provided by a service provider in the infrastructure domain.

· A smart device 

(e.g. smart phone and tablet device) detects and configures the relationship between the smart plug and the refrigerator
6.1.1.4
Pre-condition

· A smart plug and a refrigerator are registered with a home server. In addition, the smart plug is connected to the refrigerator and reports the consumed energy level of the refrigerator to the home server.
6.1.1.5
Triggers

· None
6.1.1.6
Normal Flow

A smart device (e.g. smart phone and tablet device) detects and configures the relationship between the smart plug and the refrigerator. It sends the information about relationship configuration to the home server.

In this scenario, the configuration information includes the pairing information between the smart plug and the refrigerator and it implies that the smart plug is connected to the refrigerator and the data from the smart plug is related to the energy consumption of the refrigerator.

Receiving the configuration information, the home server checks its registered device list and makes a pairing/relationship between devices based on the configuration information.

Later, it is supposed that the refrigerator is pulled out of the smart plug and the smart plug is connected to different home appliance e.g. a washing machine. 

The smart device detects the new pairing relationship and sends this information to the home server.

The home server receives the updated relationship information and then changes the pairing relationship among its registered devices.
6.1.1.7
Post-conditions

· In the home server, the information about the pairing relationship between home appliances is reflected. 

· A smart home application can discover and use this kind of pairing information between devices.
6.1.1.8
High Level Illustration

The following figure illustrates that at time t1 the smart socket is connected to the refrigerator and then at time t2 the smart socket is disconnected from the refrigerator and connected to the washing machine. Home server manages the pairing information between home appliances.
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6.1.2
High Level Analysis
6.1.2.1
Functional Impacts
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· In oneM2M configurations, the smart socket, the refrigerator, and the washing machine can be interpreted as ADN (Application Dedicated Node). The home server can be interpreted as IN (Infrastructure Node) and Smart device as IN-AE.

· For enabling this kind of service, first of all, each device needs to register its information with the server. (Registration)

· Using smart device, all the registered home appliances can be discovered. (Discovery)

· The smart device can make the pairing information between home appliances (Making Pairing information)

· The home server needs to store the pairing information in its registered device information. (Storing Pairing information)

· The home server needs to update the pairing information in its registered device information (Updating Pairing information)
6.1.2.2
High Level Information Flows


[image: image4]
· 001: ADN1,2,3, and IN-AE register its information with IN. ADN 1,2,3 send their generated data to the IN.
· 002: IN-AE discovers the registered device list from the IN.
· 003: The pairing information between ADN 1 and 2 can be represented in the IN-AE and the IN-AE send the pairing information as oneM2M message to the IN.

· 004: IN receives the pairing information message and stores the pairing information in its database i.e. oneM2M resource tree.

· 005: When the connection of the ADN2 is changed from ADN1 to ADN 3, IN-AE sends new pairing information as oneM2M message to the IN.

· 006: IN received new pairing information message and updates the pairing information in its database i.e. oneM2M resource tree.

Note: We assume that IN-AE can acquire the pairing information from ADNs1,2,3 through a mechanism that is out of scope of oneM2M.
6.1.3
Potential Requirements

· The oneM2M System shall support a semantic relation (“Is Paired To”) between two M2M Devices.

· The oneM2M System shall be able to store/update information about pairing between two M2M Devices as a relation (“Is Paired To”) between M2M Devices.

· The oneM2M System shall enable the creation and deletion of a semantic pairing relation (“Is Paired To”) between M2M Devices by M2M applications, subject to access rights.

· The oneM2M System shall be able to make information about pairing between M2M Devices available to M2M Applications.
6.2
Use case for Triggering in Field Domain
6.2.1
Overview

6.2.1.1
Description

Smart Home is an important scenario that should be considered in OneM2M, in a general smart home scenario, home appliances such as air-conditioner, refrigerator, TV, etc. are managed by a home gateway, the home gateway connects to the infrastructure node which is provided by the service provider. 

Most of the home appliances are not always power on, except the refrigerator. And for refrigerator, although it is always power on, but it may often shut off its wifi module, e.g. for power saving, when there’s no requirement to interact with the home gateway. This means the connection between a home appliance and the home gateway is often lost.

However, the user may want to control a home appliance through OneM2M system at any time, even when the communication connection between the home appliance and the home gateway is lost, e.g. the home appliance is power off or the home appliance has shut off its wifi module.

OneM2M has defined the triggering feature to wake up a device, to establish communication from the field domain towards the infrastructure domain when the device is not reachable by the infrastructure domain. However, the triggering feature defined in Rel-1 is only applicable to the devices or gateway which is directly registered to the infrastructure node. 

But in the smart home scenario, the home gateway which is directly registered to the infrastructure node may always keep the connection with the infrastructure domain. The home appliances are registered to the home gateway, and the connection between the home appliance and the home gateway is often lost. When a user wants to control a home appliance which is not reachable by the home gateway, the field domain triggering is needed.

From our view, the smart home appliance could be assumed to support the infrared control, as people wants to control smart home appliances as well as traditional home appliances in their home. The smart home appliance also needs to support wifi to setup IP connection with home gateway in the OneM2M system.

So if the user wants to control a home appliance which is not reachable, e.g. the wifi module is shut off when the home appliance power off or sleep, the home gateway can use the infrared control to power on or wake up the home appliance, this will trigger the home appliance to restart its wifi module to establish communication from the home appliance towards the home gateway. Of course, the infrared control could also directly restart the wifi module in the home appliance. 

After the communication between the home appliance and the home gateway is recovered, the home appliance is reachable and could be controlled by the user via OneM2M system.
6.2.1.2
Source

· Haier
6.2.1.3
Actors

· User 

is one of the family members, which has privilege to control the home appliances in the home. User uses an application equipment to initiate the request to control a target home applicant in the home, and sends the request to the infrastructure node.

· Infrastructure node 

which is an OneM2M Platform provide by a SP in the infrastructure domain. 

· Home gateway 

is deployed in the field domain, used to manage the home appliances registered to the home gateway.

· Home appliance 

includes Air-conditioner, refrigerator, TV, etc. the home appliance uses wifi to setup IP connection between itself and the home gateway. The home appliance support more than communication protocols, e.g. wifi, infrared, Bluetooth, etc.
6.2.1.4
Pre-condition

· A smart air-conditioner registers its communication capability, e.g. wifi and infrared, to the home gateway. The home gateway and the AE are registered to the IN (Infrastructure Node). The IP connection between the gateway and the IN exists. The infrastructure node configures the home gateway for the purpose of triggering devices behind the gateway.
6.2.1.5
Triggers

· None
6.2.1.6
Normal Flow
The user powers off the air-conditioner and leaves home. Thus the IP connection between the air-conditioner and the home gateway is lost.

After one day’s work, the user is on the road back home, he wants to power on the air-conditioner remotely, so the rooms will be in comfortable condition when he arrives home. The user uses his mobile phone as the application entity to send a request to the IN.

IN forwards the request to the home gateway.

After receiving the request from IN, Home gateway finds the IP connection between itself and the air-conditioner is lost, so it stores the received request locally.

Home gateway tries to trigger the air-conditioner to be online. Home gateway knows the air-conditioner support both wifi and infrared communication methods, home gateway sends the infrared control command to the air-conditioner to power on the air-conditioner. 

After the air-conditioner power on, its wifi module establishes the IP communication towards the home gateway. 

Home gateway finds the air-conditioner is online, it forwards the request message locally stored to the air-conditioner.
6.2.1.7
Post-conditions
· The user successfully controls the home appliance via OneM2M system.
6.2.1.8
High Level Illustration
<Text>
6.2.2
High Level Analysis
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6.2.2.1
Functional Impacts


[image: image6.emf]Infrastructure 

Node

Home 

gateway

Wifi

Infrared

underlying 

Network

Field domain

User

Bluetooth 

etc.

Infrastructure domain

IN-CSE

IN-AE

MN

ASN


· In oneM2M configurations, home appliances, for example the TV can be interpreted as the ASN (Application Service Node). The home gateway can be interpreted as the MN (Middle Node). The user device such as the user’s smart phone that is registered with the IN can be interpreted as the IN-AE (Infrastructure Node-AE). The cloud server can be interpreted as the IN (Infrastructure Node).

· To enable this service, the IN configures the MN for the purpose of triggering devices behind the MN and the ASN should provide its communication capabilities to the MN. The communication capabilities include the information for example, supporting Infrared and the Infrared control code; supporting Wifi and the SSID; supporting SMS and the MSISDN.

· The MN keeps the communication capabilities received from the ASN-CSE.

· With the configurations of ASN triggering configured by the IN, when the MN receives the request to ASN, but the ASN is not online, the MN triggers the ASN to be online (e.g. by Infrared control) or ask the IN-CSE to trigger the ASN to be online (e.g. by SMS).
6.2.2.2
High Level Information Flows
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· 1. When the ASN registers with the MN successfully, the ASN provides its communication capabilities e.g., the information of supporting Infrared and the Infrared control code; supporting Wifi and the SSID; supporting SMS and the MSISDN, to the MN.

· 2. The MN receives a request towards the target ASN, but the ASN is not online.

· 3a. The MN determines it can trigger the ASN directly based on the configurations of ASN triggering configured by the IN. The MN-CSE sends the Device Triggering request to MN-NSE over Mcn.

· 4a. The MN-NSE performs underlying network specific device triggering procedure to trigger the ASN to setup IP connection with the MN-CSE. For example, the ASN supports both Wifi and Infrared control, but the Wifi connection is lost. The MN sends Infrared control command to control the ASN restart its Wifi module and reconnect to the MN again.

· 5a.The connection between the MN and the ASN is reestablished.

· 3b. Alternatively, when the ASN can’t be triggered by the MN, the MN can request the IN to trigger the ASN. The ASN’s communication capabilities may also be notified. One example of this scenario: the ASN supports both wifi and SMS, when the Wifi connection is lost, the MN requests the IN to trigger the ASN by SMS.

· 4b. The IN-CSE sends the Device Triggering request to the IN-NSE over Mcn.

· 5b. The IN-NSE performs underlying network specific device triggering procedure to trigger the ASN to setup IP connection with the MN-CSE. For example, the IN-NSE sends a SMS to control the ASN restart its Wifi module and reconnect to the MN again.

· 6b. The connection between the MN and the ASN is reestablished.
6.2.3
Potential Requirements

· The M2M system shall provide mechanisms to communicate with M2M gateways for the purpose of triggering devices behind the gateway.

· The M2M system shall support the M2M device to register its communication capabilities to the M2M gateway for the purpose of device triggering.

· If the M2M device supports multiple communication channels, one of the communication channels could be used by the M2M system to trigger the setup of another communication channel in the field domain.
6.3
Use case for automatically switching between remote access and local access
6.3.1
Overview

6.3.1.1
Description

In smart home system, it is very common that the mobile devices such as smart phones play the role of home controller to access and control home appliances operating in the local home network. It is very likely that the home controller moves in and out of the home network as the user moves, e.g., when the user stays at home, the home controller is connected to the same local network as the home appliances, or when the user takes a walk in the park, the home controller disconnects from the local home network. However, it is necessary to guarantee that home appliances can be controlled by the home controller regardless of where the home controller is.

In the gateway-centric smart home system, the smart home gateway can be configured as the smart home centre which manages local access of home appliances through home gateway and also enables remote access of home appliances through the cloud server.

When the home controller is out of the local home network, it communicates with the home appliances through the cloud server. But when the home controller returns to the local home network, normally the smart home user prefers to control home appliances directly through the home gateway. 

The user experience would be bad if this feature is supported based on the user’s manual switch. To meet the user’s requirement of automatically switching between local access and remote access, in this use case, the user preference can be configured as enabling local access when the home controller is connected to the local home network and enabling remote access when the home controller disconnects from the local home network. So when the user is at home, the home controller performs local access mode to control home appliances through the home gateway. When the user goes out, the home controller automatically switches to the remote access mode to control home appliances through the cloud server and when the user get home, the home controller automatically switches to the local access mode again. 

This use case provides an easy way for the user wherever he is to  control home appliances according to the user preference.
6.3.1.2
Source

· Haier (CCSA)
6.3.1.3
Actors

· Home appliances 

are networked home appliances such as smart air conditioner, smart refrigerator, smart washing machine, smart plug, smart lighting, etc. 

· Home gateway

is an oneM2M enabled smart home centre in the home domain, used to manage home appliances registered with the home gateway. 

· Home Controller

is an oneM2M device that manipulates home appliances regardless of whether it is in or out of the local home network.
6.3.1.4
Pre-condition

· The home gateway registers with the cloud server. The home appliances registers with the home gateway. The local access of home appliance is configured as the user preference when the home controller is in the local home network.
6.3.1.5
Triggers

· None
6.3.1.6
Normal Flow
The smart home user goes out. The user wants to control home appliances remotely. The home controller accesses to the remote cloud server and the home controller remotely controls home appliances through the cloud server.

The user returns home. The home controller detects and joins the local home network.

The oneM2M service layer of the home controller get the information of the underlying network and determines the underlying network is its local home network.

As the user has pre-configured the user preference that enables local access of home appliances when the home controller is in the local home network, the home controller automatically switches from the remote access mode to the local access mode, i.e., the home controller accesses and controls home appliances through the home gateway instead of through the cloud server.
6.3.1.7
Post-conditions
· The home controller controls the home appliance directly through the home gateway.
6.3.1.8
High Level Illustration
The following figure illustrates, at the time of t1, the home controller registers with the cloud server as it is out of the local home network. At the time of t2, the home controller deregisters with the cloud server and registers with home gateway as it is in the local home network.

[image: image8]
6.3.2
High Level Analysis
6.3.2.1
Functional Impacts
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· In oneM2M configurations, home appliances such as the refrigerator, the washing machine can be interpreted as the ADN (Application Dedicated Node). The home gateway can be interpreted as the MN (Middle Node) and the home controller can be interpreted as the ASN (Application Service Node). The cloud server can be interpreted as the IN (Infrastructure Node).

· To enable this service, the home appliance operating in the local home network needs to register its information to the registration point, i.e., home gateway. Upon successful registration, the home gateway creates the device resources that can be manipulated by other devices such as the home controller. The home gateway provides the security and privacy preservation of the home appliance. The home gateway is not exposed to the home controller directly if the controller is out of the local home network due to security implementation. The home controller needs to register its information to the registration point, i.e., cloud server and the remote access of device resources can be handled by the cloud server.. (Registration)

· The home gateway is accessible for the home controller in the case of local access. The home controller can detect the home gateway in the local home network. The home controller connects with the home gateway through which it can access device resources of home appliances locally. (Detection)

· The home controller deregisters with the old registration point, i.e., the cloud server and registers with the new registration point, i.e., the home gateway. The device state and data information are transferred from the IN to the MN. The home controller switches its access mode of the home appliance from remote access to local access.
6.3.2.2
High Level Information Flows
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· 001. ADN1 and ADN2 register its information with the registration point, i.e., the MN. The MN and the ASN register its information with the registration point, i.e., the IN. Upon successful registration, the MN creates the device resources of ADN1 and AND2 that can be manipulated by the ASN.

· 002. At the time of T1, if the ASN needs to manipulate ADN2, it issues the request to the MN through the IN and then the MN transfers the request to ADN2.

· 003. The MN is accessible for the ASN in the case the ASN is in the local home network. The ASN detects its local home network and connects to the MN through which it can locally access home appliances.

· 004. The ASN deregisters with the IN while maintaining device state and data information. The ASN registers its information with the MN. With the device state and data information transferred from the IN to the MN, the ASN automatically switch the access model from remote access to local access.

· 005. At the time of T2, the ASN issues the request to the MN for manipulating ADN2, and then the MN transfers the request to ADN2.
6.3.3
Potential Requirements

· The oneM2M System shall provide the capability to notify M2M devices of the availability of alternative registration points (e.g., via different underlying networks) through which the M2M device can register.

· The oneM2M System shall enable a M2M device to de-register at an old registration point and re-register at a new registration point while maintaining device state and data information
6.4
Use case for Event management in Home Automation System
6.4.1
Overview

6.4.1.1
Description

Smart home service is usually provided using home automation system along with home monitoring system. For example, in the smart home system, the lights in a room turn on and off automatically as a person enters or leaves the room.

In home domain environment, there are various home appliances that are connected to a home gateway or a home server. Those home appliances can be managed and controlled through the home automation system/application. 

The oneM2M gateway/server can manage a number of registered home appliances such as window blinds, doors, thermostats, sprinklers, etc. Each home appliance should be managed and controlled by the oneM2M gateway/server in a harmonized way, in order to provide users with comfortable home environments.

For example, let us consider a home automation system which includes sprinkler, temperature sensor, moisture sensor, water main valve controller, etc. Let’s suppose that a fire breaks out in the house, and the temperature sensor detects the fire. As soon as this situation occurs, the home automation system activates the sprinkler to extinguish the fire. However, if the sprinkler sprays water for some time, this causes the moisture sensor to detect flooding of the floor. 

The information from the moisture sensor is regarded by the home automation system as flood conditions. The home automation system controls the water main to close. This causes the sprinkler not to work, and the house may be damaged by the fire. This kind of situation is not a desired situation in the home automation system. Therefore, when the home automation system is adapted in the oneM2M system, it should have some means to control home devices harmoniously.
6.4.1.2
Source

· KETI, InterDigital
6.4.1.3
Actors

· Home appliances 

include temperature sensors, moisture sensors, sprinklers, water main pumps, refrigerators, washing machines, etc. Every home appliance needs to register its registration information with a home server.

· Home gateway 

enables each home appliance to be connected through Zigbee, Bluetooth, Wifi, etc. and delivers data from the home appliances to the home server. It manages the resources based on the registration information of the home appliances.

· Home server

Is an oneM2M platform provided by a service provider in the infrastructure domain.

· Smart Pad

is able to gather sensing information from sensor installed in home environments and is a controller for actuators in home.

· Emergency system

Is a detection system regarding emergency situation and enables equipment and appliances to be controlled via the system
6.4.1.4
Pre-condition

· Every home appliance is registered with a home gateway, and the home gateway is registered with the home server. Each home appliance is controlled via the home gateway from smart pad and emergency system. The home gateway or home server manages the resources of home appliances.
6.4.1.5
Triggers

· None
6.4.1.6
Normal Flow
A fire breaks out in one of the rooms at home. In this situation, a temperature sensor detects the fire from one of the rooms.

Application in smart pad detects fire situation and control the sprinkler to be activated and spray water over the fire.

At this time, the floor of the room is getting flooded because of the water from sprinkler. A moisture sensor detects the water in the floor. 

Application in smart pad detects water alarm and controls the water main valve to close.

Because the application in smart pad does not support the capability of conflict resolving function regarding control of resources in home automation system

However, emergency system supports the conflict resolving capability and the emergency systems send control message with high priority and then water main valve opens and sprinkler is activated again.

Application in smart pad detects the water main open and try to control the water main close but the priority of control message from application in smart pad is lower than emergency system and hence, the control message from the smart pad is ignored and water main valve open until the fire is extinguished.
6.4.1.7
Post-conditions
· The fire is successfully extinguished, and home appliances are managed and controlled in a harmonious way.
6.4.1.8
High Level Illustration
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6.4.2
High Level Analysis
6.4.2.1
Functional Impacts


[image: image12]
· In oneM2M configurations, the sprinkler, the water main, the fire sensor, the water sensor, and the smart pad can be interpreted as ADNs (Application Dedicated Nodes). The home gateway and the home server can be interpreted as MN (Middle Node) and IN (Infrastructure Node). Emergency system can be interpreted as IN-AE.

· Each device registers its information with the home gateway and the home gate way and emergency system are registered with home server (Registration).

· The fire sensor and the water sensor report sensing information to the home gateway (Container creation, contentInstance creation).

· The sprinkler and the water main are connected to the home gateway and can be actuated by device management technology via the home gateway (Device control/device status check).

· The fire sensor sends information about fire detection in the room. The application in smart pad subscribed the fire sensor information and is notified with fire alarm. Using this information, the application in smart pad sends control message to activate the sprinkler (Device control based on sensing data).

· The water sensor detects water in the floor, and this information is also notified to the application in smart pad. Using this information, the application in smart pad sends control message and this causes the water main to close (Device control based on sensing data). 

· The emergency system subscribed the resources in the gateway and is notified with deactivation of sprinkler and water main valve close. Since the emergency system supports conflict resolving capability and hence, send the control message with high priority to activate sprinkler and water main valve open before the fire is extinguished. (Priority-based resource control)

· If oneM2M system support priority based resource control, the control message from emergency system is higher than the application in smart pad and hence the water main valve opens, and the sprinkler is activated again (Conflict management of control resources).
6.4.2.2
High Level Information Flows
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· 001: ADNs 1, 2, 3, 4, and 5 register their information with MN. MN is registered with IN and IN-AE also is registered with IN. ADNs 1 and 2 create container for their respective data in MN.

· 002: ADN5 and IN-AE create subscription resource in the MN in order to receive notification when new contentInstance is created.

· 003: The fire sensor (ADN1) detects fire, generates sensing data, and delivers the data to MN. This leads to the delivery of notification message to ADN5 and IN-AE.

· 004: Based on the delivered information, i.e. fire detection, the application in smart pad sent control message to the MN and the sprinkler (ADN2) is activated and sprays water over the fire.

· 005: The water sensor (ADN3) detects water on the floor, generates sensing data, and delivers the data to MN. This leads to the delivery of notification message to ADN5 and IN-AE.

· 006: Based on the delivered information, i.e. water detection, the application in smart pad sent control message to the MN and the water main (ADN4) valve is closed. This causes deactivation of the sprinkler.

· 007: The fire sensor (ADN1) and the water sensor (ADN3) report their data to MN repeatedly. The status of sprinkler and water main valve is reported to the MN. This information can be delivered to the IN-AE which previously subscribed to resources in MN.

· 008: Based on the sensing data from both fire and water sensors and the status of the sprinkler and water main valve, the IN-AE recognizes a conflicting situation regarding device control and resolves the conflict

· 009: The emergency system (IN-AE) sends the control message with high priority. The MN receives this message and then the water main valve open and sprinkler is activated. The control message (i.e. water main close) from ADN5 can be ignored because the priority is lower than the emergency system.
6.4.3
Potential Requirements

· The oneM2M system shall support capabilities for event management, e.g. capability for arbitration of the resulting processing.
6.5
Use case for Device Caching in Home Domain
6.5.1
Overview

6.5.1.1
Description

In home environments, various home appliances are used. Among the home appliances, some appliances such as fans, heaters, and air conditioners are only used during certain seasons of the year. 

In oneM2M system, every device registers its information with the oneM2M system in order to receive oneM2M services. Therefore, when a device is powered on, the device needs to check whether it is registered with the oneM2M system or not. 

For example, consider a scenario where an air conditioner is registered with a home gateway, and the home gateway is registered with a home server in infrastructure domain. Usually, the air conditioner is actively used in summer, rarely used in autumn, and never used in winter.

The air conditioner will be inactive in winter. Since the device is not used, it would be beneficial to remove the air conditioner related resources from the home gateway so that it is not discovered or accessed. 

If the air conditioner is to be used again next summer, the air conditioner needs to register its information with the gateway or server again because the registration information was deleted. 

However, this will be a reoccurring process of deleting and reinstating the same resources repeatedly over time. Hence, this kind of re-registration process can be an additional overhead to oneM2M system.
6.5.1.2
Source

· KETI
6.5.1.3
Actors

· Home appliances

are common, general home appliances, such as lighting, refrigerator, washing machine, etc. Specific home appliances are actively used during certain seasons of the year only (e.g. fan, air conditioner, heater, hot-air blower).

· Home gateway

is a device which supports communication technology enabling each home appliance to be connected via Zigbee, Wifi, Bluetooth, etc. and each home appliance can register its information with the home gateway.

· Home server

is a oneM2M platform provided by a service provider in the infrastructure domain. The home gateway registers its information with the home server.
6.5.1.4
Pre-condition

· An air conditioner is registered with a home gateway, and it is actively used in the summer. The home gateway is registered with home server.
6.5.1.5
Triggers

· None
6.5.1.6
Normal Flow
The air conditioner is rarely used in autumn and not used at all in winter. Since the air conditioner is not used in winter, the air conditioner related registration information in the home gateway is not accessed. 

In this situation, it would be beneficial from the resource usage point of view to remove the air conditioner related information from the home gateway since there is no need to discover or access the air conditioner resources in winter. However, in summer, the air conditioner resources need to be reinstated. This would be a cyclic processes, repeating every year. Therefore, the registration information should not be deleted permanently.

If the home gateway supports caching mechanism regarding its registered information, the inactive device’s information can be moved to a temporary repository. (Home server also supports caching mechanism regarding its registration information e.g. home gateway or home appliances directly registered with home server)

In this scenario, to support cache mechanism, the home gateway may move the resources regarding the air conditioner to a cache-bin.

When summer comes, the air conditioner is used again and starts running. At this time, the home gateway becomes aware of the re-activation of the air conditioner and recovers the resources regarding the air conditioner from the cache-bin. 

After restoring all cached information, the air conditioner provides oneM2M services by using the recovered registration information.
6.5.1.7
Post-conditions
· The air conditioner provides oneM2M services by using its registered information, and it also updates its resources. It runs normally as part of the oneM2M system.
6.5.1.8
High Level Illustration
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· In oneM2M configurations, the washing machine, the air conditioner, and the heater can be interpreted as ADN (Application Dedicated Node). The home gateway and the home server can be interpreted as MN (Middle Node) and IN (Infrastructure Node), respectively.

· Each home appliance needs to register its information with the home gateway. The relevant resources are created in the resource tree of the home gateway. When the registration resource is created in the home gateway, the attribute value related to its cache intention is set. (Registration).

· The resource tree of the home gateway supports a cache bin structure which can be used for saving resources temporarily (Resource cache bin).

· When the registered resources need to be deleted due to its inactivity, the home gateway checks the attribute value representing cache intention. If the attribute value is set, the home gateway moves the registered information relevant to the air conditioner to the cache bin (Resource Caching).

· When the air conditioner is used again, the home gateway recovers the relevant registered information from the cache bin (Resource Recovery).
6.5.2.2
High Level Information Flows
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· 001: ADNs1, 2, and 3 register their respective information with MN. In addition, MN registers its information to the IN.

· 002: The air conditioner (ADN1) generates data and sends its data to the home gateway (MN). The resource regarding ADN1 in the MN is updated and refreshed.

· 003: The air conditioner is not used for some period of time (e.g. winter season). The MN detects this situation and caches the resources relevant to the air conditioner to its cache bin.

· 004: When the air conditioner (ADN1) is used again (e.g. summer season), the air conditioner sends its data to the home gateway (MN)

· 005: The home gateway (MN) detects that the air conditioner is active again and restores the resources relevant to the air conditioner (ADN1) from the cache bin.
6.5.3
Potential Requirements

· The oneM2M system shall support resource caching of registered M2M Devices. Resource caching is a mechanism through which the oneM2M system retains resources of a registered M2M Device in temporarily inactive state by moving the resources to a temporary storage e.g. cache bin.

· When a M2M Device registers to the oneM2M system, the M2M Device shall be able to provide information on its intention to cache resources. 

· When a M2M Device becomes active again, the oneM2M system shall be able to restore all previously cached resources.
6.X
Use Case X
Editor’s Note: Individual use cases go here. Sections 6.x.1.1 to 6.x.1.8 follow the same format as in the Use case TR. Section 6.x.1 Overview shall be a oneM2M architecture agnostic. 

6.X.1
Overview

6.X.1.1
Description

<Text>
6.X.1.2
Source

<Text>
6.X.1.3
Actors

<Text>
6.X.1.4
Pre-condition

<Text>
6.X.1.5
Triggers

<Text>
6.X.1.6
Normal Flow
<Text>
6.X.1.7
Post-conditions
<Text>
6.X.1.8
High Level Illustration
<Text>
6.X.2
High Level Analysis
Editor’s Note: This section provides a high level analysis on how oneM2M can be used to enable the proposed use case. It provides a mapping of oneM2M technology to the particular use case.
6.X.2.1
Functional Impacts

Editor’s Note: The functional impacts provide a first-cut analysis of the functionality affected by (or proposed by) the use case. It should describe the oneM2M entities (AND, ASN, …) and functions (discovery, registration, security …) proposed to implement [parts of] the use case. Where appropriate, functionality that is not available in oneM2M Rel-1 but is proposed to be standardized in a subsequent release should be indicated.

<Text>
6.X.2.2
High Level Information Flows

Editor’s Note: This section should contain flow diagram(s), illustrating the information flow among oneM2M entities to support the use case.

<Text>
6.X.3
Potential Requirements

Editor’s Note: List of potential requirements that are proposed to be supported by the oneM2M System beyond oneM2M Release 1 to support the functional impacts derived in 6.x.2.

<Text>
7
Overview of Potential Requirements

Editor’s Note: This section summarizes all potential requirements on the oneM2M System from sections 6.x.3 with editing and merging as needed. Potential requirements should not contain architectural considerations.
<Text>
8
Architecture Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to architecture through joint work with WG2. Methodology is TBD.
<Text>
9
Security Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to security through joint work with WG4. Methodology is TBD.
<Text>
10
Abstraction and Semantics Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to Abstraction and Semantics through joint work with WG5. Methodology is TBD.
<Text>

11
Management Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to Management Capability through joint work with WG5. Methodology is TBD.
<Text>
12
Conclusions

Editor’s Note: This section summarizes contents from each section and describes the usefulness and applicability of this Technical Report.
<Text>

The following text is to be used when appropriate:

Annex <A>:
Title of annex

<Text>
Annex <B>:
Title of annex
<Text>

B.1
First clause of the annex

<Text>

B.1.1
First subdivided clause of the annex

<Text>
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