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1 Introduction

This contribution proposes the Technology Trends in Industrial Domain of TR-0018 section 5.2. 
--------------------- Start of proposed modified text -------------------
5.2 Technology Trends in Industrial Domain
To accelerate the update of manufacturing systems, many worldwide organizations have been established and started making efforts. 
In IEC (International Electrotechnical Commission), Standardization Management Board (SMB) of IEC set up a Strategy Group, SG8 to deal with a number of tasks related to Smart Manufacturing on June 2014. [1]
Table 5.2-1 Industrial Domain Research in IEC SMB SG8 [2]
	Mission & Scope
	•
Develp a function model/reference architecture that helps to identify gaps in standardization based on to-be-collected use cases

•
Develop a common strategy for the implementation of Industry 4.0

•
Extend standards towards:  environmental conditions,  security, properties,  energy efficiency, product and functional safety

	Technical Keywords
	•
Industrial process measurement, control and automation

•
Application: semantics relationships descriptive technologies
•
Services: web services /SOA repositories /clouds dependable connections
•
Communication: data access real-time communications


IIC (Industrial Internet Consortium) was founded in March 2014 to bring together the organizations and technologies necessary to accelerate growth of the Industrial Internet by identifying, assembling and promoting best practices.  [3]
Table 5.2-2 Industrial Domain Research in IIC [4] [5]
	Mission & Scope
	•
Productivity and efficiencies can be improved by production process governing themselves with intelligent machines and devices

•
Real time data report from handheld digital device

•
Wearable sensors track location of employees in case of emergency

•
Future scenarios: new steering instruments will interlink things to ensure the entire value chain and trigger adjustments on the factory floor in case of chain changing; raw materials will be programmed to record standard process and their customer to realize automatic customization.

	Technical Keywords
	•
Representative use case areas include connectivity, logistics, transportation, and healthcare
•
Key capabilities system characteristics including resilience, safety and security. (such as key system characteristic, intelligent and resilient control, operations support, connectivity, integration and orchestration, security, trust and privacy, and business viewpoint)

•
Data management and analytics
•
Security: endpoint security, secure communications and  security management and monitoring (currently focused on  general security use case)


IEEE P2413 defines an architectural framework for the Internet of Things (IoT), including descriptions of various IoT domains including industrial domain and is sponsored by the IEEE-SA. [6]
Table 5.2-3 Industrial Domain Research in IEEE P2413 [7] [8]
	Mission & Scope
	•
Ranges from the connected consumer to smart home & buildings, e-health, smart grids, next generation manufacturing and smart cities
•
Promote cross-domain interaction instead of being confined to specific domains

	Technical Keywords
	•
Energy efficiency during data transmission

•
Areas of interest: industrial Internet, cross sector common areas, common architecture, security safety privacy


SMLC (Smart Manufacturing Leadership Coalition) is a non-profit organization committed to the development and deployment of Smart Manufacturing Systems. SMLC activities are built around industry-driven development, application and scaling of a shared infrastructure that will achieve economic-wide impact and manufacturing innovation. [9]
Table 5.2-4 Industrial Domain Research in SMLC [10] 
	Mission & Scope
	•
To build a cloud-based, open-architecture platform that integrates existing and future plant level data, simulations and systems across manufacturing seams and orchestrate business real time action.

	Technical Keywords
	•
Cloud-based networked data
•
Enterprise real-time
•
Plant level data

•
Information & action
•
Security 


Based on the information above and current oneM2M architecture, below techology trends are becoming more and more important: 

· Data management and analytics

In some industrial organizations, data management  and data analytics are independent layers for data processing (such as filtering and catalogue management) and data analytics. Since large amounts of data are generating in industrial scenarios, further functionality design for data management and data analytics CSFs may need to be considered in oneM2M.

· Real-time command and control

M2M technologies enabled real-time response manufacturing practices in complex supplier networks. Realizing real-time command and control by highly available and time critical technologies will bring benefits to process automation and supply chains optimization. Use cases with real-time command and control feature may need to be considered in oneM2M. Additionally, requirements from these use cases may need to be noticed.
· Connectivity

Since connectivity in industrial domain must co-exist and evolve with legacy protocols, legacy connectivity (both wired and wireless) and legacy wiring, connectivity for manufacturing processes need to be considered, which may impact on NSE functionalities. 

· Security

Increased networking and wireless technologies are the main security concerns for industrial companies. Undoubtedly, the risk trade-off will not stop companies from manufacturing evolution. Thus a renewed risk management and security ensuring for industrial domain may need to be considered.

Meanwhile more trends such as web services over M2M devices and protocols in industrial domain will be further tracked and analyzed. 
--------------------- End of proposed modified text ---------------------
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