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This document is the detailed description of Clause 8 “High Level Architecture” in TR-0018. 
R01: update based on the  comments on meeting.

R02: update the figure8.2 and add a reference at section 2,2
2
References

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references,only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

Not applicable.

2.2
Informative references
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  

[i.2]

oneM2M TS0011, “Definitions and Acronyms” 

[i,x]
oneM2M TS-0001 "Functional Architecture"

8. High Level Architecture
The seven use cases in the industrial domain discussed in this document are listed in Table 8-1.

Table 8-1: Use cases in the industrial domain
	Use case No.
	Title
	Description

	1
	An industrial use case for on-demand data collection for factories
	See clause 6.1

	2
	Integrity of data collection monitoring
	See clause 6.2

	3
	Data process for inter-factory manufacturing
	See clause 6.3

	4
	Aircraft construction and maintenance
	See clause 6.4

	5
	Real Time Data Collection
	See clause 6.5

	6
	Data encryption in industrial domain
	See clause 6.6

	7
	QoS/QoI monitoring in industrial domain
	See clause 6.7


The deployments which support these use cases require the use of M2M Devices which use broadcasting mode through the PLC or DCS.The following sections  provide the high level oneM2M architecture mapping for these deployments  .

8.1 Deployment Mapping Using IPE
Table 8.1-1 lists the mapping relationship between actors in industrial domain and nodes in oneM2M domain. Those devices under the M2M Gateway are non-oneM2M devices which can be mapped into the M2M Area Network. In this case ,the M2M Gateway which is mapped to the MN shall implement the Inter-working Proxy Application Entity (IPE).
Table 8.1-1: Mapping relationship 1
	Use case No.
	Actors in the use case
	oneM2M Node

	1, 2, 3, 4, 5, 6, 7
	Application and M2M service platform
	IN

	1, 2, 3, 5, 6, 7
	M2M Gateway
	MN

	
	M2M Devices (PLC/DCS, sensors) and Intra-factory network
	Non-oneM2M Device in M2M Area Network

	4
	WiFi gateway
	MN

	
	Power tools and underlying network (WiFi)
	Non-oneM2M Device in M2M Area Network


Figure 8.1-1 illustrates Deployment Mapping Using  IPE.
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Figure 8.1-1 Deployment Mapping Using IPE
8.2 Deployment Mapping Using Peer-to-Peer Communication
Table 8.2-1 lists the mapping relationship between actors in industrial domain  and nodes in oneM2M domain. In this case, all of the actors are assumed to be oneM2M compliant nodes.

Table 8.2-1: Mapping relationship 2
	Use case No.
	Actors in the use case
	oneM2M Node

	1, 2, 3, 4, 5, 6, 7
	Application and M2M service platform
	IN

	1, 2, 3, 5, 6, 7
	M2M Gateway
	MN

	
	M2M Devices (PLC/DCS, sensors)
	ADN/ASN

	4
	WiFi gateway
	MN

	
	Power tools 
	ADN/ASN


Figure 8.2-1 illustrates Deployment Mapping for Peer-to-Peer Communication. In the existing factory production line, M2M Devices with PLC/DCS will support peer-to-peer communication, which means data can be exchanged among nodes directly. Note that  peer-to-peer communication between CSEs of different ASNs is currently not supported by oneM2M architecture deployment (see 6.1 [i.x]) . 
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Figure 8.2-1 Deployment Mapping Using Peer-to-Peer Communication

8.2 Conclusion
Since M2M Devices with PLC/DCS need to support peer-to-peer communication,  the existing reference enhancement  between CSEs of different ASNs shall be considered in the future oneM2M releases.
© 2015 oneM2M Partners
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