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This document is the description of Clause 5 “Introduction to Vehicular Domain” in TR-0026

5
Introduction to Vehicular Domain
5.1
Vehicular Domain Overview
Existing ITS (Intelligent Transport Systems) services in automotive industry have been provided through the architecture which is composed of connected vehicles to various infrastructures such as the ETC (Electronic Toll Collection) service, VICS (Vehicle Information and Communication System) or telematics service centers. Those systems have been growing by improving mobility convenience for drivers. However, the infrastructure systems are required  to change  and become more collaborative , in order to meet rising social demands such as energy saving, traffic congestion resolution and fatal accidents avoidance.

The changing trends are enabledby improvements of IT technologies such as V2V/V2I (Vehicular to Vehicular/ Vehicular to Infrastructure) communication, cloud systems or OSS (Open Source Software). The new M2M architecture for vehicle domain described in this TR accelerates wide collaboration between not only auto manufacturers or suppliers but also between telecommunication providers or government, which results in improvement of safety, comfortability and eco-friendliness. Figure 5.1-1 is an example of reference architecture.
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Figure 5.1-1 Vehicular Domain Architecture
In this architecture, vehicles can connect to various services via M2M systems. Gateways which collect sensing data could be located  both inside (left of figure) and outside of the vehicle (centre of figure). A vehicle may act as a gateway and collect also data generated by sensors located outside of a vehicle (right of figure). Furthermore vehicles may connect to each other and a vehicle may connect to services via other vehicles. 

This vehicular domain architecture provides the basic functions for analyzing huge amounts of data collected from large number of vehicles which makes it possibleto create future services as a result of collaboration with other industries. 

Furthermore, multiple security levels according to features of collected data make it possible to provide critical control and management for vehicles such as remote maintenance or automated driving control via communication networks.
5.2
Technology Trends in Vehicular Domain
In order to develop vehicular domain architecture as ITS  platform, many worldwide organizations are discussing technology and standardization related to this field.

ISO (International Organization for Standardization) is an international standard-setting body which standardized technologies for ITS systems through the work of TC (Technical Committee)  204 (ITS) and 22 (Road Vehicles). In recent years,  ISO has focused on CITS (Cooperative ITS) using V2V/V2I communication for some new services such as automated driving and Urban ITS which improves mobility in urban area. Furthermore, it has made an effort to develop gateways between in-vehicle area network and nomadic devices like smartphones.
ITU-T (International Telecommunication Union Telecommunication Standardization Sector) is one of the three sectors of the ITU and it coordinates standards for telecommunications. In SG16 (multimedia) of  ITU-T, VGP (Vehicle Gateway Platform) has been standardized in terms of telecommunication. In particular, reference architecture and functional architecture based on supposed applications and interface protocol to vehicles or ICT devices are discussed. 

ETSI (European Telecommunications Standards Institute) is a standardization organization in the telecommunications industry (equipment makers and network operators) in Europe. In TC (Technical Committee) ITS, standards, specifications and other deliverables to support the development and implementation of ITS Service provision across the network have been developed. The scope includes communication media, and associated physical layer, transport layer, network layer, security, lawful intercept and the provision of generic web services.  

The W3C (World Wide Web Consortium) is the main international standards organization for the World Wide Web. In 2013, it has established the Automotive and Web Platform Business Group and prepared a draft of Vehicle Information Access and Vehicle Data Spec. Currently these topics are in discussion to standardize in the Automotive Working Group. Respond to the growing needs of web services for a connected car, the W3C focuses on interfaces for application vendors to accsess vehicle data using a standard and secure method.

In reference to V2V/V2I commnication technologies which support M2M services in vehicular domain,  DSRC (Dedicated Short Range Communications) has been discussed in ITU-R (International Telecommunication Union Radiocommunications Sector) and IEEE (The Institute of Electrical and Electronics Engineers). Moreover cellular communication for vehicular domain is also discussed in 3GPP (Third Generation Partnership Project). These wireless communication technologies are expected to resolve some problems such as cost, coverage, latency and power consumption.,  while an  unified communication standard is expected to accelerate the growth of M2M services in business. 

Table 5.2-1 Vehicular Domain Standards
	No
	Organization
	Sector
	Focus point
	Major topics

	1
	ISO
	TC204, TC22
	ITS services 
	Cooperative System, 
In-vehicular gateway

	2
	ITU-T
	SG16
	Telecommunication
	Vehicle Gateway Platform,
Communication protocol

	3
	ETSI
	TC ITS
	Network system, 
Radio Technique
	Cooperative ITS, DSRC

	4
	W3C
	Automotive WG
	Web services
	Web-API for vehicles

	5
	ITU-R
	SG5/WP5A
	Wireless communication
	V2V/V2I communication (DSRC)

	6
	IEEE
	802.11p + P1609
	Wireless communication
	V2V/V2I communication (DSRC)

	7
	3GPP
	-
	Wireless communication
	V2V/V2I communication (Cellular)


5.3
The focus of oneM2M in Vehicular Domain
In thecontext of progress achieved through  various standardization efforts, oneM2M has established a common platform which can be used for information transport functions between vehicles and backend servers to satisfy vehicular domain requirements, and which does not depend on a specific application or service. Especially, the focus points of oneM2M are the following service functions.

· Data management
Since vehicles may move fast, the operation and management in this domain will be dynamic, complex and difficult. For example, if the nodes located on roadside act as gateway, status of a connection between device and gateway is varying frequently. Therefore, management of data (including sensing and device information, data streams) as well as filtering and preprocessing functions (at devices or gateways) are required in order to provide  efficient analysis services in the complicated enviroments.
· Communication management
M2M services in vehicular domain need to deal with many and widespread devices. On the other hand, the target devices of the operation are depending on the services. For instance, it is expected that the content is distributed to the vehicles in a specific geographical area. Therefore, the communication management function is needed to select appropriate communication protocols and modes (e.g. unicast, multicast or broadcast), according to features of data, for efficient utilization of network resources.
· 

· Location
Geographical location information is important in vehicular services.  To improve safety, up-to-date location information is important for collision avoidance. Therefore, accurate location providing/managing functions are needed in this vehicular domain. Furthermore, the inherent node mobility in the vehicular domain creates greater variability in the services available along the way. Mobility management functionality is required to allow maintaining the vehicular services as the node moves, and to provide means for selection and migration of services between nodes.
· Security

To mitigate the life-threatening risk resulting from malicious control and management of vehicles via network, components of vehicular services should support strict authentication functionality. Furthermore  integrity and encryption functionality for communication are required,  with considerration for on system  scalability and resource constraints  at the devices.  
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