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This document provides Clause 10 “Conclusion” in TR-0018. 
10
Conclusion
The use cases of industrial domain mainly include the communication and interaction of intra-factory and inter-factory, in which, effective collaboration between factories is achieved based on the connectivity provided by M2M technologies, and collected field data from all factories is used to make accurate decisions and timely responses. These use cases need oneM2M system to support the requirements such as collecting field data from factories and supporting new data type (e.g. time series data), monitoring the status of underlying network to satisfy the QoS of applications and classifying application data into various security levels.
To support above use cases and requirements of industrial domain by oneM2M common service layer, industrial domain systems are integrated with oneM2M architecture. And enhancement of oneM2M architecture shall be considered, such as introducing new resource types for implementing time series data and enhancing existing reference between CSEs of different ASNs to support peer-to-peer communication for manufacturing requirements. These functionalities need to be taken into account in future oneM2M specifications in order to deploy industrial service based on oneM2M system.
Besides, specific security requirements are summarized. For the best practice of deploying industrial service, enhancement of existing security solutions shall be considered in future oneM2M specifications, such as supporting end to end security and classifying application data into various security levels.
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