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5.3 The focus of oneM2M in Vehicular Domain
The M2M architecture for vehicle domain described in this TR accelerates wide collaboration between not only auto manufacturers or suppliers but also between telecommunication providers or government, which results in improvement of safety, comfortability and eco-friendliness. Figure 5.1-1 is an example of reference architecture.
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Figure 5.1-1 Vehicular Domain Architecture
In this architecture, vehicles can connect to various services via M2M systems. Gateways which collect sensing data could be located  both inside (left of figure) and outside of the vehicle (centre of figure). A vehicle may act as a gateway and collect also data generated by sensors located outside of a vehicle (right of figure). Furthermore vehicles may connect to each other and a vehicle may connect to services via other vehicles. 
This vehicular domain architecture provides the basic functions for analyzing huge amounts of data collected from large number of vehicles which makes it possible to create future services as a result of collaboration with other industries. 
Furthermore, multiple security levels according to features of collected data make it possible to provide critical control and management for vehicles such as remote maintenance or automated driving control via communication networks.
In the context of progress achieved through various standardization efforts, oneM2M is continuing to develop a common platform which can be used for information transport functions between vehicles and backend servers to satisfy vehicular domain requirements. The following capabilities are of key importance to the vehicular domain.
· Data management

Since vehicles may move fast, the operation and management in this domain will be dynamic, complex and difficult. For example, if the nodes located on roadside act as gateway, status of a connection between device and gateway is varying frequently. Therefore, management of data (including sensing and device information, data streams) as well as filtering and preprocessing functions (at devices or gateways) are required in order to provide  efficient analysis services in the complicated enviroments.
· Communication management
M2M services in vehicular domain need to deal with many and widespread devices. On the other hand, the target devices of the operation are depending on the services. For instance, it is expected that the content is distributed to the vehicles in a specific geographical area. Therefore, the communication management function is needed to select appropriate communication protocols and modes (e.g. unicast, multicast or broadcast), according to features of data, for efficient utilization of network resources.
· Location
Geographical location information is important in vehicular services. To improve safety, up-to-date location information is important for collision avoidance. Therefore, accurate location providing/managing functions are needed in this vehicular domain. Furthermore, the inherent node mobility in the vehicular domain creates greater variability in the services available along the way. Mobility management functionality is required to allow maintaining the vehicular services as the node moves, and to provide means for selection and migration of services between nodes.
· Security
To mitigate the life-threatening risk resulting from malicious control and management of vehicles via network, components of vehicular services should support strict authentication functionality. Furthermore  integrity and encryption functionality for communication are required,  with considerration for on system  scalability and resource constraints  at the devices.  
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