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Currently, use cases descriptions in TR0026 do not cover timings for IoT data delivery nor reliability of data delivery.
Proposal 1: Adding timing description for each of use cases as another heading, on par with current ‘Description’, ‘Source’,. ‘Actors’, …

Timings are essential in case of time critical IoT applications, like for example autonomous driving. In that case, latancy requiremetns for data exchange, but laso including data processing in vehicle when creating world model are strict. 

Purely as example, thus non-normative, latency for dat sent by one vehicle to another vehicle MUST be less than 100ms. 

Further, some other application do not have strict timing requoirements, and in that case we can describe them as ‘non-time ciritcal’ and in such way can  treat them as best-effort delivery without latency requrements.

Proposal 2: If proposal 1 is accepted, define timing categories acceptable for OneM2M.

Proposal 3: Proposed categories for timings are:

· Safety critical

· Best-effort

· Best-effort with optional time delivery limit (drop if not deliverd within …)
Proposal 4: Adding reliable delivery of IoT data description for each of use cases as another heading, on par with current ‘Description’, ‘Source’,. ‘Actors’, …

Reliable delivery of data is essential in case of time critical IoT applications, like for example autonomous driving. When having tight latency requirements, in those cases retransmissions of data might not be acceptable, and vehicle will create its world model on bases on available data. Missed packet which arrives late adds little value to creation of world model. 

For example, location of my vehicle, traveling at speed of 120kmh is time sensitive. If retransmitted packet arrives 200ms too late, that translates to 33m difference in location.

Proposal 5: If proposal 4 is accepted, define reliable delivery of IoT data categories acceptable for OneM2M.

Proposal 6: Proposed categories for reliable delivery of IoT data are:

· Safety critical

· Best-effort

· Best-effort with optional time delivery limit (drop if not deliverd within …)
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