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Introduction
This change improves the Potential Solutions for the Key Issues chapter in the Vehicular Domain Enablement technical report. 
-----------------------Start of change 1-------------------------------------------
10
 Potential Solutions for the Key Issues

Editor’s Note: This clause summarizes solutions for the Key Issues. Each solution is captured in a separate clause.
Due to the high mobility that a vehicular domain oneM2M system has to handle, the potential solutions to the key issues; location, AE contact maintenance, registration management and security, depend on the cooperation and interaction of the oneM2M system components. The behaviour of the components will change depending on the vehicular architecture deployed. This chapter describes potential solutions for the issues presented.
10.1 Solution A 
10.1.1 Solution Description

Editor’s Note: This clause provides a description of the solution
Although the architectures for vehicle domain  that have been discussed differ slightly, the big differences arise from how much competing information the principal MN-CSE handling the MN-AE can obtain. It is also important to take into consideration that the location information can only be successfully propagated if key issue 2 and 3 are correctly being handled, Taking that into account, we can outline a very basic procedure below:
Step 1: The MN-AE receives a signal from MN-CSE that the current connection is weakening. The MN-AE begins de-association procedures.
Step2: With the MN-AE de-association complete, the MN-CSE disconnects from the current point of attachment
Step 3: The MN-CSE surveys the surrounding area for updated location information, be it from nearby MN-CSEs and their MN-AEs or from collected data obtained via non-oneM2M interfaces. 
Step 4: The MN-CSE searches for a new IN-CSE. 
When a valid IN-CSE is found, the MN-CSE begins its re-association.
Step 5: With the MN-CSE re-associated, the MN-AE attempts re-registering into the whole system, asking to be validated by the IN-CSE. The previous URI used by the MN-AE is transmitted in the re-registry to the IN-CSE.
Step 6: The IN-CSE being used for registering allocates a new URI for the registering MN-AE.
Step 7: The IN-CSE being used for registering examines all services that contain the URI handed by the re-registering MN-AE. A  Notify request with the new URI information is transmitted to surrounding IN-CSEs and other MN-CSEs.
Step 8: Surrounding IN-CSE and MN-CSE will update URI information, ensuring that future requests are forwarded to the new URI.                                                                                                                                                                                                                   
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10.1.2 Solution Applicability

Editor’s Note: This clause specifies which Key Issues are resolved using this solution
This solution applies to Key Issue 1, 2 and 3.
10.2 Solution B 
10.2.1 Solution Description

In the communications between different types of MN-CSE and IN-CSE, with a heterogeneous assortment of computational resources, there is a need to be able to choose a suitable method to secure communication that balances security with resource usage.
In an oneM2M system, we believe that a mechanism to negotiate the encryption method would solve this issue. The basic procedure for this negotiation is shown below:
Step 1: An MN-CSE wishing to transmit to another MN-CSE or IN-CSE sends encryption methods available to use.
Step 2: The receiving MN-CSE or IN-CSE obtains the available encryption methods and chooses a particular encryption method suitable to its current situation and signals this information to the originating MN-CSE.
Step 3: The originating MN-CSE accepts the chosen encryption method or returns to step 1 with a reduced list of encryption methods available.
Step 4: If both entities agree on the encryption method, then the negotiation for the use of the encryption method begins. Once this negotiation finishes, secure communication between the entities can begin.


10.2.2 Solution Applicability

Editor’s Note: This clause specifies which Key Issues are resolved using this solution
This solution applies to Key Issue 4.
-----------------------End of change 1---------------------------------------------
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