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Introduction
This contribution proposes editorial update.for TS-0002.
-----------------------Start of change 1-------------------------------------------

6.6
Operational Requirements
Table 11: Operational Requirements
-----------------------End of Change 1 ---------------------------------------------

-----------------------Start of change 2-------------------------------------------

	OSR-123
See REQ-2017-0031R05
	The oneM2M System shall enable exchange of information with the intended vehicles by unicast, multicast and/or broadcast.
	 Partially Implemented 

(Note 23)

	OSR-124
See REQ-2017-0031R05
	The oneM2M System shall be able to transfer time critical information. . For example for feeding back current road states to automatic driving control,the feedback time should be less than a few seconds (the distance between vehicles normally corresponds to a few seconds) to avoid unnecessary speed down/stop of following vehicles. (Note 24)
	Rel-3/ future releases?

	OSR-125
See REQ-2017-0031R05
	The oneM2M System shall be able to guarantee its reliability in order to receive/feedback messages from/to related M2M Devices (e.g. for Vehicular Domain) . (Note 24)
	Rel-3/ future releases?

	OSR-126
See REQ-2017-0031R05
	The oneM2M System shall enable sharing of service information between devices/GWs based on proximity. (Note 24)
	Rel-3/ future releases?

	OSR-127
See REQ-2017-0031R05
	The oneM2M System shall enable sending and receiving of service information between devices/GWs with minimized interruption. (Note 24)
	Rel-3/ future releases?

	OSR-128
See REQ-2017-0031R05
	The oneM2M System shall support mobile/portable M2M Gateway and/or Device.
	Rel-3/ future releases?

	OSR-129
See REQ-2017-0031R05
	The oneM2M System shall enable changing of the reporting (or subscription) mechanisms and/or configurations related to a service.
	Rel-3/ future releases?

	OSR-130
See REQ-2017-0031R05
	The oneM2M System shall support triggering M2M Devices for on-demand reporting regarding collected data.
	Rel-3/ future releases?

	OSR-131
See REQ-2017-0031R05
	The oneM2M System shall enable the M2M Infrastructure to facilitate direct communication between two or more different M2M devices without having registered with one another.
	Rel-3/ future releases?

	OSR-132
See REQ-2017-0031R05
	The oneM2M System shall be able to verify geographical location information from moving objects regardless of information accuracy.
	Rel-3/ future releases?

	OSR-133
See REQ-2017-0031R05
	The oneM2M System shall be able to verify time synchronization 
	Rel-3/ future releases?

	OSR-134
See REQ-2017-0031R05
	The oneM2M System shall be able to coordinate end-to-end reliable communications for applications that can have safety impacts.
	Rel-3/ future releases?

	NOTE 1:
The set of features or APIs to be supported depends on the M2M Common Services and access to available APIs.

NOTE 2:
The relation M2M Network Application to M2M Device/Gateway may be 1:1, 1:n, n:1 and/or n:m.

NOTE 3:
No roaming on M2M Service level is assumed by this requirement.

NOTE 4:
M2M Service Subscriptions are not Application subscriptions (e.g. Home Energy Management).

NOTE 5:
Transparent exchange of information implies information that is mainly interpreted by the M2M Application and the Underlying Network Provider.

NOTE 6:
Based on the Event Categories and via interworking with Underlying Networks, the oneM2M System can support differentiated services (by providing Quality-of-Service) requested by M2M Applications.

NOTE 7:
Geographical location information can be more than simply longitude, latitude and Geo-fence event.
NOTE 8:
"means" above does not imply only technical mechanisms, e.g. there is no protocol version negotiation.
NOTE 9:
In Rel-1 only GBA and localization are available.

NOTE 10:
Rel-1 covers: Location, Charging and billing services, Configuration and management of devices, Device information and profiles, Triggering.

NOTE 11:
This requirement applies to M2M Devices but not to devices interworked via M2M Area Networks.

NOTE 12:
Based on device triggering.

NOTE 13:
No Support for streamed communication.

NOTE 14:
Limitations to trigger (via Tsp interface) devices in a roamed-to network.

NOTE 15:
Detail syntax to describe Dynamic Context is not specified.

NOTE 16:
It is possible to deliver CoAP over SMS, but currently SMS message delivery interfaces are not explicitly defined.

NOTE 17:
For example, if the battery of Gateway is remained only 10% or below, the Gateway notifies the M2M service platform of the status. The M2M Application in the Infrastructure node will adjust the scheduling of reporting and notification based on the Event Categories associated with each message. Consequently, the M2M Gateway operates longer.
NOTE 18:
Void.

NOTE 19:
Only the M2M Service Administrative State can be notified. M2M Service Operational Status is not implemented.

NOTE 20:
This can be implemented based on preconfigured access rights.

NOTE 21:
In Rel-1 this is supported by means of the Mca interfaces, mapping the new service module to an AE.
NOTE 22:
In Rel-2 data are stored in the CSE but never get retrieved by other entities except by subscribe/notify mechanism.
NOTE 23: Unicast communications have been implemented in Release 1

NOTE 24: Definition of “real time” and how to specify timing and reliability requirments is TBD.




-----------------------End of Change 2 ---------------------------------------------

-----------------------Start of change 3-------------------------------------------

	SER-070
See REQ-2017-0030R05
	The oneM2M System shall be able to support security mechanisms to protect cryptographic keys and cryptographic operations by using tamper resistant elements such as TPM (Trusted Platform Module), HSM (Hardware Security Module) and SIM (Subscriber Identity Module).
	Partially Implemented Note 7

	SER-071
See REQ-2017-0030R05
	The oneM2M System shall be able to support  processing and granting of requests based on  access rights of a resource if the required conditions are met
	Implemented in Rel-1

	SER-072
See REQ-2017-0030R05
	The oneM2M System shall provide privacy protection mechanisms at the central server.
	Implemented in Rel-2

	SER-073
See REQ-2017-0031R05
	The oneM2M system shall be able to support authentication using device key and the integrity check ofM2M Device(s).
	Rel-3?

	SER-074
See REQ-2017-0031R05
	The oneM2M system shall be able to support anonymization of the t information being provided, when requested by M2M Applications..
	Rel-3/ future releases?

	SER-075
See REQ-2017-0031R05
	The oneM2M system shall be able to request the Underlying Network to perform, on behalf of the oneM2M System, privacy policy decisions concerning the location information, if the location information is obtained by the Underlying Network location service.
	Rel-3/ future releases?

	SER-076
See REQ-2017-0031R05
	The oneM2M System shall apply appropriate security levels  for Applications that can have safety impacts (e.g. protection from malicious attacks)
	Rel-3/ future releases?

	NOTE 1:
The above requirement does not cover items outside of the oneM2M System, e.g. Underlying Networks.

NOTE 2:
Geographical location information can be more than simply longitude and latitude.

NOTE 3:
Partly supported for Impersonation attacks not supported for Replay attacks.
NOTE 4:
The oneM2M System has no means to verify a subscriber's consent. This requirement is only fulfillable at application level.
NOTE 5:
Regarding remote provisioning, Release 1 supports remote provisioning of symmetric key credentials only.
NOTE6:   An M2M device may include e.g. firmware managed by an OEM vendor, middleware managed by a service provider and software managed by an application provider. The entity managing a software piece is designed as “allowed stakeholder” in the requirements above.
Note 7:    Support for SIM is supported in Release 1 and Release 2.




-----------------------End of Change 3 ---------------------------------------------
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