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	Work Item

	Work Item Title:*
	Analysis of Security Aspects for oneM2M
(for SEC WG)

	Document Number*
	oneM2M-WI-<UniqueID>-V-X_Y_Z

<e.g.oneM2M-WorkingProcs-V 1.0.1>

	Supporting Members or Partner type 2*
	Cisco Systems, Oberthur, TBD

	Date:*
	<2013-02-18>

	Abstract:*
	Proposes a Work Item to Analyse security aspects for oneM2M, including verticals needs, with goals to identify security and privacy functionality and describe possible security solutions.
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Title

Analysic of Security Aspects for oneM2M
Output

Technical Report
Impact 
Impact on other Technical Specifications and Technical Reports

Potential impact is foreseen on requirements and the design of oneM2M architecture, interface and procedures depending on the analysis of security aspects.
However, the specific TS/TR that might be impacted has not been created yet.

Impact on other oneM2M Work Items;

“WI 0001: Technical Specification - M2M Requirements.” might be impacted in the sense that the deliverable of the proposed WI can be used as an input material. 
“WI 0002: Technical Specification - M2M Architecture.” might be impacted in the sense that the deliverable of the proposed WI can be used as an input material.
Scope

The scope of this WI includes: 

Analysis of security aspects for oneM2M, including verticals needs, with goals to identify security and privacy functionality and describe possible security solutions for their specific identified requirements. Security aspects associated with non-vertical needs are included e.g. discovery of security capabilities of underlying networks.
The objectives and principles of this WI are:

· Describe the needed security solutions to address identified needs

· For vertical needs a focus shall be on each vertical's current set of security solutions

· Identify any proposed migration of verticals' usage to those solutions.

· Proposed solutions should consider the changes that a vertical must go through to adopt them 

Schedule 
The work will be initiated immediately and is expected to contribute to “Technical Specification – M2M Requirements” before its completion date (TP#4), and to contribute to “Technical Specification - M2M Architecture” before its completion date (TP#6).
The proposed schedule is shown the following table:
	Doc

Type
	Spec Number
	Title
	Start Date
	Freeze
Date 
	Approval
Date
	Responsibility
	Notes

	TR (Internal)
	TBD
	Analysis of Security Aspects for oneM2M
	TP#3
	TP#4
	TP#5
	WG4
TBD
	This work will support the development of WI 0001 and 0002.


Supporters

Cisco Systems (ATIS),  Oberthur (TBD), TBD
Work Item Rapporteurs.
TBD
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	<Date>
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	V1.0.0
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