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	MINUTES

	Meeting title:
	SEC # 7.0 (TP7 ordinary WG4 F2F)

	Chair:
	Francois Ennesser, Gemalto, francois.ennesser@gemalto.com
Dragan Vujcic, Oberthur Technologies, v.dragan@oberthur.com

	Secretary:
	Nicole Butler nbutler@atis.org
Anna Riondet anna.riondet@etsi.org 

	Meeting Date:
	2013-10-14 to 18

	Meeting Details:
	Ordinary face-to-face meeting during TP7 in Sophia Antipolis, France
SEC (WG4) sessions (tentative, subject to alignment of TP Agenda):

Session S1: Tuesday October 15, 10:45-12:00, Iris
Session J1 (Joint with WG2/WG5): Tuesday, 15:45 – 17:00, Athena
Session S2: Wednesday October 16, 10:45 – 12:00, Iris
Session P1 (joint with WG3): Wednesday, 14:00-15:45, Athena
Session S3: Wednesday, 15:45 – 17:00, Iris
Session S4: Wednesday, 17:15 – 18:30, Iris

Session A1 (joint with WG2): Thursday, 9:00 – 10:15, Athena
Session S5: Thursday October 17, 10:45-12:00, Iris
Session S6: Thursday, 14:00 – 15:15, Iris
Session S7: Thursday, 17:15 – 18:30, Iris

Session S8: Friday October 18, 8:00-8:45, Iris

	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>
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1
Opening of meeting 

1.1
Welcome

1.2
Schedule for WG4 
	Tuesday

	Iris
	10:45-12:00


	WG4 (session S1)
a) VC resignation: Process to fill in open VC position

b) Review of agenda and objectives

c) Contributions for discussion with ARC  / MAS

d) Contributions for discussion with REQ

	Athena 
	15:45-17:00
	WG2/WG4/WG5 (Session J1)

Access Control discussions

Architecture coordination

	WEDNESDAY

	Iris
	10:45-12:00
	WG4 (session S2)
Contributions for discussion with PRO

Authorization

	Athena
	14:00-15:15


	WG3/WG4 (Session P1)

Security aspects of protocols

	Iris
	15:45-17:00

17:15-18:30
	WG4 (Sessions S3 and S4)
Review of draft TR-0008 and

 pending contributions on it

Review of TS-0003 skeleton and 

pending contributions on it



	THURSDAY

	Athena
	8:00-8:45
	Joint WG2/WG4 (session A1)

Discussions related to Security CSF

Alignment with other CSFs

	Iris
	10:45-12:00

14:00-15:15

17:15-18:30
	Sessions S5, S6 and S7

Conclusion on open contributions on all topics
Related action plans

	FRIDAY

	Iris
	8:00-8:45
	Session S8
Any open contribution

WI-0007 schedule update - Conclusion and work plan  to complete TR-0008 and TS-0003

Future meeting schedule and actions


1.3
Attendees – see Annex 1 

1.4 
Resignation received from YounSung Chu, WG4 Vice-Chair – Call for candidates and plan for election at TP8
2
Review and Approval of Agenda


oneM2M-SEC-2013-0045Ro3-SEC7_0_Agenda (Present Document) Edits were made and oneM2M-SEC-2013-0045Ro4-SEC7_0_Agenda was AGREED

3
Review and Approval of previous Minutes 

oneM2M-SEC-2013-0036R01-Minutes-2013-08-09,  AGREED                                                                                              
4
Review of Objectives for the Meeting
· Progress Security Analysis TR-0008

· Progress on definition of security components (CSF/enablers), providing further material for inclusion in the Architecture TS to WG2 if needed, and align with other CSFs.

· Consider initial material for Security Solutions TS-0003 

· Assist WG3 with security aspects of protocols
· Plan future actions for on time completion of WI-0007

5
Action Item Status

6
Contributions

For WG4 dedicated sessions:

On TR-0008
	Document No
	Title
	Source
	Tentative session assignment

	oneM2M-SEC-2013-0042R01
	Clean-up of Security TR
	Giesecke & Devrient, Sierra Wireless
	S3

	oneM2M-SEC-2013-0046R01
	Proposal for completing related threats
	CATT
	S3

	oneM2M-SEC-2013-0043R01
	Authorization functionality
	Fujitsu, Gemalto, Sierra Wireless, Qualcomm
	S2

	oneM2M-SEC-2013-0048
	WG4 action on Access Control
	Oberthur Technologies
	S2

	oneM2M-SEC-2013-0049R01
	Configuration for sensitive data handling
	Oberthur Technologies, Gemalto
	S3


On TS-0003

	Document No
	Title
	Source
	Tentative session assignment

	oneM2M-SEC-2013-0041
	Security CSF Architecture
	Giesecke & Devrient
	S4, A1

	oneM2M-SEC-2013-0044R03
	Network-based bootstrap for security CSF
	Gemalto, Qualcomm
	S4

	oneM2M-SEC-2013-0050
	PKI-based post-provisioning
	Qualcomm
	S4

	oneM2M-SEC-2013-0051
	Security Administration
	Morpho, Giesecke & Devrient, Gemalto
	As time permits

	oneM2M-SEC-2013-0052
	Post-provisioning framework
	Qualcomm
	As time permits

	oneM2M-SEC-2013-0052
	Updated Security WI
	Rapporteur
	


Topics affecting other WIs / for submission to other WGs

	Document No
	Title
	Source
	Tentative session assignment

	oneM2M-SEC-2013-0047
	E-mail summary on ARC6.2 Action 1 (Access Management)
	Oberthur Technologies
	S1, (M1, S2 if needed)

	oneM2M-REQ-2013-0417
	(contribution to TR-0005 Roles and Focus Areas) Distinction of roles in M2M services
	Gemalto
	S1, REQ

	oneM2M-REQ-2013-0421
	(contribution to TS-0002 Requirements) Security Requirements Modification
	LG Electronics
	S1, REQ

	oneM2M-ARC-2013-0400R01
	(contribution to TS-0001 Architecture) Introduction to Security in ARC TS-0001
	Gemalto, Oberthur Technologies, Giesecke & Devrient
	S1 (S2/S3 if needed), A1

	oneM2M-ARC-2013-0475
	Suggested Access Control Terminology
	Qualcomm
	S2

	oneM2M-ARC-2013-0457
	User’s Role Concept in oneM2M
	Fujitsu
	As time permits


On TR-0008

· Document oneM2M-SEC-2013-0043R01-Authorization_Funtionality

· Presented by Shingo Fujimoto (Fujitsu Ltd. (TTC)) 

· Comments and Issues

· Question for clarification: some roles are defined, how are they mapped to roles defined in oneM2M? Not clear. Change the Figure to match the OneM2M roles. 

· Section 6.4.2 (Requirements) – which kind of systems these requirements refer to?

· Access control mechanisms are not yet designed. Can the example apply to any other protocol? Let’s first design mechanisms before describing specifics. No need for specific chapter for Description for now.

· One objection concerning the fact that the example should be either for users or for M2M, not a mixture of both.

· The contribution lacks of information on limitations and drawbacks.

· Decisions and Actions

· oneM2M-SEC-2013-0043R01-Authorization_Funtionality was NOTED

· oneM2M-SEC-2013-0043R02 expected for next session tomorrow
Document oneM2M-SEC-2013-0043R02- Authorization functionality
· Presented by Shingo Fujimoto (Fujitsu Ltd. (TTC)) 

· Comments and Issues

· The contribution does not reflect the previous comments. No dedicated chapter for OAuth or specific protocols. Mechanisms should be designed. It’s just an example and we would not get limited to that. Chapter should be removed.
· There’s a request to provide some additional text extracted from previous contribution. 

· Specific chapter for Token-based authorization is to be included.

· We don’t want to compare different protocols in WG4.

· The fact of not including too many options is not an understandable solution for some delegates.

· Editor’s note: description about further investigation for token based authorization, and adding more examples is encouraged.

· Document doesn’t need to be restructured. Specify Solution1: OAuth instead of removing it. Then other Solutions might be included in following points.

· Discussion on including specific solutions or not. If the purpose of a TR is to study solutions, so specific cases have to be considered. 

· Two points of view represented: Designing examples of solutions which are not restrictive vs Designing a mechanism with no restrictions i.e. with no specific solutions.
· Decisions and Actions
· oneM2M-SEC-2013-0043R02 - NOTED
oneM2M-SEC-2013-0043R03 was AGREED for inclusion in TR

Document oneM2M-SEC-2013-0042R01- Clean-up of Security TR
· Presented by the Rapporteur
· Comments and Issues

· The proposed changes to the Security TR were presented for discussion.
· Participants discussed the structure and organization of this TR.  It will need to be clear how the TR will be used, and it will need to be communicated to the other working groups that threats are being collected in this particular TR.
· This matter will be included in the report to TP#7 in order to ensure all WGs are aware of this work effort.  

· It was further recommended that perhaps should threats should be collected in a separate document in order to keep the existing TR from becoming too large and not as useful.  
· Decisions and Actions
oneM2M-SEC-2013-0042R01 Clean-up of the Security TR was AGREED.
· Document oneM2M-SEC-2013-0046R01- Proposal for Completing Related Threats
· Presented by Wei Zhou (Datang Telecom Technology@Industry Holdings Co., LTD)
· Comments and Issues

· Question for clarification on what has been changed for R01. ->removed parts. 
· Does the group think that mentioning the titles of threats is useful – could be easier to read with only numbers. -> Wordy name is actually helpful. 
· Names should be kept as people sometimes are mixing up roles. Title and number ensure it’s correct. 
· Contribution and cleanup proposed by Claus Dietze for the next meeting.
· Decisions and Actions

oneM2M-SEC-2013-0042R01 -  was AGREED
· Document oneM2M-SEC-2013-0048- WG4 Action on Access Control
· Presented by OBERTHUR Technologies
· Comments and Issues

· This contribution provides input towards progressing the work on action control mechanisms.
· Participants noted that the linkage to authorization needs to be further discussed.  A step by step approach should be used, starting with a simple access control scheme which captures all the features of the group based on access control and access control settings.  
· Contributions are invited, and further comments will be gathered to share with ARC.

· Participants noted that clarification is needed to determine if the same mechanisms are being used on all nodes in the system.  Different models must be addressed depending on the nodes covered.  

· More detailed processes may be addressed in future releases.  

· Participants commented that it is preferred to use the term “actor” as opposed to “user.”

· The focus of this work may need to be changed based on the direction the ARC group takes in their work regarding resource versus service oriented approaches.  
· There is no assumed hierarchy with machines, and that issue must be addressed in relationship to authentication and access.  

· This contribution was NOTED for information.  This topic will be further discussed with ARC, and any updated contribution will capture the comments discussed today.  
· Further contributions were invited on this topic and the Chairs will work to extract clear action points for this item.  

· Decisions and Actions
oneM2M-SEC-2012-0048-WG4 Action on Access Control was NOTED.
· Document oneM2M-SEC-2013-0049R01- Configuration for sensitive data handling
· Presented by OBERTHUR Technologies
· Comments and Issues

· This contribution provides proposed new text towards TR-0008 on the configuration needed to handle sensitive data.
· It was noted this proposed table will be placed in the appropriate format to be copied into the baseline document.  A caption and reference text will also be added.  

· This text will be added as section 6.1.1.

· Decisions and Actions
oneM2M-SEC-2013-0049R02-congiguration for sensitive data handling was AGREED.
On TS-0003

Document oneM2M-SEC-2013-0041- Security CSF Architecture
· Presented by the Rapporteur 
· Comments and Issues

· This contribution provides a starting point for the discussion of a security architecture.  
· Participants discussed the proposed figure demonstrating the security architecture, and undertook a detailed review of the proposed text.
· It was noted there may need to be updates to interface references based on decisions made in ARC to ensure consistency.
· Participants discussed the usage of secure transport versus secure messaging.  It was explained the intent of the secure transport is to demonstrate how secure environments are accessed.  

· A participant asked if sensitive data is defined in this document, and how it is used in this TS.  It was noted that the usage is in line with the definition in the Definitions TR.  

· It was recommended that anything not defined in this TS be removed from the diagram to avoid any confusion –for example the plug-ins should be removed.  Other comments were proposed to clarify the diagram including removing the CSF references. 

· Feedback is needed on the bulleted topics in order to provide further direction to the Rapporteur in developing the baseline document.  
· A participant mentioned it may be more appropriate to address security as a CSF rather than by an enabler function.  It was noted that this discussion is on-going in ARC, and SEC needs to continue to propose the view that will work best in terms of security.    It was proposed this contribution be shared with ARC to gain their input and guidance.  
· Following the review of this document with ARC, participants further discussed the comments received from ARC.  

· Mr. Dietz shared with SEC the changes he had captured from the comments he received from SEC and ARC, noting that all changes are to be integrated into an R01 of this contribution.

· It was further recommended that the interaction between CSFs and CSEs needs to be clarified.  It was further explained that ARC would not be defining the interfaces within the CSE.

· Participants commented that the text refers to the x and y interfaces, however the diagram also contains the z interface, and consistency is needed.  Further updates will be needed to the diagram and associated text to accommodate these comments and to remove the plug-ins from the diagram.  

· Editor’s notes were captured to explain the direction of changes in the next revision.  

· A participant asked about the requirements that will ensure that the connection is going to a trusted network, and it was noted that ensuring that connection may be beyond the scope of this architecture.  

· Further offline discussions will occur on the meaning and use of the interfaces.
· There is a proposal to change the name of the “security transport” layer to “SE transport.”

· The functions currently shown in blue may be Enabler Functions rather than resources of a CSF.  

· It was recommended that access control and authorization be merged into one function/box in the figure and the resource tree.

· An explanation needs to be added on how to expose secure storage to DMR.  
· Other editor’s notes were captured as appropriate.

· The figure will be removed in the revision, and further contributions are expected towards this baseline.

· SEC participants AGREED to oneM2M-SEC-2013-0041R01 as the baseline for TS-0003.  
· Decisions and Actions
oneM2M-SEC-2013-0041-Security CSF Architecture  will remain open for further discussion.
A revision of this document is expected for further discussion during this meeting week.   

SEC AGREED this contribution will be shared with ARC.  

oneM2M-SEC-2013-0041R01-Security CSF Architecture  was AGREED as the baseline text for TS-0003. 
Document oneM2M-SEC-2013-0044R03- Network-based bootstrap for security CSF
· Presented by Gemalto
· Comments and Issues

· Participants discussed this contribution proposing a security bootstrap for inclusion in the Security TS.  
· Participants discussed the rationale section, and the appropriate references to 3GPP and 3GPP2.  
· Clarity is needed in the text so it is clear the underlying network is not only a mobile network.  

· Support was shown for GBA, however more details are needed to introduce and clarify the concept.  It was recommended that this introduction and explanation could be included in the TR.  Other participants expressed concern about spending the time and effort on expanding this concept. 
· Colin Blanchard will supply a contribution helping to expand GBA.  

· A revision of this document is expected to a future meeting.

· Decisions and Actions
oneM2M-SEC-2013-044R03-Network based bootstrap for security CSF will remain open for further discussions.
Document oneM2M-SEC-2013-0044R04
· Presented by Mireille PAULIAC (Gemalto N. V. (ETSI))
· Comments and Issues

· Section Y.1.1. is a subsection of Y.1

· <Comment/clarification/issue 2>

· Decisions and Actions
Document oneM2M-SEC-2013-0044R04 was AGREED for inclusion in SEC TS 0003

· Document oneM2M-SEC-2013-0050R01- PKI-Based Post Provisioning
· Presented by  Qualcomm

· Comments and Issues

· This contribution  provides a proposal for defining credential provisioning for security based on public-key authentication.  
· Participants discussed if this contribution should include more details referring to 3GPP specification on eNodeB.  
· “Field Node” may need to be defined or removed to be aligned with ARC terminology. Other items should be reviewed for inclusion in the definitions listing, and acronyms should be spelled out.

· Comments were made suggesting that this topic may also be appropriate for further development in the technical report prior to its inclusion in the TS.  It was further noted that the limitations of this approach may also make it more appropriate for examination in the TR.  Other participants noted the importance of including a PKI solution in the TS.  
· It was noted that all options should be discussed and can be further explored in the TR.  Others opined that there is a need to continue to progress the work on the TS.  
· It was noted that contributions agreed for inclusion in the draft document remain open for changes and edits.  
· Decisions and Actions
oneM2M-SEC-2013-0050R01-PKI Based Post Provisioning  will remain open for further discussion.
Document oneM2M-SEC-2013-0050R03
· Presented by Qualcomm

· Comments and Issues

· Details to be provided in further contributions for conference calls

· Decisions and Actions

Document oneM2M-SEC-2013-0050R03 was AGREED
· Document oneM2M-SEC-2013-0051R01- Secure remote administration
· Presented by Gemalto

· Comments and Issues

· This contribution proposed definitions of mechanisms for secure remote administration of sensitive data stored in M2M nodes.  
· Suggestions were made to clarify the intent is to use existing standards for this issue wherever possible.  Other edits were made for clarity resulting in the creation of 0051R02.  
· Decisions and Actions

oneM2M-WG-2013-0051R01-Secure remote administration was AGREED for inclusion in SEC TS.
· Document oneM2M-SEC-2013-0052- Post-provisioning framework
· Presented by Qualcomm

· Comments and Issues

· This was a late contribution and participants were asked to read through it for future discussion.  

· Decisions and Actions
oneM2M-SEC-2013-0052-Post Provisioning Framework  is POSTPONED
· Document oneM2M-SEC-2013-0053- Updated Security WI
· Presented by the Rapporteur

· Comments and Issues

· This is a contribution showing any updates to the schedule on the SEC work items.  

· Participants discussed this proposed schedule.  Some edits were proposed resulting in the creation of -0053R01
· Decisions and Actions
oneM2M-SEC-2013-0053-Updated Security WI was NOTED.

oneM2M-SEC-2013-0053R01-Updated Security WI was AGREED (to be submitted to TP closing plenary as TP document).

Topics affecting other WIs, to be brought to other WGs

· Document oneM2M-SEC-2013-0047- Email summary on ARC6 2 Actions 1

· Presented by OBERTHUR Technologies
· Comments and Issues

· This contribution contains all comments received via e-mail regarding the actions points related to Security from the ARC group.  
· Participants discussed this input.  More discussion is expected in SEC on this topic regarding the relationship of access control and authorization.  

· This document was for information. 
· Decisions and Actions
· oneM2M-SEC-2013-0047- Email summary on ARC6 2 Actions 1was NOTED
Document oneM2M-REQ-2013-0417-(contribution to TR-0005 Roles and Focus Areas) Distinction of roles in M2M services
· Presented by Gemalto
· Comments and Issues

· Participants discussed this change proposal to be discussed with REQ on TR-0005, Roles and Focus Areas.  The changes are proposed towards section 6.2. 
· This contribution is scheduled for discussion in REQ later in this meeting week.  
· Participants discussed the use of the terms “M2M Service Provider” in different scenarios and noted the proposal to also use the terms “M2M exchange service provider” and “M2M trust enabler.”

· Edits were made to this contribution for clarity, resulting in the creation of oneM2M-REQ-2013-0417R01.
· Decisions and Actions
The final disposition of oneM2M-REQ-2012-417R01, Distinction of roles in M2M services, will be determined in REQ, it was NOTED in SEC.  SEC AGREED to have this contribution shared with REQ.
· Document oneM2M-REQ-2013-0418 CR on SER-015
· Presented by LGE

· Comments and Issues

· Participants discussed the changes proposed in this contribution toward the Requirements TS being produced by REQ.
· Participants discussed the proposed change to SER-015.  Some edits were made resulting in the creation of oneM2M-REQ-2013-0418R01

·  No objections were presented on this proposed change request and SEC AGREED on sharing this document with REQ.  

· Decisions and Actions
The final disposition of oneM2M-REQ-2012-0418R01-CS on SER-015 will be determined in REQ, it was NOTED in SEC.  SEC AGREED to have this contribution shared with REQ. 
· Document oneM2M-REQ-2013-0421 Security Requirements Modification
· Presented by LGE

· Comments and Issues

· Participants discussed the changes proposed in this contribution toward the Requirements TS being produced by REQ.

· Participants discussed the proposed changes to SER-017, SER-023, and SER-025.  
· Edits were made resulting in the creation of oneM2M-REQ-2013-0421R01

· For SER-017 it was suggested that examples of identified threats may be useful in making the requirement clearer.  Other options were discussed, the change was edited and a Note was added supplying a reference to the appropriate Security TR.   Further discussion will occur off-line on this change prior to the presentation to REQ.
· The changes to SER-023 were discussed and some edits were made to clarify the intent of this change.  

· The changes to SER-025 were discussed, and no further edits were made.  

·  No objections were presented on this proposed change request and SEC AGREED on sharing this document with REQ.  

· Decisions and Actions
The final disposition of oneM2M-REQ-2012-0421R01-Security Requirements Modification will be determined in REQ, it was NOTED in SEC.  SEC AGREED to have this contribution shared with REQ. 
Document oneM2M-ARC-2013-0400R01-(contribution to TS-0001 Architecture) Introduction to Security in ARC TS-0001
· Presented by Gemalto
· Comments and Issues

· Participants discussed this contribution which proposes text for the Security section of TS-0001.
· There were no objections to sharing this contribution with ARC.  
· Decisions and Actions
The final disposition of oneM2M-ARC-400R01-2013-0400-Introduction to Security in ARC TS-0001 will be determined in ARC, it was NOTED in SEC.  SEC AGREED to have a revised version of this contribution without revision marks shared with ARC.
· Document oneM2M-ARC-2013-0457 Introducing User’s Role Concept
· Presented by Fujitsu
· Comments and Issues

· This contribution introduces the role of the users in oneM2M the intent is to eventually produce a contribution to share with ARC.
· This contribution recommends removing the Access Rights from Resources.  Discussion occurred that perhaps this wording is too strong and requires some edits.  
· Participants discussed if there is a difference between Device Provider and Application Provider.

· Further contributions were invited on clarifying the classification of terms.   Particularly a definition of the roles would be useful. 

· The possible solutions to this concept also require further discussion and contributions.  It was recommended they be removed prior to sharing this with ARC.  

· Decisions and Actions
oneM2M-ARC-2013-0457-Indroducing User’s Role Concept  was NOTED by SEC. It will be further edited prior to sharing with ARC. 
Document oneM2M-ARC-2013-0405R01-High_Level_Flow_for_M2M_Service_Connection 
· Presented by Seungkyu Park (LG Electronics (TTA)
· Comments and Issues

· Remove part of the Definition of M2M bootstrapping -> reformulate.
· It’s one of the security functions. 
· Concern raised about the contribution: the point is to establish connection. 

· Some key questions like is bootstrapping optional?  

· Proposed definition: Post-provisioning  of security credentials to establish service layer security. 

· Answer to: Pre-provisioning  is one of M2M bootstrapping? is No.
· M2M bootstrapping is optional in OneM2M? -> yes (in some cases  it is not used).

· Network connection may not be necessary before M2M Bootstrapping ? -> Before M2M bootstrapping, the Network may not be needed since the necessary credentials are delivered via other means that do not require the network Connection. 
· It is pointed out that contributions are needed first, based on this discussion, before defining. It’s too premature now. 

· That’s why expertise from SEC WG is needed.

· The intent of the contribution is not clear for now.

· Changes are necessary to the contribution. LG will prepare a contribution for WG4 for discussion. 

· List of questions uploaded as contribution to WG4. Clean definitions will be provided for next meeting.
· M2M Bootstrapping is the proper word in the figure?

· M2M bootstrapping is the prerequisite for the Registration? As optional? No (pre -provisional case)
· Root secret or Application root secret is the agreed term? -> not agreed yet.
· The document as now is for an offline discussion. A contribution to be prepared for the next meeting.
· Authentication needs to be included in an additional block in the figure. The first line of the diagram is wrong.
· What’s the difference between off line and pre-provisioning? – not sure whether it is the same or not at this stage.
· Decisions and Actions
oneM2M-ARC-2013-0405R01- need to clarify the terminology and work on definitions. CR expected.
Document oneM2M-SEC-2013-0054-Update_of_the_Security_CSF_Architecture_figure
· Presented by Dragan VUJCIC (Oberthur Technologies)
· Comments and Issues

· In view of previous discussions on the way forward in Architecture, it’s a bit too early to put a new diagram that doesn’t address anything specific, too generic, some points still need to be sorted out. The contribution should be postponed until next conference call.
· Picture is misleading -> the place of security SE transport. Picture is less obvious than the original one. 
More discussion needed on the contribution.  A new proposal for the next conference call would be expected. 
· Decisions and Actions
oneM2M-SEC-2013-0054 was POSTPONED
Security Protocols related Contributions (Session P1 with WG3):
See WG3 agenda for further details
Security Architecture related contributions (Session J1 and A1):

See WG2 agenda for further details

Additional joint session with WG2 and WG5 – see WG2 ARC Minutes.
6
Planning for next Meeting(s)
      -           Organization of e-mail discussion threads

· Next Conference Calls: 2 conference calls to be planned  to discuss access control. 2 more to be planned to discuss other contributions. 
     Tuesday would be the preferred day for 1 hour conf calls. Conflict with MoW calls.
· Next Face-to-Face

7
Any other business
Participants discussed the proposed timelines for the release of SEC documents, and it was noted that CRs are needed for the plenary to update the work items for these documents.  Claus Dietze volunteered to produce these change requests (see oneM2M-SEC-2013-0053).

Discussion on Bootstrapping – clarify the mail exchange on this topic as the conclusion doesn’t seem correct (not what had been said at previous session).

8
Closure of meeting
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