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1. Introduction
This contribution is based on Security CSF description in “oneM2M-TS-0001”, the comments to “oneM2M-SEC-2013-0041R01” in TP#7, and comments to “oneM2M-SEC-2013-0054” in SEC meeting 7.1.
The following information is from “oneM2M-SEC-2013-0041R01”:
Editor’s note: Several changes to the figure required, incl.: internal interface for interaction CSF – CSF to be replaced/removed, there is only one API at CSE level (X,Y ending at CSE), removal of tbd interfaces, introduce Security CSF as a separate box. Plug-in boxes to be removed as they are not going to be standardized. Illustrate security framework. Find different name for “Security Transport” in order to reduce confusion (e.g. SE Transport)

The following information is from “Minutes-2013-11-19” of SEC meeting 7.1.
•
Document oneM2M-SEC-2013-0054 Updated figure for SEC CSF

•
Comments and Issues

o
There’s no agreement on the presented graphic, e.g. the split between security services and security enablers is not clear. Another contribution is expected soon.
2. Proposal
5
Security CSF Architecture
9.5 5.1
Overview
================== Start of 1st Change ======================
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Figure x.x.x-x: Security CSF Architecture
================== End of 1st Change ======================
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