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During discussions triggered by oneM2M-SEC-2013-0073 WG4 members realized a possibility to draw different picture to fit common understanding for Security CSF.

This contribution proposed new diagram for section 5.1.

=== START OF CHANGE ===

5. 
oneM2M Security Architecture

5.1
Overview

The following figure provides an overview of the oneM2M Security architecture.

The architecture consists of following layers:

· Application layer

· 
· 
· Security Service Framework
· Security Enforcement Functions
· Security Administration Functions
· Secure Environment Abstraction Layer
· Secure Environment
· CSFs
Editor’s note: Blue components may be Enabler Functions rather than resources of a CSF. 

Editor’s note: Several changes to the figure required, incl.: internal interface for interaction CSF – CSF to be replaced/removed, there is only one API at CSE level (X,Y ending at CSE), removal of tbd interfaces, introduce Security CSF as a separate box. Plug-in boxes to be removed as they are not going to be standardized. Illustrate security framework. Find different name for “Security Transport” in order to reduce confusion (e.g. SE Transport)

Editor’s note: Merge Access Control with Authorization (into one box).
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=== END OF CHANGE ===

�Since this section covers relationship with other CSF, it can be called ‘oneM2M Security Architecture’.
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