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-------------------------------Justification-------------------------------------------------------------------

In many devices in the field domain, the device doesn’t have a secure environment in the sense of a TEE or SIM card. In these scenarios, service providers many times utilize device management to administer the secure environment and sensitive data of the M2M Service Layer.
Note: TS-0003 suggests something called “sensitive data” without definition – need editors note to define sensitive data.

Note: I assumed SEC-2014-0276 would be agreed and included the TEE

-----------------------Start of Change 1-------------

6.3.4.1.1
Interworking with SE in 3GPP and 3GPP2

In case the SE of the underlying network is used and in case the underlying network is a 3GPP or 3GPP2 network, remote administration mechanisms as specified in [7] and [8], and its extensions [9], [10] for 3GPP underlying networks or [11] and [12] for 3GPP2 underlying networks shall be used to securely administrate both the SE and the sensitive data of the M2M Service Layer.

Editors Note: Sensitive data of the M2M Service Layer needs definition to what specifically is considered as sensitive data that is not part of the SE.
---------------------- End of Change 1-------------

-----------------------Start of Change 2-------------

6.3.4.1.x
Remote Administration of SE Using Device Management
In case the where SE of the M2M field domain nodes doesn’t utilize remote administration mechanisms in clauses 6.3.4.1.1 and clauses 6.3.4.1.2, Device Management  technologies [a], [b], [c] may be used to securely administrate both the SE and the sensitive data of the M2M Service Layer.
---------------------- End of Change 2-------------

-----------------------Start of Changes to References Section -------------

2.1
Normative references

The following referenced documents are necessary for the application of the present document.
[a]
TR-069: “CPE WAN Management Protocol Issue”: 1 Amendment 5, November 2013, Broadband Forum  

[b]
OMA-DM: “OMA Device Management Protocol”, Version 1.3, Open Mobile Alliance
[c]
LWM2M: "OMA LightweightM2M”, Version 1.0, Open Mobile Alliance 
-----------------------End of Changes to References  -------------
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