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	MINUTES

	Meeting title:
	SEC 11.3 Teleconference (WG4)

	Chair:
	Francois Ennesser

	Secretary:
	Karen Hughes, ETSI

	Meeting Date:
	2014-06-04

	Meeting Details:
	SEC 11.3 Teleconference agenda



	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>
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 1
Opening of meeting 

1.1
Welcome
1.2
oneM2M legal notice
2
Review of Agenda


SEC-2014-0348-SEC_11_3

 AGREED
Approval of previous Minutes

· SEC-2014-0297: SEC 10.6 Minutes

AbC 

4
Review of Objectives for the Meeting
Progress on below action items.

Resolve pending issues about access control, especially around location attribute (tbd with WG2): 

Extract of SEC 11.1 minutes:

Location information – questions raised on whether or not the parameters need to be dynamic. Need to decide how the location information is defined. This also needs to be discussed with WG 2 & WG3.

Should have something simple to implement such as country code – there are probably standards already existing to cover this and it was felt that existing work could be reused. What would happen if the location information is not available – would this mean that access is denied as there are rules in place and the rule is not being met.  Location can be accessed in different ways and is node/device capabable dependant, these need to be reflected in stage 3 specifications. 
5
Action Item Status
	REFERENCE
	WHAT
	WHO
	STATUS

	A-WG4-TP8-001
	Complete the work on PKI-based and GBA-based bootstrapping specifications
	Lead Qualcomm, Gemalto
	OPEN

	A-WG4-TP8-005
	Specify the hop-by-hop (node to adjacent node) security
	Lead Qualcomm
	OPEN

	A-WG4-TP8-002
	Develop a vision towards end-to-end security
	Lead Gemalto
	OPEN

	A-WG4-TP10.4-001
	Identify security API services
	All
	OPEN

	A-WG4-TP10.7-001
	Clarify applicability of DM technology for remote administration
	Qualcomm, AlcatelLucent
	OPEN

	A-WG4-TP8-006
	Specify token interactions with authentication
	Lead Oberthur Technologies
	OPEN

	A-WG4-TP11-001
	clean up the text in contribution 0335
	Phil Hawkes
	Closed

	A-WG4-TP11-002
	integrate the existing descriptions of access control procedure into a new clause based on 0336R0
	Qualcomm & CATT
	

	A-WG4-TP11-003
	address Security over Mcc'
	All
	

	A-WG4-TP11-004
	add text to clause 8 to guide reader through the security frameworks
	Gemalto
	

	A-WG4-TP11-005
	add text to section 8.1.1.1, 8.1.2.1, 8.2.3.1
	Gemalto
	

	A-WG4-TP11-006
	clarify schemes for private signing keys.
	Qualcomm
	

	A-WG4-TP11-007
	Qualcomm to clarify coorelations to trust self signed certificates considering OCSP and CRL
	Qualcomm
	

	A-WG4-TP11-008
	Qualcom to clarify throughout the document that SA one single hop
	Qualcomm
	

	A-WG4-TP11-009
	Qualcom to consider parameters transferred between MEF and MAF in 
chapter 8 figures.
	Qualcomm
	


6
Contributions for discussion

	SEC-2014-0335R01
	Proposed improvements to Section 8 of TS-0003
	Gemalto, Qualcomm
	


Presented by Francois Ennesser, Gemalto
Comments and Issues

· None
· A question was raised about future updates to Section 8. This depends on when we can get a new baseline agreed.
SEC-2014-0335R01 was AGREED
	SEC-2014-0346
	Access Control Policy structure and evaluation
	CATT
	


Postponed
	SEC-2014-0347
	Access Control Policy specification
	CATT
	


Postponed
	SEC-2014-0349
	Access_Control_pending_issues
	Qualcomm Inc. (TIA)
	2014-07-08


· Presented by Wolfgang Granzow, Qiualcomm
· Comments and Issues

· wildcarding will make it easier for us
· discussions on 3-tuples
· What happens if the acp for the group is not consistent with the group members? Apply Group apc for the group and when it is fanned out then the group member acp is used.

· accessControlIPAddress  - keep it
SEC-2014-0349 was Noted Revision Expected.
8 Planning for next Meeting(s)


PRO 11.7 Joint call with WG3, 15 July 2014 (discuss handling of access control policy xsd, etc.)

SEC 11.4, 16 July 2014 

9 Any other business

10 Closure of meeting
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