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5
Use Cases

5.2
Group Authentication Use Cases

Editor’s note: this clause includes use cases for group authentication and threat analysis of the use cases.

For some oneM2M service, it may be a large amount of entities (e.g., AEs/CSEs) deployed in the same location to execute procedures for the same purpose and own same behaviour. Therefore, these oneM2M entities can be worked together as a group. The use cases to meet the above description are concluded as follows:
Smart Meter reading: A large amount of smart meters are deployed in a block. The smart meter uploads meter report frequently through the network to Utility Data Center / AMI Headend. What is more, the Utility Data Center / AMI Headend can make a request to the smart meter that can be received via the agent (i.e., Data Aggregation Point), smart meters report at the same time, or the Utility Data Center/AMI Head End need to re-configure all smart meters at the same time. 
Remote Vehicle Management: Vehicles equipped with IOT terminals which contain GPS location reporter, remote air condition control, etc. to send information such as position information, navigation, remote diagnosis, on-board communication, news and entertainment information to the M2M service provider to make better vehicle scheduling, vehicle monitoring and vehicle controlling at the same time. Meanwhile, such vehicles gather in a small place as a group like airport, train station, etc., and the communication from vehicles to M2M service provider via an agent (e.g., Remote Vehicle Gateway). 
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