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Introduction
Field Domain CSE’s have URI with a local name path, which is usually not processed when part of a certificate.

However, the authors have become aware that TS-0001 clause 6.5.1.1 “Public Domain Names and CSEs” specifies a mapping between any CSE-ID and a public domain name representations. It would be easier for implementations if the CSE-ID certificates used the public domain name representation of the CSE-ID since existing certificate path validation for web server certificates would work “as is”. We propose updating the definition of the CSE-ID to use the public domain name representation of the CSE-ID. This change is independent of other CRs.
For each change in this CR, there is a comment identifying one or more of the following reasons for the change:

· CHANGE CSE-ID CERTS TO USE FQDN. Changes for the reasons described above.

· BUG: changes to correct technical information

· EDITORIAL: changes to improve readability. No technical changes.

· TYPO: changes to correct typographic errors. No technical changes 

Note that the changes in “Change 3” (in clause 8.1.2.5) would need to occur in two places if the changes in SEC-2015-0004 “TS-0003 CR AE Registration Alignment-Certificate Changes” also apply. Therefore we request that, if the present CR is approved, then the changes in the present CR are first applied to SEC-2015-0004, and SEC-2015-0004 is subsequently applied to TS-0003. Qualcomm assumes responsibility for applying the changes to SEC-2015-0004.
R01: Changed to correct cover sheet.
R02: Updated explanation above. Deleted clause numbers in references to TS-0001, to align with drafting rules. Removed comments
-----------------------Start of change 1 (in Clause 8.1.2.1) ------------------------------
· 
CSE-ID certificates: 

· 
Description: These certificates have a certificate chain to a trust anchor and include the public domain name representation of a CSE-ID (see TS-0001 [1]) in the subjectAltName extension of the certificate. A CSE-ID certificate verifies that the entity presenting the certificate has been assigned a particular CSE-ID. 

· 
Use: A CSE-ID certificate may be used to authenticate a CSE only.   

-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2 (in Clause 8.1.2.4) -----------------------

· 
CSE-ID Certificate: The public domain name representation of the CSE-ID as defined in TS-0001 [1].
· 
AE-ID Certificate: The full URI representation of the AE-ID
-----------------------End of change 2-------------------------------------------

-----------------------Start of change 3 (in Clause 8.1.2.5) -----------------------

· In the case of a CSE-ID certificate, the globally unique identifier is the public domain name representation of the CSE-ID as defined in TS-0001 [1], and a match is a FQDN that is an exact match for the public domain name representation of the CSE-ID.

-----------------------End of change 3-------------------------------------------

-----------------------Start of change 4-------------------------------------------

10.1.1.5
Profile for AE-ID Certificates and their Certificate Chains

AE-ID certificates and all other certificates in the corresponding certificate chain shall conform to clause 10.1.1.3 “Details Common to Certificates with Certificate Chains”.

The full URI representation of the AE-ID shall be included in the subjectAltName extension.

The certificate used to sign the AE-ID certificate shall include nameConstraints satisfied by the hostname part of the full URI representation of the AE-ID.

AE-ID certificates shall not include wildcards.

10.1.1.6
Profile for FQDN Certificates and their Certificate Chains

FQDN Certificates and all other certificates in the corresponding certificate chain shall conform to clause 10.1.1.3 “Details Common to Certificates with Certificate Chains”.

An FQDN Certificate shall include the FQDN of the subject M2M Enrolment Function in the subjectAltName extension.

FQDN Certificates shall not include wildcards.

10.1.1.7
Profile for CSE-ID Certificates and their Certificate Chains

CSE-ID certificates and all other certificates in the corresponding certificate chain shall conform to clause 10.1.1.3 “Details Common to Certificates with Certificate Chains”.

The subjectAltName extension shall include the public domain name representation of the CSE-ID as defined in TS-0001 [1].

CSE-ID certificates shall not include wildcards.

----------------------- End of change 2 ---------------------------------------------
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