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2.1
Normative references

The following referenced documents are necessary for the application of the present document.
[1]
TS-0003 Security Solutions

[2]
TS-0001 Architecture

[3]
ETSI TS 102 221 ...

[4]
GlobalPlatform Device Commitee ...

2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)

[i.2]
https://www.openssl.org/
[i.3]
https://www.bouncycastle.org/
6
Types of Secure Environments

According to [1] a SE can be implemented in different ways. Within the scope of this specification following categories are distinguished:

· Hardware based SE

· Software based SE

6.1
Hardware based SE

· Following Hardware based SEs are considered within the current release of the specification:Secure Elements in different form factors including 

· UICC according to [3]

· and other variants of it

· Trusted Execution Enviroment according to [4]

6.2
Software based SE

A SE as defined in [1] provides security services to application. In addition to hardware based solutins this can also be provided by a dedicated Software implementation. 

Examples of such Software solutions are:

· Openssl [i.2]

· Bouncy Castle [i.3]

· And others, including proprietary implementations

NOTE: this list is not exhaustive and is provided for information purposes only.
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