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1
Introduction

This contribution provides some description about how to deal with self-contained authorization system in the oneM2M System for TR-0016.
2
Proposal
6.1
Self-contained authorization


In a self-contained authorization system the PEP, PDP, PRP and PIP are all in the same CSE, and the messages exchanged between these authorization components are not cross the oneM2M reference points Mca, Mcc and Mcn. So there is no specific standardization requirement about how to implement PEP, PDP, PRP and PIP, and the interactions between them.
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