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The table below lists the expected changes to TS-0003, TS-0004, TS-0009 and TS-0009 to provide the stage 3 text for use of notification by end-to-end security and dynamic authorization. 
Some notes about the table:
· TS-0001 is called the “ARC” specification, with corresponding text shown in purple font. These changes are bug fixes.

· TS-0003 is called the “SEC” specification, with corresponding text shown in dark red font.
· TS-0004 is called the “PRO” specification, with corresponding text shown in red font.

· TS-0008/9 are called the “BIND” specifications, with corresponding text shown in green font.

· The cells in the column for “Expected Relative Difficulty” are coloured to highlight tasks expected to have “High” and “Medium” relative difficulty.

It is inevitable that additional changes in other clauses will be necessary, but this table provides a high level view of the work to be done. This list excludes minor editorial text alignments, addressing of remaining Editor’s notes and possible addition of text related to error handling.
Qualcomm and Interdigital will provide these CRs. This document is expected to be a living document, with subsequent revisions updating the status of the changes. If no status is provided, the task has not been started.
There are a set of changes that are common to all the uses of notification – these are changes are implicitly included in the description for each of the specific uses.
	Topic
	Item Type
	Item 
	Expected

Relative Difficulty
	Target Spec
	Impacted clauses
	Assigned Contributor/ status

	Common changes 
	Content Format 
	Low
	PRO
	7.2.1 Primitive Format

7.5.1 Notification Data object and procedures

7.5.2 Elements contained in the Content primitive parameter
	Responsibility of company addressing the use of notification

	
	Content Processing
	Variable
	SEC
	In some cases the existing text provides sufficient details1. In other cases further details are required
	

	
	
	Low
	PRO
	Refer to SEC text from 7.5.1 Notification Data object and procedures.
	

	Generic Changes
	AE may be Originator of Notify
	Low
	ARC
	Update 10.1.5 to allow AE to be the originator of a Notify. Also mention checking privileges. May be other changes elsewhere
	IDCC

	
	Describing Use of Notification in security features
	Low 
	ARC
	Update 11.4 and 11.5 to ensure that notification parameters are provided whenever security uses notifications. Add text about ACPs allowing receiving a NOTIFY
	

	
	Security Info
	Medium
	PRO
	6.3 Common data types. This parameter indicates the type of security feature using the notification for transport
	QCOM 



	
	
	Low
	BIND
	TS-0008 clause 6.2.2.4 and TS-0009 6.4
	

	Direct Dynamic Authorization interaction with DAS Server
	Content Format 
	Medium
	PRO
	6.3 Data types: define format of content of request and response).
	IDCC 

	
	Content Processing
	-
	SEC
	7.3.2.2 should be sufficient already
	

	
	
	Low
	PRO
	-
	

	Indirect Dynamic Authorization interaction with DAS Server
	Content Format 
	Low
	PRO
	Note: Content of request and response are tokenIds and tokens data types.
	QCOM 


	
	Content Processing
	-
	SEC
	7.3.2.3 should be sufficient already
	

	
	
	Low
	PRO
	-
	

	ESPrim
	Content Format 
	Medium
	PRO
	6.3 Data types: define ESPrim object
	QCOM
 

	
	Content Processing
	Medium
	SEC
	New 8.4.3 “ESPrim Protocol Details”
	

	
	
	Low
	PRO
	-
	

	E2E Rand Retrieval (can be Part of ESPrim)
	Content Format 
	Low
	PRO
	Note: Content of request and response are already defined data types.
	QCOM
 

	
	Content Processing
	-
	SEC
	8.4.2 should be sufficient already
	

	
	
	Low
	PRO
	-
	

	E2EKey
	Terminology/ Abbreviation
	Low
	ARC
	Find better terminology and abbreviation for this security feature
	QCOM 


	
	
	Low
	SEC
	
	

	
	Content Format 
	Low
	PRO
	Note: Content of request and response have xs:base64Binary data type
	QCOM 


	
	Content Processing
	Medium
	SEC
	New 8.7.3 “E2EKey Protocol Details”
	

	
	
	Low
	PRO
	-
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