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oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

1
Opening of the meeting


Francois, opened the meeting and drew the participants’ attention to the oneM2M notice on the cover page of the agenda. He went through the agenda and objectives for this face to face meeting. 
2
Review of Agenda


	SEC-2016-0105
	SEC 23 F2F meeting agenda
	WG Chair (Gemalto)


SEC-2016-0105 was NOTED
SEC-2016-0105R01 was AGREED

3
Approval of previous Minutes and draft deliverables

	SEC-2016-0097
	Minutes SEC 22.4
	Secretariat


The minutes of SEC 22.4 were agreed by correspondence and confirmed by email
4
Objectives and actions

4.1
Review of Objectives for the Meeting

· Any pending Release 2 Stage 2 clarification (as needed) on TS-0003 or TS-0001

· TBD with ARC and PRO 

· Review and implement Stage 3 action plan for each Release 2 security features (to be discussed with PRO)

· Stage 3 impact on TS-0003  
· Impact on TS-0004 and Bindings 
· Addressing and removing editor’s notes from TS-0003
· Update status of TR deliverables scheduled for Release 2: TR-0008 (Rel-2), TR-0012, TR-0019, TR-0016. Move status forward toward publication according to decisions.

· Freeze and / or approval of intended deliverables
· Start discussing Use Cases / Requirements / features for future releases, if time permits
4.2
Review of Action Items
	REFERENCE
	WHAT
	WHO
	STATUS

	A-WG4-SEC22-1
	Clean-up TS-0001 for Distributed Authorization, following discussions on ARC-2016-0185R05
	All
	OPEN

	A-WG4-SEC22-2
	Clean-up TS-0003 for Role-Based Access Control, following discussions on SEC-2016-0059R01
	All
	OPEN

	A-WG4-ARC22.3
	Identify changes needed to TS-0003 to enable a single AE to register to multiple CSE, potentially using different identifiers and credentials for each CSEs (see ARC-2016-234R01)

Note: Is there anything that prevents breaking an “AE” with such requirements into several AEs, each one corresponding to only one ID/Credential? An AE is just an instantiation of a code into a process on a computing hardware. Constraining the instantiation of a code into multiple processes for such use cases could solve the issue, without introducing an additional layer of complexity in our specs.
	All
	OPEN


5
Corrections and enhancements CRs (generic WIs)
5.1
Corrections / Clarifications to TS-0003 Rel-1

None

5.2
Enhancements to TS-0003 (Rel-2)

	SEC-2016-0094R02
	TS-0003 CR Role Based Access Control
	Datang

	SEC-2016-0098
	TS-0003 CR Token Structure
	Datang

	SEC-2016-0065R05
	CR TS-0003 R2 Updates to MAF text
	Qualcomm

	SEC-2016-0071R02
	CR TS-0003 Certificate Enrolment core changes
	Qualcomm 

	SEC-2016-0091
	CR TS-0003 R2 Certificate Enrolment procedure call flow
	Qualcomm

	SEC-2016-0092
	CR TS-0003 Usage-constrained key derivation from Ke
	Qualcomm

	SEC-2016-0095R01
	CR TS-0003 R2 Cl 8.4 ESPrim cleanup
	Qualcomm

	SEC-2016-0096R01
	CR TS-0003 R2 Defining E2E parameters and attributes
	Qualcomm

	SEC-2016-0099R01
	CR TS-0003 R2 ESPrim stage 3
	Qualcomm

	SEC-2016-0100
	CR TS-0003 R2 ESData stage 3
	Qualcomm

	SEC-2016-0106R01
	CR_Dynamic_Authorization_Cleanup_R2
	InterDigital

	SEC-2016-0107
	CR TS-0003 R2 E2EKey becomes ESCertKE
	Qualcomm

	SEC-2016-0108R02
	TS-0003 CR Token Evaluation
	Datang

	SEC-2016-0109R01
	TS-0003 CR PPM as Dynamic Authorization Server
	KDDI


	SEC-2016-0094R02
	TS-0003 CR Role Based Access Control
	Datang


Presented by Wei on Tue-1

This contribution proposes the role based authorization architecture and procedures.This contribution is rewritten based on the contribution “ SEC-2016-0059R04-CR_for_Role_Based_Access_Control” that have been discussed in TP 22 and SEC-ARC 22.2 joint meeting.

Concerns that it addresses some aspect like reference points for instance that are not defined in release 2 but for release 3. It may lead to confusion in the specifications.
More clarifications are requested by delegates, especially explain it to ARC.
Revision expected to align with the release 2 only and keeping the “distributed part”.
SEC-2016-0094R02 was NOTED
R04 presented on Thu-3

SEC-2016-0094R04 was NOTED
SEC-2016-0094R05 was AGREED
	SEC-2016-0098
	TS-0003 CR Token Structure
	Datang


This contribution proposes the role based authorization architecture and procedures. It proposes re-organization for Token structure and Token evaluation
Comments received that it should use resourceID instead of resourceURI 

Revision expected.
SEC-2016-0098 was NOTED
SEC-2016-0098R02 presented at the joint SEC/PRO/ARC on Mon-4

SEC-2016-0098R03 presented at SEC on Thu-2

Editorial change online on the figure numbering

SEC-2016-0098R03 was NOTED

SEC-2016-0098R04 was AGREED
	SEC-2016-0065R05
	CR TS-0003 R2 Updates to MAF text
	Qualcomm


Presented by Phil on Tue-1

This CR introduces a range of changes, mostly associated with the MAF specifications.
Previous revisions of this CR have been discussed in SEC conf calls
Some editorial online 

Revision expected.
SEC-2016-0065R05 was NOTED
SEC-2016-0065R06 was AGREED

	SEC-2016-0071R02
	CR TS-0003 Certificate Enrolment core changes
	Qualcomm 


Presented on SEC Thu-2

The CR proposes core text adding Certificate Enrolment functionality to Remote Security Provisioning Framework

R02 has some highlight text for discussion.
The R03 will clean the document by removing the highlight text. 

SEC-2016-0071R02 was NOTED 

SEC-2016-0071R03 was AGREED
	SEC-2016-0091
	CR TS-0003 R2 Certificate Enrolment procedure call flow
	Qualcomm


This CR extracts text from SEC-2016-0071R01 which defines the Certificate Enrolment Procedure call flow in a new clause 8.3.3.1. This text has not changed since SEC-2016-0071R01
Presented on SEC Thu-2

Edited online for Minor editorial changes

Revision is expected

SEC-2016-0091 was NOTED

SEC-2016-0091R01 was AGREED

	SEC-2016-0092
	CR TS-0003 Usage-constrained key derivation from Ke
	Qualcomm


This CR extracts text from SEC-2016-0071R01 which defines Derivation of Usage-Constrained Symmetric Keys from Enrolment Key, required for Remote Provisioning of symmetric keys.  This text has not changed since SEC-2016-0071R01.
Presented on Thu-2

Minor editorial changes

SEC-2016-0092 was NOTED
SEC-2016-0092R01 was AGREED

	SEC-2016-0095R01
	CR TS-0003 R2 Cl 8.4 ESPrim cleanup
	Qualcomm


R01 presented on Thu-2

This CR is a clean-up of clause 8.4.2 “End-to-End Security of Primitives (ESPrim) Architecture”. There are editorial changes and bug-fixes.

No comment on technical content but a cleaning of editor notes is needed.
Some updates in the figure are required. Figures would need also to be editable.

Expected revision.

SEC-2016-0095R01 was NOTED
SEC-2016-0095R02 was AGREED
	SEC-2016-0096R01
	CR TS-0003 R2 Defining E2E parameters and attributes
	Qualcomm


This CR defines parameters and attributes used in End-to-End security frameworks. All changes are clarifications of existing features.

Edited online for minor typo.
SEC-2016-0096R01 was NOTED
SEC-2016-0096R02 was AGREED
	SEC-2016-0099R01
	CR TS-0003 R2 ESPrim stage 3
	Qualcomm


Presented on Thu-2

This CR adds stage 3 details for End-to-End Security of Primitives
Some errors fixed online: some references to deleted clauses

Expected revision
SEC-2016-0099R01 was NOTED
SEC-2016-0099R02 was AGREED

	SEC-2016-0100
	CR TS-0003 R2 ESData stage 3
	Qualcomm


Presented on Thu-2

This CR provides the stage 3 details for ESData, for both XML and JSON-based object security technology.

Edited online
Expected revision

Question raised on the list of supported algorithms in oneM2M

SEC-2016-0100 was NOTED
SEC-2016-0100R01 was AGREED
ACTION ITEM: For the SEC WG: To review suitability of algorithms choices in TS-0003

	SEC-2016-0106R01
	CR_Dynamic_Authorization_Cleanup_R2
	InterDigital


Presented on Thu-2

This contribution corrects the Dynamic Authorization text

The R01 has been aligned to match the discussions and decisions hold during the week for other contributions

No comment.
SEC-2016-0106R01 was AGREED
	SEC-2016-0107
	CR TS-0003 R2 E2EKey becomes ESCertKE
	Qualcomm


This CR updates TS-0003 to use the terminology End-to-End Security Certificate-based Key Establishment (ESCertKE).

Edited on line for fixing error in titles
Some cleaning are needed like removing editor notes

Change 4 is removed

Expected revision.

SEC-2016-0107 was NOTED
SEC-2016-0107R01 was AGREED
	SEC-2016-0108R02
	TS-0003 CR Token Evaluation
	Datang


Presented in SEC Thu-2
Edited online to fix typo and also to rewording some text for clarifying the requirements
Expected revision

SEC-2016-0108R02 was NOTED

SEC-2016-0108R03 was AGREED
	SEC-2016-0109R01
	TS-0003 CR PPM as Dynamic Authorization Server
	KDDI


Presented in SEC Thu-3

SEC-2016-0109R01 was AGREED
5.3
Security related contributions affecting REQ deliverables

	REQ-2016-0042
	CR TS-0002 Requirements coverage for Release 2
	NEC (Vice-chair)

	REQ-2016-0045 (SEC-2016-0103)
	Work item on requirements for a new secure element
	ETSI TC SCP


	REQ-2016-0045 (SEC-2016-0103)
	Work item on requirements for a new secure element
	ETSI TC SCP


See clause 7.1
	REQ-2016-0042
	CR TS-0002 Requirements coverage for Release 2
	NEC (vice chair)


Presented by Jorg on Joint REQ/ARC/SEC/MAS on Tue-4 session.

Delegates reviewed each requirement in TS-0002 and checked if the requirements are fulfilled in release 2.
Edited online

The review was not finished and go on Joint Joint REQ/ARC/SEC/MAS on Wednesday
REQ-2016-0042 was kept OPEN 
5.4
Security related contributions affecting ARC deliverables

	ARC-2016-0244R01
	CR TS-00001 R2 Local-Token-IDs
	Qualcomm

	ARC-2016-0245R01
	CR TS-00001 R2 cl 11.4.2 ESPrim cleanup
	Qualcomm

	ARC-2016-0236R02
	CR Role and Token Resource types
	Datang

	ARC-2016-0231R03
	CR Role Parameter Name in Request
	Datang

	ARC-2016-0233R03
	CR Access Control Policy Resource type
	Datang

	ARC-2016-0155R03
	App-ID field for message (R2)
	FUJITSU


	ARC-2016-0244R01
	CR TS-00001 R2 Local-Token-IDs
	Qualcomm


In the current TS-0001 (rel 2, dynamic authorization procedures use a single request primitive procedure to contain both tokenIds (assigned by the token issuer) and Local-Token-IDs (assigned by the Hosting CSE). When implementing the stage 3 details, it seemed that it would be better of tokenIds and local-Token-IDs use separate request primitive parameters, to allow PRO to have the flexibility to define tokenIds and local-Token-IDs as having distinct data types. This CR to TS-0001 includes the changes to define distinct request primitive parameters. Corresponding changes to TS-0004 are being submitted in parallel.

Presented on Thu-3
Editorial for clarifying a requirement.

A revision will be done . no decision in SEC as it is an ARC contribution.
	ARC-2016-0245R01
	CR TS-00001 R2 cl 11.4.2 ESPrim cleanup
	Qualcomm


This CR is a clean-up of clause 11.4.2 “Functional Architecture Specifications for End-to-End Security of Primitives (ESPrim)”. All changes are bug-fixes or editorial.

Presented at SEC Thu-3

No comment from SEC
	ARC-2016-0236R02
	CR Role and Token Resource types
	Datang


According to the comments and suggestion from SEC 22.3 SEC/PRO joint meeting, the operation on some resource attributes of <role> and <token> resource types should be changed from “RO” to “WO”.
No other comment from SEC
ARC-2016-0236R06 was AGREED by ARC

	ARC-2016-0231R03
	CR Role Parameter Name in Request
	Datang


Presented by Wei Zhou (Datang) in Joint SEC/ARC/PRO on Mon-4 (Monday session 4)
This contribution suggests using “Role IDs” to replace the “Role” as the name of role parameter in the request. It has been discussed in previous SEC conf calls.

One comment raised that role was present in release 1 and replacing it could lead to confusion. ( still in TS-0004 but has been removed in TS-0001)

Several concern raised on the utilization of the role. It is suggested to clarify this, before going on.

Issue raised is that in the role resource, it is indicated with a dash  (role-ID) but  appears roleID in the contribution. 

This contribution will be discussed in SEC ad-hoc later.
ARC-2016-0231R03 was kept OPEN by Joint ARC/SEC/PRO
ARC-2016-0231R03 was kept AGREED by ARC

	ARC-2016-0233R03
	CR Access Control Policy Resource type
	Datang


This contribution is about how to find an authorization entity, i.e. a PDP, PRP or PIP. It proposes to redesign the <accessControlPolicy> so that it can provide such kind of information. The new added resource attributes are 

· pdpAddresses: provide PDP addresses;
· prpAddresses: provide PRP addresses;
· pipAddresses: provide PIP addresses.
ARC-2016-0155R03 was NOTED by ARC
	ARC-2016-0155R03
	App-ID field for message (R2)
	FUJITSU


Presented on Joint ARC/PRO/SEC on Thu-5
Concern that the content does not reflect last decisions from this week about App-ID utilization.
ARC-2016-0155R03 was NOTED
5.5
Security related contributions affecting PRO deliverables

	PRO-2016-0132R01
	ACP interpretation on Registration procedure
	Fujitsu

	PRO-2016-0136
	RSC_for_AppID_required
	FUJITSU

	PRO-2016-0142R02
	Role Based Access Control Stage 3
	Datang

	PRO-2016-0143R03
	Token Based Access Control Stage 3
	Datang

	PRO-2016-0179R01
	Notification for security R2
	InterDigital

	PRO-2016-0180
	R2 security related type definitions
	InterDigital

	PRO-2016-0154
	CR TS-0004 R2 Dynamic Authorization primitive parameters
	Qualcomm

	PRO-2016-0183R01
	CR TS-0004 R2 E2E Security data types
	Qualcomm

	PRO-2016-0187
	CR TS-0004 R2 Notify and ESPrim RAND retrieval
	Qualcomm

	PRO-2016-0188R01
	CR TS-0004 R2 Notify and ESPrim Object
	Qualcomm

	PRO-2016-0189
	CR TS-0004 R2 Notify and ESCertKE
	Qualcomm

	PRO-2016-0206R01
	CR TS-0004 R2 DynAuthz gen proc and common ops
	Qualcomm 

	PRO-2016-0209
	Security impact on Generic Procedures
	Qualcomm

	PRO-2016-0147R01
	TS-0004 Check originator Authorization R1
	C-DOT


	PRO-2016-0132R01
	ACP interpretation on Registration procedure
	Fujitsu


Presented by Shingo at joint SEC/PRO/ARC on Monday afternoon. (Mon-4)

This CR is proposed to correct TS-0004 specification following change made on TS-0001, on Authorization check on AE/CSE registration
Concerns raised 

More discussion need to avoid to mix authorization and authentication

Revision expected
PRO-2016-0132R01 was NOTED 
R02 presented on Joint ARC/PRO/SEC on Thu-5
Concerns raised requesting clarification

Edited online to fix minor errors

ACTION ITEM: PRO + SEC  : Francois+ Shingo: 
· investigate the solution for solving issue raised in  PRO-2016-0132R01
· To check entity authentication part before registration in the TS-0001 in line with TS-0003

 Revision expected 
PRO-2016-0132R02 was NOTED 
	PRO-2016-0136
	RSC_for_AppID_required
	FUJITSU


PRO-2016-0136 was NOTED 
	PRO-2016-0142R02
	Role Based Access Control Stage 3
	Datang


Presented by Wei on Joint ARC/SEC/PRO on Wed-1

This contribution is for supporting role based access control. It contains:
· Remove SRole-ID related content.

· Add Role-ID related content.

· Provide <role> resource related content

· Provide related short names
Comments raised: the resource type has been changed but the member type table needs also to be updated. It needs a new clause in the contribution.

In change 1, the Role-ID is of type m2mID. Discussions about what kind of type it should be. It is suggested to write a new contribution to define what type the Role-ID shall be.

Access Control Policy should be addressed in table 7.4.x.1‑3
Revision expected

PRO-2016-0142R02 was NOTED
R03 presented at Joint ARC/PRO/SEC on Thu-5

No comment raised.

PRO-2016-0142R03 was AGREED

	PRO-2016-0143R03
	Token Based Access Control Stage 3
	Datang


Presented by Wei on Joint ARC/SEC/PRO on Wed-1

This contribution is for supporting role based access control. It contains:
· Add Token-ID related content.
· Define two complex types: 
· m2m:tokenPrivileges
· m2m:tokenObject
· Provide <token> resource related content

· Provide related short names

The Contribution is linked to ARC-2016-0236R04 (CR Role and Token Resource Types), that has been updated following discussions at earlier SEC and PRO sessions
Comment raised that table 6.3.5.34-1 on tokenPermission needs to be updated
Revision expected

PRO-2016-0143R03 was NOTED
R04 presented on joint ARC/PRO/SEC on Thu-5

Edited online fixing minor error.

PRO-2016-0143R04 was NOTED

PRO-2016-0143R05 was AGREED

	PRO-2016-0179R01
	Notification for security R2
	InterDigital


This contribution enhances the existing NOTIFY protocol level details to support the new Release 2 security features (e.g. dynamic authorization and end-to-end security).

Not presented in SEC

PRO-2016-0179R03 was AGREED by PRO

	PRO-2016-0180
	R2 security related type definitions
	InterDigital


This contribution defines the m2m:securityInfo type definition which is used by various Release 2 security features defined by TS-0003 and TS-0001 including dynamic authorization and End-to-End Security.

Not presented in SEC

PRO-2016-0180R02 was AGREED by PRO

	PRO-2016-0154
	CR TS-0004 R2 Dynamic Authorization primitive parameters
	Qualcomm


This is a draft version of TS-0004 CR which adds security-related primitive parameters. Purpose of this initial revision is primarily for first review in SEC WG. An update will be provided for further discussion in PRO WG.

Not presented in SEC

PRO-2016-0154R02 was AGREED by PRO
PRO-2016-0154R03 was uploaded on the portal
	PRO-2016-0183R01
	CR TS-0004 R2 E2E Security data types
	Qualcomm


Presented by Phil on joint ARC/PRO/SEC on Wed-1

This CR defines data types needed for end-to-end security features

Edited online for fixing typo and minor errors

More work needed to check references of document clauses

Some resource attributes need to be aligned with ARC

Revision expected

PRO-2016-0183R01 was NOTED

	PRO-2016-0187
	CR TS-0004 R2 Notify and ESPrim RAND retrieval
	Qualcomm


This CR specifies how the End-to-End Security of Primitives (ESPrim) feature uses the NOTIFY to obtain an receiverESPRimRandObject from a Receiver.

PRO-2016-0187R02 presented in PRO on Fri-1 with attendance of SEC for the first part of the session.
Edited on line to clarify text.

Replaced “retrieval” by “generation”

Replaced “resource-ID” by “address” in clause 7.5.1.2.x
Expected revision

PRO-2016-0187R02 was NOTED
PRO-2016-0187R03 was AGREED
	PRO-2016-0188R01
	CR TS-0004 R2 Notify and ESPrim Object
	Qualcomm


This CR specifies how the End-to-End Security of Primitives (ESPrim) feature uses the NOTIFY to exchange ESPrim objects with a Receiver.

Presented on Thu-3
No comment from SEC for this PRO contribution.
PRO-2016-0188R02 presented in PRO on Fri-1 with attendance of SEC for the first part of the session.

PRO-2016-0188R02 was left OPEN
PRO-2016-0188R02 was POSTPONED

	PRO-2016-0189
	CR TS-0004 R2 Notify and ESCertKE
	Qualcomm


This CR specifies how the End-to-End Security of Primitives (ESPrim) feature uses the NOTIFY to exchange ESCertKE messages with a Receiver.

PRO-2016-0189R01 presented in PRO on Fri-1 with attendance of SEC for the first part of the session.

No comment raised.

PRO-2016-0189R01 was AGREED
	PRO-2016-0206R01
	CR TS-0004 R2 DynAuthz gen proc and common ops
	Qualcomm 


PRO-2016-0206R01 presented in PRO on Fri-1 with attendance of SEC for the first part of the session.

Comment is that one clause is undefined 7.1.X because it is related to a clause added this week in other contribution. Edited online to set it to 7.3.2.5
Some text is edit online for clarification 
Revision expected.
PRO-2016-0206R01 was NOTED
	PRO-2016-0209
	Security impact on Generic Procedures
	Qualcomm


Presented by Phil Hawkes at joint SEC/ARC/PRO Mon-4
PRO-2016-0209 was left OPEN
	PRO-2016-0147R01
	TS-0004 Check originator Authorization R1
	C-DOT


Presented by PRO chairman, at joint SEC/PRO/ARC on Monday afternoon.(Mon-4)
Document discussed at the PRO 22.3 but realized there is security aspect that needs to be check with SEC.

It describe procedure for checking authorization of the originator. Depending on the target resource type, the Hosting CSE shall use the accessControlPolicyID of the different resources

Several concerns raised by some delegates.

The proposal is to discuss in the SEC ad-hoc and come back with some suggestions and comments.

PRO-2016-0147R01 was left OPEN by SEC/PRO/ARC
PRO-2016-0147R01 was AGREED by PRO
5.6
Security related contributions affecting MAS deliverables

	MAS-2016-0131R02
	DevConfig_CR_introduction
	FUJITSU

	MAS-2016-0086R01
	CR_DevCfg_mgmtObj
	FUJITSU

	MAS-2016-0132
	DevConfig_CR_flexContainer
	FUJITSU

	MAS-2016-0133
	DevConfig_CR_data_types
	FUJITSU

	MAS-2016-0134
	DevConfig_NodeEnrolmentProc
	FUJITSU

	MAS-2016-0136R03
	HD_resource_mapping_exmples
	FUJITSU

	MAS-2016-0145R01
	HD_XSD_table
	FUJITSU


	MAS-2016-0131R02
	DevConfig_CR_introduction
	FUJITSU


Presented in Joint MAS/SEC on Thu-4
One comment that the text should clarify that the dot line in the figure means it is optional.

Some typos and errors need to be fixed.
Suggested to replace Application by AE

Expected revision to be reviewed in MAS session on Friday.
MAS-2016-0131R02 was NOTED

	MAS-2016-0086R01
	CR_DevCfg_mgmtObj
	FUJITSU


Presented in Joint MAS/SEC on Thu-4

ACTION ITEM:  For SEC WG, to check the security aspect in the MAS-2016-0086R01 and its revisions
Edited online
Added credential attribute name into the table 6.x.1.1-2

Added some text to improve clarity.

Some typos fixed

Some hanging paragraphs need also to be addressed

Expected revision.

MAS-2016-0086R01 was NOTED by MAS/SEC
MAS-2016-0086R03 was AGREED by MAS

	MAS-2016-0132
	DevConfig_CR_flexContainer
	FUJITSU


MAS-2016-0132 was WITHDRAWN


	MAS-2016-0133
	DevConfig_CR_data_types
	FUJITSU


MAS-2016-0133 was WITHDRAWN


	MAS-2016-0134
	DevConfig_NodeEnrolmentProc
	FUJITSU


MAS-2016-0134 was WITHDRAWN


	MAS-2016-0136R03
	HD_resource_mapping_exmples
	FUJITSU


Presented on MAS/SEC on Thu-4

Some comments raised requesting changes

Some references are not pointing to the correct reference clauses

The used fonts are not appropriate

Suggested the usage of name “root resource” is not appropriate

Line 46: Datapoint should not be used for device

Table X.2.2 needs to be reworked as it makes reference to clause B.x that does not exist anymore

Resource name “airConditioned” must be replaced by “deviceAirConditioned”
Revision expected
MAS-2016-0136R03 was NOTED by MAS/SEC
MAS-2016-0136R06 was AGREED by MAS

	MAS-2016-0145R01
	HD_XSD_table
	FUJITSU


Presented in Joint SEC/MAS on Thu-4.
Edited online 
Editorial changes

Revision expected

MAS-2016-0145R01 was NOTED by MAS/SEC
MAS-2016-0145R04 was AGREED by MAS
5.7
Security related contributions affecting TST deliverables

	TST-2016-0091 / 

SEC-2016-0104
	Test Suite Structure and Test Purposes from TS-0003 v1.4.2
	Easy Global Market


Not presented in official SEC.
Discussion postponed to a further joint SEC/TST conf call

6
Contributions to existing WIs 

6.1
TR-0012 / WI 0016 Group Authentication and End-to-End Security

	SEC-2016-0101
	CR TR-0012 Release 2 E2E Security and Rationale
	Qualcomm


Edited need for removing hanging paragraph

TR-0012 is now frozen after this last CR.

The plan is to present TR-0012 at the Plenary for Approval
SEC-2016-0101 was NOTED

SEC-2016-0101R01 was AGREED

	SEC-2016-0102
	CR TR-0012 reorganizing clauses etc.
	China Mobile


SEC-2016-0102 was AGREED

6.2
TR-0016 / WI 0023 Authorization Architecture and Policies

	SEC-2016-0086R01
	CR TR-0016 Conclusion
	Datang


No comment

SEC-2016-0086R01 was AGREED.

The Approval of TR-0016 will be done by email approval
7
Other contributions

7.1
Liaisons, New Work Items and revisions of Work Items


	SEC-2016-0103 (REQ-2016-0045)
	Work Item on Requirements for a new secure element
	ETSI TC SCP


Presented by SEC Chairman

This contribution is an LS from ETSI SCP which informs oneM2M that ETSI TC SCP has approved a new Work Item on the definition of requirements for a new secure element. TC SCP would welcome any proposals for use cases and requirements in this context.

François is volunteer to gather the comments during the SEC23 week and prepare a reply to the LS that is intended to be presented on Friday plenary.
SEC-2016-0103 was NOTED
	SEC-2016-0110
	Reply LS out to TC SCP
	SEC chair (Gemalto)


Presented by SEC Chairman on Fri-1

OK for presenting it on TP
SEC-2016-0110 was NOTED
7.2
Other contributions for discussion


	SEC-2016-0088R01 
	Stage 3 plan for Dynamic Authorization
	Qualcomm

	SEC-2016-0089R01 
	Stage 3 plan for Security use of Notification
	Qualcomm

	SEC-2016-0087R01 
	Stage 3 plan for E2E security
	Qualcomm

	SEC-2016-0081R01
	Overview of E2E Security TS-0003 CRs
	Qualcomm

	SEC-2016-0093
	Certificate Enrolment – Proposals for Stage 3 and Demo
	BT Group

	TP-2016-0101
	GSMA IoT Security Guidelines
	GMSA


	SEC-2016-0088R02 
	Stage 3 plan for Dynamic Authorization
	Qualcomm


Presented by Phil on joint ARC/PRO/SEC on Wed-1.

The contribution lists the expected changes to TS-0003, TS-0004, TS-0009 and TS-0009 to provide the stage 3 text for dynamic authorization. 

SEC-2016-0088R02 was NOTED
	SEC-2016-0089R01 
	Stage 3 plan for Security use of Notification
	Qualcomm


The contribution presents a table listing the expected changes to TS-0003, TS-0004, TS-0009 and TS-0009 to provide the stage 3 text for use of notification by end-to-end security and dynamic authorization. 

SEC-2016-0089R01 was not presented in SEC
	SEC-2016-0087R02 
	Stage 3 plan for E2E security
	Qualcomm


The document lists the expected changes to TS-0003 and TS-0004 to provide the stage 3 text for end-to-end security. Changes related to use of notification is addressed in SEC-2016-0089R01 “Stage 3 plan for Security use of Notification” 

R02 Presented by Phil on joint ARC/PRO.SEC on Wed-1

Edited online, updating some document references

Revision expected
SEC-2016-0087R02 was NOTED
	SEC-2016-0081R02
	Overview of E2E Security TS-0003 CRs
	Qualcomm


Presented by Phil on joint ARC/PRO/SEC on Wed-1.

He presented R03 but was not on the portal only R02

SEC-2016-0081R02 was NOTED

SEC-2016-0081R03 was NOTED  (not yet on the portal)

	SEC-2016-0093
	Certificate Enrolment – Proposals for Stage 3 and Demo
	BT Group


Presented by Colin on SEC/PRO on Fri-1.

Contributions raised a lot of interest and the delegates were invited to have a deeper look in the presentation and feedback SEC for further standardization work.
Colin proposed to make a live demo at the TP#24.

SEC-2016-0093 was NOTED  
	TP-2016-0101
	GSMA IoT Security Guidelines
	GMSA


LS contributed to TP. TP has asked to SEC to review it.

Chairman SEC presented an overview of the IoT Security guideline 

It is a set of 4 documents addressed to operators, device manufacturer, IoT developers and service providers.
Chairman proposed to reply to GSMA and provided comments. It is proposed to review the guideline during the week and provide feedback to TP.
LS needs a TP approval. Other possibility is to make an email approval for this LS.

Colin is volunteer to collect the comment from SEC this week and prepare the reply to LS.
Colin presented it again on SEC Fri-1
No further comment

8
Planning for next Meeting(s)

· Conference Calls (tentative)
· SEC23.1


Tue 31 May2016

13.30-15.00 UTC 
· Joint SEC23.2/MAS    
Wed 8 June 2016

13.30-15.00 UTC
· Joint TST23.2/SEC    
Tue 21 June 2016

13.30-15.00 UTC

· SEC23.2


Wed 22 June 2016
13.30-15.00 UTC 
· Joint PRO23.4/SEC    
Thu 23 June 2016

13.30-15.00 UTC

· Joint SEC23.3/ARC    
Tue 28 June 2016

13.30-15.00 UTC 

· SEC23.4


Wed 6 July 2016

13.30-15.00 UTC 
· Face to Face
· TP 24 Montreal
 
18-22 July 2016
9
Any other business
There was no other business to discuss.
10
Closure of meeting


The Chairman François Ennesser has kindly thanked all the delegates for their involvement and efforts brought at this fruitful meeting.
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