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	MINUTES

	Meeting:
	SEC 26 F2F meeting (TP 26)

	Chair:
	Francois Ennesser

	Secretary:
	Emily Hoefer, ATIS

	Meeting Date:
	2016-12-05 to 2016-12-09

	Meeting Details:
	Ordinary face-to-face meeting during TP26
in Kobe, Japan

	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>

	Template Version:23 February 2015 (Dot not modify)
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1
Opening of meeting 

1.1
Welcome

Francois opened the meeting and welcomed the delegates. He reminded them to consult the notices on the cover page of the agenda
1.2
Schedule for WG4 SEC

See the agenda
1.3
Attendees

2
Review of Agenda


	SEC-2016-0191R01
	SEC 26 F2F meeting Agenda
	WG Chair (Gemalto)


SEC-2016-0191R01 SEC 26 F2F meeting Agendawas updated throughout the week, ending in an R06.
NOTED – SEC-2016-0191R01
AGREED – SEC-2016-0191R06
3
Review and Approval of Previous Minutes 

SEC-2016-0192- SEC 25.2 Minutes

AGREED –  SEC-2016-0192- SEC 25.2 Minutes
4
Review of Objectives for the Meeting

See the agenda
 4
Review of Action Items 

	REFERENCE
	WHAT
	WHO
	STATUS

	A-25-1
	Align Error codes in TS-0004 with TS-0003 (Rel-1 in priority)
	Wolfgang
	Release 3 CR needed

	A-25-2
	SEC WG members to assess validity of Test Purposes proposed in contribution TST-2016-0190R01 by SEC/TST 25.1 teleconference
	All
	Joint TST teleconf after TP 26

	A-25-3
	Discuss with MAS to understand further reqts on Security provisioning compared to current mechanisms from a management perspective
	All
	OPEN

	A-25-4
	Continue discussions on SEC-2016-0174 on SEC/MAS reflectors and joint teleconferences
	All (lead Shingo)
	DONE

	A-26-1
	Add in TS-0003 explanations about Binding process and assumptions about creation of Distributed Authorization resources (cf. ARC-2016-0508R0x)
	All (Lead Wei)
	

	A-26-4
	Need to update TS-0004 according to findings TST-2016-0239R01 (“notify RESPONSE” instead of request) 
	All (Lead Wolfgang)
	

	A-26-3
	Review Ciphersuites and negotiation schemes suitable for transmission of certificates in the context of TS-0022. Also check MAF and MEF context.
	All (Lead Phil)
	

	A-26-5
	Contribute testable Security Features Catalog to TST WG for inclusion in Product Profiles
	All
	

	A-26-6
	Resolve inconsistencies on Access Control Originator ID between TS-0003, TS-0001 and TS-0004 (e.g. interpretation of “*”
	All
	


5
Contributions
SEC-2016-0183R1- CR TS-0003 Impersonation Error (Rel-1)
Qualcomm
AGREED – SEC-2016-0183R1- CR TS-0003 Impersonation Error (Rel-1)
SEC-2016-0184R1- CR TS-0003 Impersonation Error (Rel-2)
Qualcomm
AGREED - SEC-2016-0184R1- CR TS-0003 Impersonation Error (Rel-2)
SEC-2016-0189R1- CR TS-0003 R2 inlineSimplePrivileges

Qualcomm
NOTED - SEC-2016-0189R1- CR TS-0003 R2 inlineSimplePrivileges
MAS-2016-0285- DevCfg_CR_authCredential_configuration
FUJITSU
· Several editorial modifications were noted including incorrect numbering.
· It was recommended discussion occur offline and a clean revision be submitted.  
NOTED – MAS-2016-0285- DevCfg_CR_authCredential_configuration 
SEC-2016-0188- CR TR-0019 Final Clauses
Qualcomm
· To be revised and incorporated into TR-0019.

NOTED – SEC-2016-0188- CR TR-0019 Final Clauses 
SEC-2016-0194- TR-0019 Dynamic Authorization v0 6 0
Qualcomm
· To be proposed for approval to the plenary. 
AGREED – SEC-2016-0194- TR-0019 Dynamic Authorization v0 6 0 
SEC-2016-0185- Scenarios for Peer-to-Peer communication security
Huawei
· It was recommended the figure be updated to include more detail. 

· To be revised.
NOTED – SEC-2016-0185- Scenarios for Peer-to-Peer communication security 
SEC-2016-0186- Use Case of Decentralized Authentication
Huawei
· To be revised. 
NOTED – SEC-2016-0186- Use Case of Decentralized Authentication
SEC-2016-0187- Solution of Decentralized Authentication
Huawei
· To be revised. 
NOTED – SEC-2016-0187- Solution of Decentralized Authentication
SEC-2016-0166R01- TEF Interface Specification skeleton
Qualcomm
AGREED – SEC-2016-0166R01- TEF Interface Specification skeleton
SEC-2016-0167R01- TEF Interface Specification scope
Qualcomm
AGREED – SEC-2016-0167R01- TEF Interface Specification scope
SEC-2016-0168R01- TEF Interface Specification main body
Qualcomm
· Will be baseline for new TS. 

AGREED – SEC-2016-0168R01- TEF Interface Specification main body
SEC-2016-0161R04- SE enhancement for Public Keys
Gemalto
· Discussion occurred regarding secure element device and how secure elements are provisioned. 
· It was noted this is a UICC only element. 
· Huawei and Datang also in support. 

· A revision is expected. 

NOTED – SEC-2016-0161R04- SE enhancement for Public Keys
SEC-2016-0171R02- GlobalPlatform Interworking
Gemalto
· It was suggested the contribution be revised to clarify how GlobalPlatform is used. 

· A revision is expected.
NOTED – SEC-2016-0171R02- GlobalPlatform Interworking 
9
SEC/MAS Joint Session

	MAS-2016-0271
	CR DevCfg authProfile
	Fujitsu
	Withdrawn

	MAS-2016-0264R03
	CR TS-0022 authProfile authCredCfg 
	Qualcomm
	R01 TBR

R03

	MAS-2016-0272R01
	TS-0022 Clean-up
	
	TBR

R01

	MAS-2016-0283
	DevCfg Credentials
	Fujitsu
	Noted


10
ARC/SEC Joint Session

SEC-2016-0193- MAF&MEF_interface_discussion
Qualcomm

· It was noted SEC will make a draft of “MAF and MEF Interface Specification” available following TP26. The draft specification will be made up of the following contributions: 

· Proposed skeleton:  SEC-2016-0166R01

· Proposed scope:  SEC-2016-0167R01

· Proposed main body:  SEC-2016-0168R01.  
· SEC will continue working this item and will provide an update to ARC on the progress at the next face to face. 

NOTED – SEC-2016-0193- MAF&MEF_interface_discussion
ARC-2016-0508R05- Distributed Authorization Resource Types and Procedures
Datang
AGREED – ARC-2016-0508R05- Distributed Authorization Resource Types and Procedures
Discussion on inlineSimpleACPs:

· Either develop a new attribute or overload the existing attribute.
· It was noted it is too early to make a decision at this time.
· It was suggesting the WG also investigate whether existing ACPs are needed and useful. 
11
REQ/SEC Joint Session

REQ-2016-0073R03- product_profile_related_definition

AGREED - REQ-2016-0073R03- product_profile_related_definition
REQ-2016-0085- TR-0026-Vehicular_Domain_Enablement_Clause_9_2_Security

· Discussion occurred regarding the core elements. It was noted these are considered high level requirements and not necessarily requirements for the algorithm. 
NOTED - REQ-2016-0085- TR-0026-Vehicular_Domain_Enablement_Clause_9_2_Security
AGREED - REQ-2016-0085R01- TR-0026-Vehicular_Domain_Enablement_Clause_9_2_Security
SEC-2016-0186R01- Use_Case_of_Decentralized_Authentication

· Questions were raised regarding what is trying to be solved in this contribution
· Lengthy discussion occurred during review of the figure. It was noted the flow in the figure can be completed with what already exists. 
· The group assembled reviewed the Potential Requirements, and after discussion, suggested modifications to the wording of the requirements for clarity and recommended additions to the Use Case.
NOTED - SEC-2016-0186R01- Use_Case_of_Decentralized_Authentication

REQ-2016-0074R01- Collection of corrections and clarifications to TR-0026
· Briefly reviewed. To be discussed further during the Friday REQ session. 
· It was recommended some of the changes proposed in Section 6.7 be modified, particularly the removal of “Application Server”.
· Discussion occurred regarding the use of the term “user owned” in Section 6.12.10. 
· To be revised. 
NOTED - REQ-2016-0074R01- Collection of corrections and clarifications to TR-0026
ACTION - François will update Section 6.7 based on discussion.

· It was noted the above action was completed during the meeting week. 

· Contribution revisited during Friday REQ session. It was requested that Hitachi provide the editable figures for Section 6.17.9.
NOTED - REQ-2016-0074R02- Collection of corrections and clarifications to TR-0026
AGREED - REQ-2016-0074R03- Collection of corrections and clarifications to TR-0026
12
SEC/TST Joint Session

	TST-2016-0190R02
	Security Test Suite Structure and Tests Purposes
	Easy Global Market
	

	TST-2016-0239R01
	TS-0028 Security Test Purposes contribution (R2)
	Easy Global Market
	TBC, 

	TST-2016-0258
	TR-00xx Security Developer Guide Skeleton
	Rapporteur
	Agreed


13
SEC/PRO Joint Session

	PRO-2016-0459
	TS-0004 Impersonation Error RSC R2
	Qualcomm
	

	PRO-2016-0457
	TS-0004 Tokens primitive parameter R2
	Qualcomm
	


14
Planning for next Meeting(s)


Next Conference Calls
It is proposed to have two teleconferences (January 11 and January 25).
· Face to Face
· TP 27 

Vancouver, Canada
 
05-09  December 2016
10
Any other business

11
Closure of meeting
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