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6
App-ID Registry Function Metadata 

The following section provides an assessment for the proposed architecture options for integration of the App-ID Registry Function within the oneM2M architecture. Including the scope of the metadata to be registered with an App-ID. 
6.1
App-ID Registry Function – Metadata related Requirements
The following is a list of basic requirements to be considered in design and analysis of the App-ID Registry Function :-
3, The App-ID Registry Function shall allow registration of App-ID together with metadata.
4, The App-ID Registry Function shall support a metadata profile to characterize the M2M application. 
5, The App-ID Registry Function shall provide a M2M Service infrastructure with the metadata for a registered App-ID. 

6.2
Candidate Architecture for App-ID Registry Function
The Candidate Architecture for the App-ID Registry Function to provide Metadata with the M2M Service infrastructure is as follows:

OPTION #1 – Standalone App-ID Registry function (ARF)
· The App-ID Registry function is defined as a new entity of the oneM2M architecture.
· Defining a new interface for the CSE to query the App-ID Metadata.
OPTION #2 –  App-ID Registry is part of existing oneM2M MEF interface specification
· App-ID Registry function that is part of an existing oneM2M architectural entity MEF.
· Update the current MEF interface to enable query of the App-ID Registry Function Metadata.
6.2.1
OPTION #1 – Standalone App-ID Registry function (ARF)

For the architecture of a standalone App-ID Registry Function, a new entity (ARF) and interface is defined as ‘Marf’. 

[image: image1]
Figure X :  App-ID Registry Function new entity and interface
6.2.2
OPTION #2 –  App-ID Registry Function within MEF
For the App-ID Registry Function to be part of the existing oneM2M architecture , it is proposed that the ARF is an extended function of the MEF. The existing MEF entity and interface Mmef is extended called Mmef’ ( Mmef prime) .


[image: image2]
Figure X :  App-ID Registry Function as part of the MEF entity and interface

6.3 App-ID registry Function Metadata
The App-ID Registry Function provides meta data for each registered App-ID and its corresponding AE-ID’s. 

6.3.1
App-ID Metadata
The following table provides the candidate list of AppID metadata attributes defined into sub sections.  
	Group
	Attribute 
	Description 
	Mandatory/Conditional/Optional 

	Identity
	App-ID
	The Registered Application Identity 
	Mandatory 

	Identity
	Management Authority of the App-ID 
	The App-ID management Authority :- ATIS
	Mandatory

	Idenity 
	The Registration Authority issuing the App-ID 
	The registration Authority issuing the App-ID to the application provider. :- Option for multiple registration authorities. 
	Mandatory

	Type
	Verticle application type 
	The Tyoe group of the application. For example :- 

· Home Automation

· Healthcare

· Automotive

· Energy

· Industrial
	Mandatory

	Type
	Unique Type
	The specific tyope of application within the verticle, for example for Home Automation :- 

· Light Switch

· Thermostat

· Camera
	Mandatory

	Capability 
	Data Resources  
	How resource intensive the application is for projecting data. Streamed through to periodic long interval notifications. 
	Optional

	Security 
	Authentication Type 
	Authentication Type :- RPK, PSK, PKI
	Mandatory 

	Security 
	Issuing CA 
	The URL of the issuing CA 
	Optional is providing certificate for the App-ID instances. 

	Security
	Issuing CA Authrised by management authority 
	The Management Authority that has authorised the issuing CA to issue certificates for this App-ID. 
	Optional ( if authorised ) 

	Security 
	Issuing CA assurance level 
	The Management Authority assurance level for the issuing CA
	Optional ( if authorised )

	Security 
	MAF Identity 
	Where MAF is used for the App-ID instance authentication, the Idenity. 
	Optional ( if MAF is used to authenticate the App-ID instances )

	Security
	MEF Identity 
	Where MEF is used for the App-ID instance enrolement, the Idenity. 
	Optional ( if MEF is used to enrole the App-ID instances )

	Instance
	AE-ID Range
	The Range of AE-ID’s that are valid for theis App-ID
	Optional if defined

	Instance
	AE-ID Range
	Revoked AE-ID identities. List of the AE-ID’s that have been revoked including the specific reason codes. Used to prevent an AE-ID from being authenticated. 
	Optional if defined. 
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