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Dear Mr. Ennesser and Mr. Zou, 
I am writing on behalf of FASTR, a consortium dedicated to accelerating automotive security research and innovation to enable trust in the autonomous vehicle of the future. More information about the organization can be found on the FASTR website. 

The FASTR Connectivity and Cloud work group recently completed a set of guidelines for the Automotive Industry to assist with assessing secure OTA software update systems. The work group then utilized those guidelines to evaluate two platforms in the context of automotive industry use, including oneM2M. They have completed v1 of the evaluation document and we have attached it here for your review. The work group would welcome the opportunity to discuss any questions or feedback that you may have. 

This document is currently only available to FASTR's members, although broader distribution may be considered in the future. It would be appreciated if you would limit distribution only to the internal team working directly on oneM2M for the time being. 

If I can do anything to assist with questions or additional information, please let me know. Thank you in advance for your time. 

Sincerely,

Katie Burns

---------------

Katie Burns

FASTR Operations

4023 Kennett Pike #50135

Wilmington, DE 19807
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