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	MINUTES

	Meeting:
	SEC 33 F2F meeting (TP 33)

	Chair:
	Francois Ennesser

	Secretary:
	Emily Hoefer, ATIS

	Meeting Date:
	2018-01-18 to 2018-01-19

	Meeting Details:
	SEC 33 F2F meeting (TP 33)


	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>

	Template Version:23 February 2015 (Dot not modify)
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1
Opening of meeting 

1.1
Welcome

Francois opened the meeting and welcomed the delegates. He reminded them to consult the notices on the cover page of the agenda
2
Review of Agenda


	SEC-2018-0009
	SEC 33 F2F meeting agenda
	WG4 Chair (Gemalto)


Updated throughout the week. Final agreed to version:
AGREED – SEC-2018-0009R04
· Review and Approval of Previous Minutes 

SEC-2018-0008- SEC 32.1 Minutes

AGREED via Email –  SEC-2018-0008
· Latest Baseline:
· TS-0003 Rel-1 Baseline: v1.7.0 available on portal (SEC-2017-0025)

· TS-0003 Rel-2 Baseline: v2.12.0

· TS-0003 Rel-3 Baseline: v3.7.0

· TS-0016 draft Baseline: v0.7.0 (in SEC-2017-0152) 

· TS-0032 Rel-2A Baseline: v2.1.0

· TR-0038 draft Baseline v0.3.0 (see TST-2017-0283)

· TR-0041 Decentralized Authentication draft baseline v0.3.0 (in SEC-2017-0082) 

· TR-0048 draft Baseline v0.0.3 (in SEC-2017-0185)

· TR-0050 draft baseline v0.1.0 (in SEC-2017-0187)

3
Review of Objectives for the Meeting
· Ratification of Release 2A (including TS-0032)

· Finalize TS-0003 Rel-3 and associated deliverables under open Rel-3 Work Items:

· Secure Environment  Abstraction TS-0016

· Progress on future releases:
· Decentralized Authentication (CRs to TS-0003)

· App-ID Registry Function enhancements 

· Access Control Policy enhancements

· Security Developers Guide TR-0038 (coordination with TST)

· GlobalPlatform Interworking (Feasible schedule TBD)

· Trust Management in oneM2M

· Any new WI proposal
· Coordination with TST on progressing TS-0003 Test Purposes and Device Configuration profiles
 4
Review of Action Items
	REFERENCE
	WHAT
	WHO
	STATUS

	A-26-5
	Contribute testable (Rel-1 + Rel-2) Security Features Catalog to TST WG for inclusion in Product Profiles
	All
	OPEN

	A-26-7
	Contribute further to Security Developers Guide TS
	All
	OPEN

	A-311-1
	Provide Stage 3 description of TS-0016 defined resources, aligning with name space prefixes used in TS-0032 where applicable.
	All
	OPEN

	A-32-1
	The Rapporteur (Shelby Kiewel - iconectiv) will create the “Introduction” as its own section and move it to the correct place TR-0048.
	TR-0048 Rapporteur (Shelby)
	CLOSED

	A-32-2
	Orange will provide a contribution against TR-0048 for digital letter of approval.
	Orange (Said)
	OPEN

	A-32-3
	Orange will provide cryptographic analysis for inclusion in TR-0041 at TP33.
	Orange (Said)
	OPEN

	A-33-1
	Clarify Security Association in case of two communication channels between two entities. [Request Reachable AE]
e.g. enable same credentials to be used, use session resumption credentials for opposite direction
	Wolfgang (Qualcomm)
	OPEN


5
CRs to SEC WG existing deliverables (TS-0003, TS-0032)

SEC-2017-0177R03- IBC-Based SAEF for TS-0003
Huawei
· Presented during Tuesday afternoon session. 

· Based on previous discussions on this topic, it was agreed to leave this contribution open pending offline discussion with Said (Orange). 
LEFT OPEN – SEC-2017-0177R03- IBC-Based SAEF for TS-0003
SEC-2018-0007- Add RSPF for IBC-based credential to support IBC-based SAEF
Huawei
· Presented during Tuesday afternoon session. 
· Revised to R01 to include minor editorial updates. 

· Suggestion to clarify the meaning/usage of square brackets in this document. 

· Revision expected.
NOTED – SEC-2018-0007- Add RSPF for IBC-based credential to support IBC-based SAEF
LEFT OPEN – SEC-2018-0007R01- Add RSPF for IBC-based credential to support IBC-based SAEF
6
SEC related contributions affecting other WGs
Security related contributions affecting REQ deliverables 
REQ-2018-0004R01- Requirement for information correlation
BOE
· Presented during Tuesday ARC/REQ/SEC session. 

· It was noted the terms “correlation” and “information elements” are too vague and need to be more specific. It was suggested the wording be worked offline.  

· Revision expected.

NOTED – REQ-2018-0004R01- Requirement for information correlation
REQ-2018-0001R03- Use case for authentication to non-oneM2M devices
Orange

· Presented during Tuesday ARC/REQ/SEC session. 

· It was noted NoDN is a device, not a server. A revision is expected to modify diagram 

NOTED – REQ-2018-0001R03- Use case for authentication to non-oneM2M devices
Security related contributions affecting ARC deliverables
TP-2018-0013R01- New_WI_Proposal_for_Interworking_with_3GPP_V2X
Huawei (BEI XU)
· Presented during Tuesday ARC/REQ/SEC session. 

· Discussion occurred regarding what needs to be done to sharpen up the WI proposal before the TP session. 

· Orange added as support to the WI. 

· A revision is expected.

TP-2018-0025R01- New_WI_Proposal_for_Edge_and_Fog_Computing
KDDI, Huawei, Hitachi, TNO, Convida, NEC, NEC Europe, NTT
· Discussed during Tuesday ARC/REQ/SEC session. 

· It was noted an email thread will be started amongst WI proposal co-signers. 

TP-2018-0006R01- New WI Proposal for Service Subscriber and User
Convida
· Discussed during Tuesday ARC/REQ/SEC session. 

· Dale (Convida) noted a number of updates he plans to make to the WI proposal.

· A revision is expected.

Security related contributions affecting TST deliverables

TST-2018-0010- TR-0038_DeveloperGuide_clause7_1_5

Qualcomm
· Reviewed during Tuesday afternoon session.
· Discussed sections still needing text and whether this should be added to the specification. 
· To be presented during SEC/TST joint meeting. 

7
Contributions to new deliverables
SEC-2018-0013- TS-0016-v0_7_0-XML_schemas
G+D Mobile Security
· Presented during Wednesday afternoon session. 
· Suggestion to use a different name space as the XSD should align with the version of the document.
· A revision is expected.
NOTED – SEC-2018-0013- TS-0016-v0_7_0-XML_schemas
AGREED – SEC-2018-0013R01- TS-0016-v0_7_0-XML_schemas
SEC-2018-0010R01- Orange's Security analysis of TR-0041
Orange
· Further offline discussion is needed to come up with the agreeable version.
NOTED – SEC-2018-0010R01- Orange's Security analysis of TR-0041
SEC-2018-0001- TR-0050 Security Areas and high level requirements
Datang
· Reviewed during Monday afternoon session. 
· Revised to R01 with minor modification for clarity.
NOTED – SEC-2018-0001- TR-0050 Security Areas and high level requirements
AGREED – SEC-2018-0001R01- TR-0050 Security Areas and high level requirements
SEC-2018-0002- TR-0050 Introduction of Security Area #1
Datang
· Presented during Monday afternoon session. Revision expected. 
· R01 presented during Wednesday morning session with revisions based on comments received Monday. 
NOTED – SEC-2018-0002- TR-0050 Introduction of Security Area #1
AGREED – SEC-2018-0002R01- TR-0050 Introduction of Security Area #1
SEC-2018-0003- TR-0050 Introduction of Security Area #2
Datang
· Presented during Monday afternoon session. 
· A number of editorial modifications were suggested for clarity. 

· It was noted the call waiting scheme is missing. Revision expected.

· R01 presented during Wednesday morning session with revisions based on comments received Monday. 
NOTED – SEC-2018-0003- TR-0050 Introduction of Security Area #2
AGREED – SEC-2018-0003R01- TR-0050 Introduction of Security Area #2
SEC-2018-0004- TR-0050 Introduction of Security Area #3
Datang
· Presented during Monday afternoon session. 
· Discussion occurred regarding policy representation/language. A revision is expected.
· R01 presented during Wednesday morning session with revisions based on comments received Monday.

· A minor modification was suggested, and the contribution revised to R02. 
NOTED – SEC-2018-0004- TR-0050 Introduction of Security Area #3
NOTED – SEC-2018-0004R01- TR-0050 Introduction of Security Area #3
AGREED – SEC-2018-0004R02- TR-0050 Introduction of Security Area #3
SEC-2018-0005- TR-0050 Introduction of Security Area #4
Datang
· Presented during Monday afternoon session.
· Discussion occurred regarding mechanism for access control policy provision. It was noted the contribution will need to be revised to discuss resource types. A revision is expected.
· R01 presented during Wednesday morning session with revisions based on comments received Monday.

· Revised to modify “access control policy provision” to “access control policy provisioning” for consistency. 
NOTED – SEC-2018-0005- TR-0050 Introduction of Security Area #4
NOTED – SEC-2018-0005R01- TR-0050 Introduction of Security Area #4
AGREED – SEC-2018-0005R02- TR-0050 Introduction of Security Area #4
8
Other contributions
SEC-2018-0011- WI 68 GP Interworking Revised schedule
Gemalto
· Revises schedule to delay until TP38/Release 4. Participants agreed to the new schedule.
· Said (Orange) proposed modifications to the Scope text to be more general. 

· Orange and G+D Mobile Security added as supporting companies. 
NOTED – SEC-2018-0011- WI 68 GP Interworking Revised schedule
AGREED – SEC-2018-0011R01- WI 68 GP Interworking Revised schedule
SEC-2018-0012- WI-0065 Trust Management revised schedule
WG Chair (Gemalto)
· Francois (Gemalto) presented the proposed revisions to the WI-0065 schedule. Target for completion of Release 3 work is TP37.

· Will be presented as a Plenary contribution. 
AGREED – SEC-2018-0012- WI-0065 Trust Management revised schedule
SEC-2017-0184R01-TS-0032-v2_1_0-XML_schemas

· The latest xsd for TS-0032 has been updated to the GitLab information on the Portal (0184R01). 

AGREED - SEC-2017-0184R01-TS-0032-v2_1_0-XML_schemas
SEC-2018-0016-TS-0016_clean-up_CR
· Includes XSD alignments, in addition to 
NOTED - SEC-2018-0016-TS-0016_clean-up_CR
AGREED - SEC-2018-0016R01-TS-0016_clean-up_CR
SEC-2018-0017-Proposed_LS_out_to_GlobalPlatform_TPS_Committee
· Will be presented to the plenary with the recommendation that it be sent for two (2) week approval to ensure TS-0016 can be updated prior to the LS being sent.
NOTED - SEC-2018-0017-Proposed_LS_out_to_GlobalPlatform_TPS_Committee
AGREED - SEC-2018-0017R01-Proposed_LS_out_to_GlobalPlatform_TPS_Committee
SEC-2018-0014-TR-40-Trust_Managment_v0_0_2
· Title of the TR will be “Trust Management in oneM2M”

· Proposed for R4
NOTED - SEC-2018-0014-TR-40-Trust_Managment_v0_0_2
AGREED - SEC-2018-0014R01-TR-40-Trust_Managment_v0_0_2
8 
Planning for Next Meeting(s)

Next Conference Calls (tentative schedule, please see calendar for latest dates)
· Three (3) to be scheduled, one of which joint w/ARC. The Secretariat will confirm availability after reviewing the most recent teleconference schedule. Once scheduled, the Portal will be updated and invitations sent.
· Week of 29 January – 2 February

· 5-9 February

· 12-16 February

· 6 March @ 13:00 (joint w/ARC) – Confirmed
Next Face-to-Face
· TP 34 F2F, March 12-16, 2018, Dallas, TX, USA
9
Any other business
TS-0016 is now frozen and under change control (R3) – no new features. To be proposed for approval at the Plenary during TP34 (March, Dallas).

10
Closure of meeting

The final SEC session was held on 19 January 2016.
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