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	MINUTES

	Meeting:
	SEC/ARC 33.2 Teleconference 

	Chair:
	Francois Ennesser

	Secretary:
	Emily Hoefer, ATIS

	Meeting Date:
	2018-03-06

	Meeting Details:
	SEC 33.2 Teleconference

	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>
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1
Opening of meeting 

1.1
Welcome

Francois opened the meeting and welcomed the delegates. He reminded them to consult the notices on the cover page of the agenda
2
Review of Agenda


	SEC-2018-0025
	SEC 33.2 Agenda
	WG Chair (Gemalto)


NOTED - SEC-2018-0025
AGREED – SEC-2018-0025R1
3
Review and Approval of Previous Minutes 

SEC-2018-0022- SEC/ARC 33.1 Minutes

AGREED via Email –  SEC-2018-0022
4
Review of Objectives for the Meeting
· Progress on pending Release 3 or earlier issues previously identified (e.g. Access control, Features catalog) – Finalization of pending deliverables
· Progress on Release 4 (progress existing WIs and consider new WIs) 

· Preparation of SEC 34 contributions and discussions

 5
Review of Action Items
	REFERENCE
	WHAT
	WHO
	STATUS

	A-26-5 (R3+)
	Contribute testable (Rel-1 + Rel-2) Security Features Catalog to TST WG for inclusion in Product Profiles
	All
	OPEN

	A-26-7
	Contribute further to Security Developers Guide TS
	All
	CLOSED, see A-33-2

	A-311-1 (R3)
	Provide Stage 3 description of TS-0016 defined resources, aligning with name space prefixes used in TS-0032 where applicable.
	All
	OPEN

	A-32-2 (R4)
	Orange will provide a contribution against TR-0048 for digital letter of approval.
	Orange (Said)
	OPEN

	A-33-1 (R3+?)
	Clarify Security Association in case of 2 communication channels between 2 entities (Request Reachable AE)

e.g. enable same credentials to be used, use session resumption credentials for opposite direction
	Qualcomm
	OPEN

	A-33-2 (R3+)

(supersedes A-26-7)
	Capture Open issues in TST-0010 as specific action items for SEC WG + related actions on TR-0038 captured in SEC 33 minutes
	WG Chair
	OPEN

	A-33-3 (R4?)
	Check whether AR impersonation prevention could also apply to CSE
	All
	OPEN

	A-33-4 (R2+)
	Make sure Security Association definition is captured in TS-0011
	All
	OPEN

	A-331-1 (R2+)
	Confirm that TS-0003 and TS-0004 get properly aligned with agreed TS-0001 CR in ARC-2018-0047R01
	All
	OPEN


6
Contributions
TST-2018-0038- TR-0038_DeveloperGuide_clauses7_2_to_9
Qualcomm
· Wolfgang presented this contribution which addresses Sections 7.2, 7.3, 8, and 9 in the Developer Guide. 
· The Editor’s Note are the end of the contribution notes additions that will be made in further revisions. 
· Participants should review this contribution from the perspective of someone who might implement it and provide feedback at TP34. 
NOTED – TST-2018-0038- TR-0038_DeveloperGuide_clauses7_2_to_9
7
Planning for next Meeting(s)


· SEC 34 F2F, March 12-16, 2018, Dallas, TX, USA
8
Any other business

9
Closure of meeting


Annex 1
Participants list <conf calls>

	First Name
	Last Name
	E-mail Address

	Francois
	Ennesser
	francois.ennesser@gemalto.com

	Wolfgang
	Granzow
	wgranzow@qti.qualcomm.com

	Dirk
	Wacker
	wackerd@gi-de.com 

	Max
	Zhang
	zhangquiancto@boe.com.cn 

	Said
	Gharout
	said.gharout@orange.com 

	Emily
	Hoefer
	ehoefer@atis.org 
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